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SCHEDULE OF SUPPLIES/SERVICES

Tier 1: 04/03/2016 THROUGH 03/31/2018

GROUP 2: Louisiana- Fort Polk

ITEM EST. ANNUAL UNIT
NO. _ Supplies/Services QUANTITY PRICE TOTAL
1. BREAD, WHITE, FRESH, SLICED, THICK, TEXAS TOAST

24 OZ LOAF 6,378 LB _Sems SCHeNEE
PKG PRICE TO GOVERNMENT: $@ |
PRODUCT CODE 7087000011

2. BREAD, WHITE, SLICED, SANDWICH, FRESH 147,830L8 $¢mR A
24 OZ LOAF
PKG PRICE TO GOVERNMENT: $@a®
PRODUCT CODE 7087000100

3. BREAD, WHEAT, SLICED, FRESH, SANDWICH
24 OZ LOAF 77,278 LB R SEBubag .
PKG PRICE TO GOVERNMENT.: S6igh ‘
PRODUCT CODE_7087000045 P!

4. BREAD, FRENCH, FRESH, SLICED 180 LB shise OB
20 OZ LOAF
PKG PRICE TO GOVERNMENT: $ @
PRODUCT CODE 7341013959

5. BREAD, RAISIN, FRESH, SLICED, ROUND TOP 4,168 LB SE  SEenD
16 OZ LOAF
PKG PRICE TO GOVERNMENT: 389
PRODUCT CODE 7313000119

6. BREAD, RYE, FRESH, SLICED, ROUND TOP 4,.401LB  $é@m st
16 OZ LOAF
PKG PRICE TO GOVERNMENT: $ il
PRODUCT CODE 7313002539

7. ROLLS, HOAGIE/SUBMARINE, FRESH, WHITE, SLICED S8 S aimpem
8 PER 15 OZ PKG 4,854 LB
PKG PRICE TO GOVERNMENT: $ il
PRODUCT CODE 7341013552

8. ROLLS, HAMBURGER, FRESH, WHITE, SLICED sell  SememRy
12 PER 21 OZ PKG 7,772 LB
PKG PRICE TO GOVERNMENT: $ {8

_ PRODUCT CODE 7087000374
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SCHEDULE OF SUPPLIES/SERVICES

Tier 1. 04/03/2016 THROUGH 03/31/2018

GROUP 2: Louisiana- Fort Polk

ITEM EST. ANNUAL UNIT
NO.  Supplies/Services QUANTITY PRICE TOTAL
. ROLLS, HAMBURGER, JUMBO (“4.5” IN DIA), FRESH, WHITE $Eas Jesmpee
8 PER 18 OZ PKG 21,086 LB

PKG PRICE TO GOVERNMENT: $4iliee
PRODUCT CODE 7087000405

10.  ROLLS, FRANKFURTER, FRESH, SLICED, WHITE shte Squm \
12 PER 18 OZ PKG 5,259 LB |
PKG PRICE TO GOVERNMENT: Sl
PRODUCT CODE 7087000320 -

11. ROLLS, DINNER, FRESH, WHITE Y ) S pBE.
12 PER 17 OZ PKG 1542018
PKG PRICE TO GOVERNMENT: $ R h : f
PRODUCT CODE 7294576301 " -

12. ENGLISH MUFFINS, FRESH ¢
6 PER 12 OZ PKG 2,324 |B :
PKG PRICE TO GOVERNMENT: $4fif .
PRODUCT CODE 4812110208 Z i
*Unit price is the price per pound " en e ' |

vy

ESTIMATED TIER 1 TOTAL GROUP 2: (UGS |

4

K3

k"
L
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SCHEDULE OF SUPPLIES/SERVICES

Tier 2: 04/01/2018 THROUGH 03/30/2019

GROUP 2: Louisiana- Fort Polk

ITEM EST. ANNUAL - UNIT
NO.  Supplies/Services QUANTITY PRICE _** TOTAL ‘¥
1. BREAD, WHITE, FRESH, SLICED, THICK, TEXAS TOAST

24 OZ LOAF 23,189 LB SRS Ry

PKG PRICE TO GOVERNMENT:
PRODUCT CODE _7087000011

2. BREAD, WHITE, SLICED, SANDWICH FRESH 73915LB & R T Y
24 OZ LOAF
PKG PRICE TO GOVERNMENT: m
PRODUCT CODE 7087000100

e

3. BREAD, WHEAT, SLICED, FRESH, SANDWICH
24 OZ LOAF 138,639 LB Y Y Y
PKG PRICE TO GOVERNMENT: $ 4@
PRODUCT CODE 7087000045

4. BREAD, FRENCH, FRESH, SLICED soLB QY $ Cbuns
20 OZ LOAF
PKG PRICE TO GOVERNMENT: m
PRODUCT CODE 7341013959

5. BREAD, RAISIN, FRESH, SLICED, ROUND TOP 2,084LB S@me SENSEE
16 OZ LOAF
PKG PRICE TO GOVERNMENT:
PRODUCT CODE 7313000119 et

6. BREAD, RYE, FRESH, SLICED, ROUND TOP 220118  SHi By
16 0Z LOAF

PKG PRICETO GOVERNMENT S
PRODUCT CODE 7313002539

7. ROLLS, HOAGIE/SUBMARINE, FRESH, WHITE, SLICED $¢@B L A
6 PER 15 OZ PKG 2 427 LB
PKG PRICE TO GOVERNMENT: $@§8
PRODUCT CODE 7341013552

8.  ROLLS, HAMBURGER, FRESH, WHITE, SLICED | SER  Ssoees
12 PER 21 OZ PKG | 3,886 LB
PKG PRICE TO GOVERNMENT: m

=PRODUCT CODEZOBZOU0BM == e i
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SCHEDULE QF SUPPLIES/SERVICES

Tier 2: 04/01/2018 THROUGH 03/30/2019

GROUP 2: Louisiana- Fort Polk

ITEM EST. ANNUAL UNIT )

NO. _ Supplies/Services QUANTITY PRICE TOTAL

9. ROLLS, HAMBURGER, JUMBO (“4.5” IN DIA), FRESH, WHITE il SOGERmm
8 PER 18 OZ PKG 10,548 LB

PKG PRICE TO GOVERNMENT: $¢i8
PRODUCT CODE 7087000405

. S
10, ROLLS, FRANKFURTER, FRESH, SLICED, WHITE G S amtmmw
12 PER 18 OZ PKG 2,630 LB .
PKG PRICE TO GOVERNMENT: SEin '
PRODUCT CODE 7087000320 -

11, ROLLS, DINNER, FRESH, WHITE SER VIR
12 PER 17 0Z PKG 7.710 LB
PKG PRICE TO GOVERNMENT: $ @@
PRODUCT CODE 7294576301

¥
12, ENGLISH MUFFINS, FRESH SO oD
6 PER 12 OZ PKG 1,162 LB
PKG PRICE TO GOVERNMENT: $@g |
PRODUCT CODE 4812110208

F

shg

*Unit price is the price per pound

ESTIMATED TIER 2 TOTAL GROUP 2: $ eiisem
ESTIMATED 3 YEAR TOTAL FOR GROUP 2: ey

sy
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GROUP 2: Louisiana- Fort Polk

WITHIN 48 HOURS OF RECEIPT OF NOTICE OF AWARD, CONTRACTOR WILL SUPPLY EACH ORDERING
ACTIVITY WITH THE CONTRACTOR'S CODING SYSTEM (PULL DATE, COLOR CODES, ETC,) THIS IS A

MANDATORY REQUIREMENT,

NON-DELIVERY DAYS ARE SUNDAYS, AND WEDNESDAYS. There is a 7 day {168 hours) order lead time
for all items on this contract.

POINTOF CONTACT FOR ORDERING: Ronnie Ford
PHONE NUMBER: 1-504-273-3261/1-225-381-3994

POINT OF CONTACT FOR INVOICING AND PAYMENT: Netty Pavel
npavel@bbumail.com
PHONE NUMBER: 1-866-492-2242 ext. 5056

ALL DELIVERIES EXCLUDE NATIONAL LEGAL HOLIDAYS UNLESS OTHERWISE INDICATED.

INSPECTION:

CONTRACTOR’S DELIVERY VEHICHLES WILL STOP AND REPORT TO THE VETERINAY INSPECTION PQINTS

AS DESIGNATED FOR INSPECTION OF HIS PRODUCTS BEFORE PROCEEDING TO ANY OTHER DESIGNATED

DELIVERY POINT.
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Group 2 -Fort Polk, LA

Ordering | Delivery | ACTIVITY DELIVERY TIME | FREQUENCY

1. [WA42NU4 [ w42NU4 | Fort Polk (Troop) 6:00 ~ 14:00 Five {5) deliveries per week:
7670 Virginia Avenue, Bldg. 4366 Mon, Tue, Thur, Fri, Sat
Fort Potk, LA 71459  Recelving personnel from
POC:: Lovely M. Feagins the installation wilf unload
Phone(337)531-1423 and place in dining facilities,
E-mail: * Empty delivery cartons are
Lovely.M.Feagins2.ctr@mail.mil to be picked up each delivery

day by the contractor.

* Delivery Tickets will be
delivered to TISA Admin/Acct
section Bldg, 4374 within 48
hours after delivery.

= Approx. TEN(10} additional

dining facilities (Bldg.

Numbers as specified by the

troop issue subsistence

officer). During the summer
training perlod, there will be
additional delivery points and
approx. FIVE(S) dining
facilities as needed.

2. |w4znu4 | Wa2CXW | Fort Polk 7:00~ 13:00 Five (5) deliveries per week:
Army Community Hospital Mon, Tue, Thur, Fri, Sat
Bldg. 285 » Receiving personnel from
Fort Polk, LA 71459 the installation will unload

and place in dining facilities.

DFARS 252.204-7012 Safeguarding Covered Defense Information and Cyber Incident
Reporting.

SAFEGUARDING COVERED DEFENSE INFORMATION AND CYBER INCIDENT
REPORTING (DEVIATION 2016-000¢01){(OCT 2015)

{a) Definitions. As used in this clause—

“Adequate security” means protective measures that are commensurate with the consequences and
probability of loss, misuse, or unauthorized access to, or modification of information.

“Compromise” means disclosure of informalion to unauthorized persons, or a viotation of the security
policy of a system, in which unauthorized intentional or unintentional disclosure, modification, destruction,
or loss of an object, or the copying of information to unauthorized media may have occurred.

“Contractor attributionalfproprietary information” means information that identifies the contractor(s),
whether directly or indirectly, by the grouping of information that can be traced back to the contractor(s)
(e.g., program description, facility locations), personally identifiable information, as well as trade secrets,

commareial or financial information, or other commercially sensitive information that is not customarily

“shared ouiside of the company.




__spyware and some forms of adware.

SPE300-16-D-W479

“Contractor information system” means an information system belonging to, or operated by or for, the
Contractor.

“Controlled technical information” means technicai information with mifitary or space application that is
subject to contrels on the access, use, reproduction, modification,

performance, display, release, disclosure, or dissemination. Controlled technical

information would meet the criteria, if disseminated, for distribufion statements B through F using the

criteria set forth in DoD Instruction 5230.24, Distribution
Statements on Technical Documents. The term does not include information that is lawfully publicly

available without resfrictions.

“Covered contractor information system” means an information system that is owned, or operated by or
for, a contractor and that processes, stores, or transmits covered defense information.

“Covered defense information” means unclassified information that—
iy ls—

(A) Provided to the contractor by or on behalf of DoD in connection with the performance
of the conlract; or

(B) Collected, developed, received, transmitted, used, or stored by or on behalf of the
coniractor in support of the performance of the contract; and

(i) Fails in any of the following categories:
{A) Conftrolled technical information.

(B) Critical information (operations security). Specific facts identified through the
Operations Security process about friendly intenfions, capabilities, and activities vitally needed by
adversaries for them to plan and act effectively so as to guarantee failure or unacceplable consequences
for friendly mission accomplishment {part of Operations Security process).

(C) Export control. Unclassified information concerning certain items, commodities,
technology, software, or other information whose export could reasonably be expected to adversely affect
the United States national security and nonproliferation objectives. To include dual use items; items
identified in export administration regulations, international traffic in arms regutations and munitions list;
license applications; and sensilive nuctear technology information.

(D) Any other information, marked or otherwise identified in the contract, that requires
safeguarding or dissemination controls pursuant to and consistent with law, regutations, and
Governmentwide policies (e.g., privacy, proprietary business information).

“Cyber incident” means actions taken through the use of computer networks that resuit in an actual or
potentially adverse effect on an information system and/or the information residing therein.

“Forensic analysis” means the practice of gathering, retaining, and analyzing computer-related data for
investigative purposes in a manner that maintains the integrity of the data.

“Malicious software’ means computer software or firmware intended to perform an unauthorized process
that will have adverse impact on the confidentiality, integrity, or availability of an information system. This
definition includes a virus, worm, Trojan horse, or other code-based entity that infects a host, as well as
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“Media’ means physical devices or writing surfaces including, but is not limited to, magnetic tapes, optical
disks, magnetic disks, large-scale integration memory chips, and printouts onto which information is
recorded, stored, or printed within an information system,

“Operationally critical support” means supplies or services designated by the Government as critical for
airlift, sealift, intermodal transportation services, ar logistical support that is essentiat to the mobilization,
deployment, or sustainment of the Armed Forces in a contingency operation.

“Rapid(ly) report(ing)” means within 72 hours of discovery of any cyber incident.

“Technical information” means technical data or compuler software, as those terms are defined in the
clause at DFARS 252.227-7013, Rights in Technical Dala-Non Commercial ltems, regardless of whether
or not the clause is incorporated in this solicitation or contract. Examples of technical information include
research and engineering data, engineering drawings, and associated lists, specifications, standards,
process sheets, manuals, technical reports, technical orders, catalog-item identifications, data sets,
studies and analyses and refated information, and computer software executable code and source code.

{b) Adequate security. The Contractor shall provide adequate security for all covered defense
information on all coverad contractor information systems that support the performance of work under this
contract. To provide adequate security, the Contractor shall—

(1) Implement information systems security protections on all covered contractor
information systems including, at a minimum-—

(i) For covered contractor information systems that are part of an Information
Technology {IT) service or system operated on behalf of the Government—

{A) Cloud computing services shalt be subject to the security
requirements specified in the clause 252.239-7010, Cloud Computing Services, of this contract; and

{8} Any other such IT service or system (i.e., other than cloud
compuling) shall be subject to the security requirements specified elsewhere in this contract; or

(i) For covered contractor information systems that are not part of an |7
service or system operated on behalf of the Government and therefore are not subject to
the security requirement specified at paragraph (b)(1){i) of this clause—

(A} The security requirements in National Institute of Standards and
Technology (NIST) Special Publication (SP) 800-171, “Protecting Controlled
Unclassified information in Nonfederal Information Systems and Organizations,”
{see hitp:/fdx.doi.org/10.6028/NIST.SP.800-171) that is in effect at the time the solicitation is issued or as
authorized by the Contracting Officer with the exception of the derived security requirement 3.5.3 “Use of
muliifactor authentication for iocal and network access to privileged accounts and for network access to
non-privileged accounts”, which will be required not later than 9 months after award of the contract, if the
Contractor notified the contracting officer in accordance with paragraph {c) of the provision 252.204-7008,
Compliance with Safeguarding Covered Defense Information Controls (DEVIATION 2018-00001){OCT

2015); or

(B) Alternative but equally effective security measures used to
compensate for the inability to satisfy a particular requirement and achieve equivalent protection
approved in writing by an authorized representative of the DoD Chief Information Officer (CIO) prior to
contract award; and

(2) Apply other mformat:on systems secunty measures when the Contrac{or

paragraph (b)(1) of thls clause may be reql.nred to prowde adequate secunty ina dynamlc enwronment
based on an assessed risk or vulnerabifity.
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{c) Cyber incident reporting requirement.

When the Contractor discovers a cyber incident that affects a covered contractor information system or
the covered defense infarmation residing therein, or that affects the contractor's ability to perform the
requirements of the contract that are designated as operationally critical support, the Contractor shall—

(i) Conduct a review for evidence of compromise of covered defense information,
including, but not limied to, identifying compromised computers, servers, specific data, and user
accounts. This review shall also include analyzing covered contractor information system(s) that were
part of the cyber incident, as well as other information systems on the Contractor's network(s), that may
have been accessed as a result of the incident in order to identify compromised covered defense
information, or that affect the Contractor’s ability to provide operationally critical support; and

(i) Rapidly report cyber incidents to DoD at http://dibnet.dod.mil.

(2) Cyber incident report. The cyber incident report shall be treated as information
created by or for DoD and shall include, at a minimum, the required elements at http://dibnet.dod.mil.

(3) Medium assurance certificate requirement. In order to report cyber incidents in accordance with this
clause, the Contractor or subcontractor shall have or acquire a DoD-approved medium assurance
certificate to report cyber incidents. For information on obtaining a DoD-approved medium assurance
certificate, see

hitp:/fiase.disa.milipki/eca/Pages/index.aspx.

(d) Malicious software. The Contraclor or subcontractors that discover and isclate malicious
software in connection with a reported cyber incident shall submit the malicious software in accordance
with instructions provided by the Contracling Officer.

(e) Media preservation and protection. When a Contractor discovers a cyber incident has
occurred, the Contractor shall preserve and protect images of all known affected information systems
identified in paragraph {(c)(1)(i) of this clause and ali relevant monitoring/packet capture data for at least
90 days from the submission of the cyber incident report to allow DoD to request the media or decline
interest,

(f) Access to additional information or equipment necessary for forensic analysis. Upon request
by DoD, the Contractor shall provide DoD with access to additional infarmalion or equipment that is
necessary to conduct a forensic analysis.

(g) Cyber incident damage assessment activities. |f DoD elects to conduct a damage
assessment, the Contracting Officer will request that the Contractor provide all of the damage
assessment information gathered in accordance with paragraph (e) of this clause.

(MDoD safeguarding and use of contractor attributional/proprielary information. The Government
shall protect against the unauthorized use or release of information obtained from the contractor {or
derived from information obtained from the contractor) under this clause that Includes contractor
altributional/proprietary information, including such information submitted in accordance with paragraph
(c). To the maximum extent practicable, the Contractor shall identify and mark altributionat/proprietary
information. In making an authorized release of such information, the Government will implement
appropriate procedures to minimize the contractor altributional/proprietary information that is included in
such authorized release, seeking to include only that information that is necessary for the authorized
purpose(s) for which the information is being released.

(Y Use and release of contractor attributional/proprietary information not ¢reated by or for DoD,

~Anformation that-is-obtained from the contractor {or derived fion informatiorrobiained from the contFactsr.

~ under this clause that is not created by or for DoD is authorized to be released outside of DoD—
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(1) To entities with missions that may be affected by such information;

(2) To entities that may be called upen fo assist in the diagnosis, detection, or mitigation
of cyber incidents:

(3) To Government entities that conduct counterintelligence or law enforcement
investigations:

(4} For national security purposes, including cyber situational awareness and defense
purposes (including with Defense Industrial Base (DIB) participants in the
program at 32 CFR part 236); or

{5)To a support services contractor (“recipient”) that is directly supporting Government
activities under a contract that includes the clause at 252.204-7009, Limitations on the Use or Disclosure

of Third-Party Contractor Reported Cyber Incident Information.

() Use and release of contractor attributional/proprietary information created by or for DoD.
Information that is obtained from the contractor (or derived from information obtained from the contractor)
under this clause that is created by or for DoD (including the information submitted pursuant to paragraph
(c} of this clause) is authorized to be used and released outside of DoD for purposes and activities
authorized by paragraph (i) of this clause, and for any other lawful Government purpose or activity,
subject to all applicable statutory, regulatory, and policy based restrictions on the Government's use and

release of such information.

(k) The Contractor shall conduct activities under this clause in accordance with applicable laws
and regulations on the interception, monitoring, access, use, and disclosure of electronic communications

and data.

(I) Other safeguarding or reporting requirements. The safeguarding and cyber incident reporting
required by this clause in no way abrogates the Cantractor's responsibility for other safeguarding or cyber
incident reporting pertaining to its unclassified information systems as required by other applicable
clauses of this contract, or as a result of other applicable U.S. Government slatutory or regulatory
requirements,

(m) Subcontracts. The Contractor shall—

()include the substance of this clause, including this paragraph (m), in ali subcontracts, including
subcontracts for commercial items: and

(2)Require subcontractors to rapidly report cyber incidents directly to DoD at http://dibnet.dod.mi! and the
prime Contractor. This includes providing the incident report number, automalically assigned by DoD, to
the prime Contractor (or next higher-tier stbcontractor) as soon as practicable,
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DFARS 252.204-7008 Compliance with Safeguarding Covered Defense Information Controls.

COMPLIANCE WITH SAFEGUARDING COVERED DEFENSE INFORMATION CONTROLS
{DEVIATION 2016-00001){OCT 2015)

{a) Definitions. As used in this provision—

“Controlled technical information,” "covered contractor information system,” and “covered defense
information” are defined in clause 252.204-7012, Safeguarding Covered Defense Information and Cyber

incident Reporting (DEVIATION 2016-00001)}(OCT 2015).

{b) The security requirements required by contract clause 252.204-7012, Safeguarding Covered
Defense Information and Cyber Incident Reporting (DEVIATION 2016-C0001)(0OCT 2015) shall be
implemented for all covered defense information on all covered contractor information systems that
support the performance of this contract.

{c) If the Offeror anticipates that additional time will be necessary to implement derived security
requirement 3.5.3 “Use of multifactor authentication for local and network access to privileged accounts
and for network access to non-privileged accounts” within National Institute of Standards and Technology
(NIST) Special Publication (SP) 800-171, “Protecting Controlfed Unclassified Information in Nonfederat
Information Systems and Organizations (see http://dx.doi.ora/10.6028/NIST.SP.800-171}), the Offeror
shall notify the Conlracting Officer that they will implement the requirement within 9 months of contract

award.

{d) If the Offeror proposes to deviate from any of the security requirements in NIST SP 800-
171that is in effect al ihe time the solicitalion is issued or as authorized by the Contracting Officer, the
Offeror shall submit to the Contracting Officer, for consideration by the DoD Chief Information Officer

(CIQ), a wrilten explanation of—
{1) Why a particular security requirement is not applicable; or

(2) How an alternative, but equally effective, securily measure is used to compensate for
the inability to satisfy a particular requirement and achieve equivalent protection.

(e) An authorized representative of the DoD CIO will approve or disapprove offeror requests to
deviate from NIST SP 800-171 requirements in writing prior to contract award. Any approved deviation
from NIST SP 800-171 shall be incorporated into the resuiting contract.




SOLICITATION/CONTRACT/ORDER FOR GOMMERCIAL ITEMS 1. REQUISITICN NUMBER PAGE 1 QF 4
OFFEROR TO COMPLETE BLOCKS 12, 17, 23, 24, & 30 000039355
2. CONTRACT NO. 3. AWARDIEFFECTIVE |4, CRDER KUMBER 5. SOLICITATION RUMBER B. So%gzlm'nou 55UE
DATE A
SPE3CO-16-DW479 2015 DEC 07 SPEX0-16-R-1035 2015 AUG 25
5. NANE b TELEPHONE NULIGER [Nocotacl |3 OFFER DUE DATE/
7. FOR SOLICITATION calts) LOGAL TizdE
INFORMATION CALL:
9. 13SUED BY CODE | SPE3N0 10. THIS ACQUISTICHIS UNRESTRICTED DR DSET ASIDE: % FOR:
; WOMEN-OWNED SMALL BUSINESS
BLA TR OO S eistencE [ sswwsuswess [ (viosn) ELIGIBLE UNDER THE WOMEN-OWNED
700 ROUBINS AVENLE HUBZONE SMALL SMALL BUSINESS PROGRAM
FPHILADELPHIAPA 13111.5058 BUSINESS
UsA SERVIGE-DIsagLEn | | EOWOSE NAICS: 411812
LW:IBMnlim Jamas Bar PSPTPEQ Tek 215.737-7975 Fac 215-737-4248 VETERAN-OWNED
Emas: JAMES BARRGTLAME SMALL BUSINESS D 8{A) SIZE STANDARD:
11. gELNERYFO:R FOE DESTINA- 12, DISCOUNT TERMS . 13b. RATING
ToM ULESS BLOCK S (7] 13, Tt0s conTRACT 18 A
a0y [ RETRODOF SOLCITATICN
(<] seescnenue [we [Jm ] wee
15. DELIVER 70 CODE | T8, ADMINISTERED BY TOOE  |5PEAD
SEE BUXK
SEE SCHEOULE sy PA leea
176, GONTRACTORI CODE |IRBLS [TFACITY | 183, PAYMENT WILL BE MADE BY CODE  [SLA701 |
OFFEROR CODE
BIMEOD BAKERIES USA, INC DBA BIMAC DEF FIN AN ACCOUNTING SVC
BAKERIES USA BSH ]
255 BUSINESS CENTER LR STE 200 P 0 80X 182337
HORSHAM PA 19044-3424 COLUMBUS CH 432182317
USA USA
TELEPHONE HO. 4028450341
7o EITECK 17 REMITTANCE 15 GIEFERENT AND BUT SUCH ADDHESS IN | 18D, SUBKIT INVOICES 10 ADDRESS SHOWN IN BLOCK 13a UNLESS BLOCK
OFFER BELOW 1S CHEGKED. B SEE ADDENDUM
19, 20, . 22, 23. 24,
TTEM NO. SCHEDULE OF SUPPLIES/SERVICES QUANTITY | UNIT | UNITPRICE AMCUNT

See Schedule

75. ACCOUNTING AND APPROPRIATION DATA 26. TOTAL AWARD AMOUNT {For Govt. Use Only)
$368,317.14
D 73, SOLICITATION INCORPORAYES BY REFERENCE FAR 52212.1, 522124, FAR 22123 AKD 522125 ARE ATTAGHED. ADBENDA [] ARE B ARE HOT AYIACHED.
D 21b. COMTRACTPURCHASE CROERINCORPORATES BY REFEREHGT FAR 522124, FAR 522125 |5 ATTACHED. ADDERDA D ARE ARE KOT ATFACHED.
28, CONTRAGTOR IS REQUIRED TO SIGN THIS DOCUMENT AND RETURN ) 29. AWARD OF GONTRACT: REF, $HK 5000 OFFER
COPIES TO ISSUING OFFICE. CONTRAGTOR AGREES TO FURNISHAND ™ .
DATED  21ENer®d | YOUR OFFER ON SOLICITATION (BLOCK 6),
DELIVER ALL ITEMS SET FORTH OR OYHERWISE {DENTIFIED ABGVE AND OM ANY INGLUDING ANY AGDHTONS OR GHANGES WHICH ARE SET FORTH,
ADDITIONAL SHEETS SUBJECT TO THE TERMS AND CONDITIONS SPECIFIED HEREIN IS ACCEPTED AS TOITEMS:

RORICONTRACTOR A1a, UNITED STATES OF AMERICA [SIGNATURE OF CONTRACTING OFFICER)

2045 DEC OF

Mm.l(gg?t Frevo (ecounts 1234

AUTHORIZED FOR LOCAL REPRODUCTION

= EREIIGUE EUTTION B HUT USABLE T miss s e e T




