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Part 12 Clauses

252.204-7012 SAFEGUARDING COVERED DEFENSE INFORMATION AND CYBER INCIDENT REPORTING {DEC 2015)

DFARS

(a) Definitions. As used in this clause— .
“Adequate security” means protective measures that are commensurate with the consequences and probability of loss,
misuse, or unauthorized access to, or modification of information.
“Compromise” means disclosure of information to unauthorized persons, or a violation of the security policy of a system, in
which unauthorized intentional or unintentional disclosure, modification, destruction, or loss of an object, or the copying of
information to unauthorized media may have occurred.
“Contractor attributional/proprietary information” means information that identifies the contractor(s), whether directly ar
indirectly, by the grouping of information that can be traced back to the contractor(s) (e.g., program description, facility
locations), personally identifiable information, as well as trade secrets, commercial or finrancial information, or other
commergially sensitive information that is not customarfly shared outside of the company.
“Contractor Information system” means an information system bslonging to, or operated by or for, the Contractor,
“Controlled technical information” means technical information with military or space application that is subject to controls on
the access, use, reproduction, modification, performance, display, release, disclosure, or dissemination. Controlled technical
information would mest the criteria, if disseminated, for distribution statements B through F using the criterla set forth in DoD
[nstruction 5230.24, Distribution Statements on Technical Documents. The term does not include infarmation that Is lawfully
publicly available without restrictions.
“Covered contractor information system” means an information system that is owned, or operated by or for, a contractor and
that processes, stores, or transmits covered defense information.
“Covered defense information” means unclassified information that—
{i) Is—
(A) Provided to the contractar by or on behalf of DoD In connection with the performance of the contract; or
{B) Coilected, developed, received, transmitted, used, or stored by or on behalf of the contractar in support
of the performance of the contract; and
(ii} Falls in any of the following categories:
(A) Controlled technical information.
(B} Critical information {operations securily). Specific facts identified through the Operations Security
process about friendly intentions, capabilities, and activities vitally needed by adversaries for them to plan
and act effectively so as to guarantee failure or unacceptable consequences for friendly mission
accomplishment (part of Operations Security process).
{C) Export control. Unclassified information concerning ceriain items, commaodities, technology, software, or
other information whose export could reasonably be expected to adversely affect the United States national
security and nonpraliferation objectives. To include dual use items; items identified in export administration
regufations, international traffic in arms reguiations and munitions list; license applications; and sensitive
nuclear technology information.
(D} Any other information, marked or otherwise identified in the contract, that requires safeguarding or
dissemination controls pursuant to and consistent with law, regulations, and Governmentwide policies (e.g.,
privacy, proprietary business information).
"Cyber incident” means actions taken through the use of computer networks that resuit in a compromise or an actual or
potentially adverse effect on an information system andfor the Information residing therein,
“Forensic analysis” means the practice of gathering, retaining, and analyzing computer-related data for investigative purposes
in a manner that maintains the integrity of the data.
“Malicious software” means computer software or firmware intended to perform an unauthorized process that will have
adverse impact on the confidentiality, integrity, or availability of an information system. This definition includes a virus, worm,
Trojan horse, or other code-based entity that infects a host, as well as spyware and some forms of adware.
*Media" means physical devicas or writing surfaces including, but is not limited fo, magnetic tapes, optical disks, magnetic
disks, large-scale integration memory chips, and printouts onto which information is recorded, stored, or printed within an
information system.
"Operationally critical support” means supplies or services designated by the Government as critical for airlift, sealift,
intermodal transportation services, or logistical support that is essential to the mobilization, deployment, or sustainment of the
Armed Forces in a contingency operation.
“Rapid(ly) report{ing)” means within 72 hours of discovery of any cyber incident.
"Technical information” means technical data or computer software, as those terms are defined in the clause at DFARS
252.227-7013, Rights in Technical Data-Non Commercial ltems, regardless of whether or not the clause is incorporated in this
solicitation or contract. Examples of technical information inciude research and engineering data, engineering drawings, and
associated lists, specifications, standards, process sheets, manuals, technical reports, technical orders, catalog-item

CONTINUED ON NEXT PAGE
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identifications, data sets, studies and analyses and related information, and computer software executable code and source
code.
{b) Adequate security. The Contractor shall provide adeqguate security for all covered defense information on alf
covered contractor information systems that suppart the performance of work under this contract. To provide
adequate security, the Contractor shall—
(1) Implement information systems security protections on all covered contractor information systems
including, at a minimum-—
{i) For covered contractor information systenis that are part of an Information Technology
{IT) service or system operated on behalf of the Government—
(A) Cloud computing services shall be subject to the security requirements
specified in the clause 252.239-7010, Cloud Computing Services, of this
contract; and
(B} Any other such IT service or system (l.e., other than cloud computing) shall
be subject to the security requirements specified elsewhere In this contract; or
(ii) For covered contractor information systems that are not part of an IT service or system
operated on behalf of the Government and therefore are not subject to the security
requirement specified at paragraph (b){1)(i) of this clause—
(A) The security requirements in National Institute of Standards and Technology
(NIST) Special Publication (SP) 800-171, "Protecting Controfled Unclassified
Information in Nonfederal Information Systems and Organizations,”
hitp://dx.dol.org/10.6028/NIST.SP.800-171 that is in effect at the time the
solicitation is issued or as authorized by the Contracting Officer, as soon as
practical, but not later than December 31, 2017. The Contractor shall notify the
DoD CIO, via emall at osd.dibcsia@mail.mil, within 30 days of contract award, of
any security requirements specified by NIST SP 800-171 not implemented at the
time of contract award; or
(B} Alternative but equally effective security measures used to compensate for
the inability to satisfy a particutar requirement and achieve equivalent protection
accepted in writing by an authorized representative of the DoD CIO; and
(2) Apply other information systems security measures when the Contractor easonably determines that
information systems security measures, in addition to those identified in paragraph (b){1) of this clause, may
be required to provide adequate security in a dynamic environment based on an assessed risk or
vulnerability.
{c) Cyber incident reporting requirement.
(1) When the Contractor discovers a cyber incident that affects a covered contractor information system or
the covered defense information residing therein, or that affects the contractor's ability to perform the
requirements of the contract that are designated as operationally critical support, the Contractor shail—
{i) Conduct a review for evidence of compromise of covered defense infarmation,
including, but not limited to, identifying compromised computers, servers, specific data,
and user accounts. This review shall also include analyzing covered contractor Information
system(s) that were part of the cyber incident, as well as other information systems on the
Contractor's network(s), that may have been accessed as a result of the incident in order
to identify compromised covered defense information, or that affect the Contractor’s abifity
to provide operationally critical suppoart; and .
(i} Rapidly report cyber incidents to DoD at hitp:/dibnet.dod.mil.
{2) Cyber incident report. The cyber incident report shall be treated as information created by or for DoD and
shall include, at a minimum, the required elements at hitp:/idibnet.dod.mil.
(3) Medium assurance cerlificate requirement. In order to report cyber incidents in accordance with this clause, the Contractor
or subcorntractor shall have or acquire a DoD-approved medium assurance certificate to report cyber incidents. For information
on obtaining a DoD-approved medium assurance certificate, see hitp:/fiase. disa.milipki/eca/Pagesfindex.aspx.
{d) Malicious software. The Contractor or subcontractors that discover and isolate malicious software in connection
with a reported cyber incident shall submit the malicious software in accordance with instructions provided by the
Contracting Officer. .
(e} Media preservalion and protection. When a Contractor discovers a cyber incident has occurred, the Confractor
shall preserve and protect images of all known affected information systems identified in paragraph (c)(1){i) of this
clause and all relevant monitoring/packet capture data for at least 90 days from the submission of the cyber Incident
report to allow Dob to request the media or decline interest.
{f) Access fo additional information or equipment necessary for forensic analysis. Upon request by DaD, the
Contractor shall provide DoD with access to additional information or equipment that is necessary to conduct a
forensic analysis.

CONTINUED ON NEXT PAGE
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(9) Cyber incident damage assessment aclivities. If DoD elecls to conduct a damage assessment, the Contracting
Officer will request that the Contractor provide all of the damage assessment Information gathered in accordance with
paragraph (e) of this clause.
(h) DoD safeguarding and use of conlractor atiributional/propriefary information. The Government shalf protect
against the unauthorized use or release of information obtained from the contractor (or derived from Information
obtained from the centractor) under this clause that includes contractor attributional/proprietary information, including
such information submitted in accordance with paragraph (¢). To the maximum extent practicable, the Contractor
shalt identify and mark altributional/praprietary information. In making an authorized release of such information, the
Government will implement appropriate procedures to minimize the contractor atiributional/proprietary information
that is included in such authorized release, seeking to include only that information that Is necessary for the
authorized purpose(s) for which the information is being released.
(i) Use and release of confractor atiributional/proprietary information not created by or for DoD. information that is
oblained from the contractor {or derived from information obtained from the contractor) under this clause that is not
created by or for DoD is authorized to be released outside of DoD—
{1) To entities with missions that may be affected by such information;
{2) To entities that may be called upon to assist in the diagnosis, detection, or mitigation of cyber incidents;
{3) To Government entities that conduct counterintelligence or law enforcement investigations;
{4) For national security purposes, including cyber situational awareness and defense purposes (including
with Defense Industrial Base (DIB) participants in the prograrn at 32 CFR part 236); or
{6) To a support services contractor (“recipient”) that is directly supporting Government activities under a
contract that includes the clause at 252.204-7008, Limitations on the Use or Disclosure of Third-Party
Contractor Reported Cyber Incident Information.
(i) Use and release of contractor attribulional/proprietary information created by or for DoD. Information that is
obtained from the contractor {or derived from information obtained from the contractor} under this clause that is
created by or for DoD (including the information submitted pursuant to paragraph (c) of this clause) is authorized to
be used and released outside of DoD for purposes and activities authorized by paragraph (i) of this clause, and for
any other lawful Government purpose ar activity, subject to all applicable statutary, regulatory, and policy based
restriciions on the Government's use and release of such information.
{k} The Contractor shall conduct activities under this clause in accordance with applicable laws and regulations on the
interception, monitoring, access, use, and disclosure of elsctronic communications and data.
{I) Other safeguarding or reporting requirements. The safeguarding and cyber incident reporting required by this
clause in no way abrogates the Contractor's responsibility for other safeguarding or cyber incident reporting
“pertaining to its unclassified information systems as required by other applicable clauses of this contract, or as a
resuit of other applicable U.S. Governmeént statutory or regulatory reqmrements
{m) Subcontracts. The Contractor shali—
{1} Include this clause, including this paragraph (m) int subcontracts, or similar contractual instruments, for
operationally critical support, or for which subconiract performance will involve a covered contractor
information system, including subcontracts for commercial items, without alteration, except to identify the
parties; and
(2) When this clause is included in a subcontract, require subcontractors to rapidly report cyber incidents
directly to DoD at hitp://dibnet.dod.mil and the prime Contractor. This includes providing the incident report
number, automatically assigned by DeD, to the prime Contractor (or next higher-tier subcontractor) as soon
as practicable.
: (End of clause)
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Group |;: Oklahoma (Milk and Dairy)

The terms and conditions of solicitation SPE300-16-R-0046 (as amended, if amended), are hereby
included in this contract.

The entire contract period is 20 November 2016 to 16 November 2019

For non-fluid milk items, tiers are provided for pricing purposes.
Tier | will be from 20 November 2016 to 17 November 2018
Tier I will be from 18 November 2018 to 16 November 2019

Contract Minimum Value is 25% of the estimated awarded contract value: $686,176.90
Contract Maximum Value is 250% of the estimated awarded contract value: $6,861,769.00

Points of Contact for Ordering: Ft Sili/Altus AFB: Bob Schulte/ Tinker AFB: Chuck Smith
Phone: Ft Sill/Altus AFB: 580-355-1989/ Tinker AFB: 405-681-2314
Fax: 405-681-5540/580-353-2553/918-234-8332580-355-1989

Points of Contact for Invoicing and Payment
Trina Keeler / PHONE 417-831-1170 / tkeeler@hilanddairy.com / FAX 417-837-1105

Ordering period for routine orders shall be a minimum of 48 hours {2 days)

Schedule of Items:

Fixed Price with EPA: For fluid milk items {line items 1 — 15) the unit prices are in effect at the start of the
contract ordering period, and are subject to monthly adjustments as tied to an index in accordance with
the Economic Price Adjustment (EPA) clause in the sclicitation. The monthly adjustments will continue

through the entire 3-year contract period, as applicable.

1E41 BUTTERMILK, CHL, 1QTCO 24487 Quiart (QT) 36

- 891001E110586 -~ |EGGNOG, CHL 1 QT CO” i 8078| - Quart{am). | 611

s3] U 891001E112203 - MILK; CHOG, NONFAT, CHL 1/2 PTC 9178| " Half Pint (HR) 7] © /84200,

] R01001E113397 - [MILK CHOC, NONFAT, €HE5 GALBIB.. : 9040| ‘BIB {5 Gailons) | 12671 "

C801001E113995 - | MILK, LACTOSE FREE, WHOLE, cHt,’_jiﬂGALfco'_ =1 multiple| Half Gallon{HG)} 7428 -

- 891001410544 1 |MILK LOW FAT, CHI, 1% MILK FAT, 1L GALCO . 1346] ~Gallon (GALL -] 2082

“I891001E110541 [ MILK, LOW FAT, CHL; 1% MILK AT, 1/2¢ GALCO 8074] Half.Gallon (HG)| - 15660

< 891001£110539 - | MILIC TOW FAT, CHE 1% MILKFAT, 1/2 PT.CO. 9171|  Half Pint {HP) -] i34289 -

g 8910016112161 " [MILK, LOW FAT, CHL, 1% MILK FAT, SGAL'BIB 1341]7BIB.(5'Gallans) | 8904

7100 | 891001E110550  [MILK, NONFAT, CHL, 1/2PTCO 9173|:Half Pint {HP) :{ 314480 -

a1 ] 891001e113393 © [MILK; NONFAT, CHI, 5 GALBIB S 2037} BIB.(5 Gallons) | " 53777
29120747 8010016410546 | MILK, REDUCED FAT, CHL: 2% MILICFAT;. 1/2 PTCO 9168] “:Half Pint (HP) -] 55271
135 891001E110536. . IMILK, WHOLE, CHL, A GAECO” : 10318 © Gallon{GAL):] -aiel
Soaaso ] ao10mET10535 - MILK, WHORE, CHL, 1/2 GALCO' . 1111 Half Gallon (HGY - 8001
a5 2 8910016210532 T IMILK, WHOLE, CHE,; /2 PT00 1+ i 9165} Half Pint {HP) -} 97627
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Fixed Price: Non-fiuid milk items {line items 16 — 27} are not subject to an EPA/Index. For these items,
prices are divided into two tier periods as shown below. These unit prices will remain fixed for the tier
period.

8151
multiple] “Hal Gallon (HG)
24701 - Half Galion (HG} ©
24702} 'Half Gallon (HG}
9504| “’Container (COY

891001E110599 .
891001E220624 = | MILK ALMOND CHL 1JZGALCO
| E91001E116336 | MILK, SOY, SILK, PLAIN, CHL 1/2 GALTO -
| 892001E117352  [MILK, SOV, YANILLA, CHE 1/2 GALCO o

*i891501E113860 - HUKCE, APPLE, UNSWT, SINGLE STRENGTH, 402c0 .
891501 E113861 - JUICE, ORANGE, SINGLE STRENGTH, W/G.PULP; 4 07C0 * . 9508|. Container [C0).: {15480
- B9T001EL13402 | CHEESE, COTFAGE, GHL, CREAMED, LARGEOR SMALL-CURD, 5 1B GO 5762 5 LB Coritalner{CO)] = 151
BOI00E113403 || CHEESE, COTTAGE, LOW FAT, CHL; CREAMER; 'LARGE"ORSWLLCURD' 5763| 5 L Container (CO}] /20868 1
891001E112404.|SOUR CREAM, CHL; CULTURED OR ACIDIFIED, 184 MILK £AT.5 LB co. 9224518 céht'ai'nef('cog ER7
; 8910015110610. | SOUR CREAM, CHL,. CULTURED, MIN 18% MIEK FAT 1/2 PTCO i 14790} Half Pint (HP) -] :
ot “Various T IYOGURT; NONFAT, GHI, EOZCO Contal _er(CO)_ i B :
270 Various 5 {VOSURT, REGULAR, CHE, 507 L0 - Contalnier{Co} | 436806"

15315 1

8151 Quart (QF}
multiple | :“Half Galion [HG)
24701 Half Galian {HG)
24702] “Half Galton {HG)

©891001F110599, ; Y, _
 891001F220624 - |MItK, AUMOND, CHI 1IZGALCO
- 891001F116336 - |MILK, SOY, SILK, PLAIN, CHL, 1/2 GALCO
‘ “801001E117352 - INIEK, SOY, VARILLA, 'CHL'ﬂzGA'Lc'o :
20} 4 801501E113860. L IUICE, APPLE, UNSWT, SINGLE STRENGTH, 4ozco 9504 . Container.{CQ)."
2121} 891501E113861 . IUICE, ORANGE, SINGLE STRENGTH, W/Q PULP; 4ozco 9508} - Container (C0.] =

22 | '891001£113402 - [CHEESE, COTTAGE, CHL, CREAMED, LARGE OR SMALL CURD, SLB co 5762] 5 LB Container {CO) | - 150
: 5 8¥1001E112403 | CHEESE, COTTAGE, LOW FAT, CHL; CREAMED, LARGE'OR SMALL CURD - 5763|518 Contatner (CO) | 720868

| 891001313404 [SOUR CREAM CHL CULTURED OR ACIDIFIED, 185% MILK FAT, 518€0 9224|518 Containes {COY | - 707, -
12514 -"'391001511051’9':- Y 14790( - Half Pint (HP) - = |64
26 -7 Various 'YOGUR‘F NONFAT CHL, sozco “Contalner (€O} 2881°
27 variaus 7 (YOGURT, REGULAR, CHL 60Z €0 5! “Container (€O}

Regualar Lowfat 6 oz Yogurt Banana Split 16446 FF/NSA 6 oz Yogurt Apple Spice 16470
Regualar Lowfat 6 oz Yogurt Black Cherry 16447 FF/NSA 6 oz Yogurt Black Cherry 16426
Regualar Lowfat 6 oz Yogurt Blueberry 16448 FF/NSA 6 oz Yogurt Blueberry 16427
Regualar Lowfat 6 oz Yogurt Boston Cream 25050 FF/NSA 6 oz Yogurt Cherry Vanilla 16428
Regualar Lowfat 6 oz Yogurt Cherry Vanilla 16449 FE/NSA 6 oz Yogurt Leman 20717
Regualar Lowfat 6 oz Yoguri Key Lime Pie 25051 FF/NSA 6 oz Yogurt Peach ‘ 16429
Regualar Lowfat 6 oz Yogurt Lemon 16450 FF/NSA 6 0z Yogurt Pomogrante 16471
Regualar Lowfat 6 oz Yoguri Peach 16451 FF/NSA 6 oz Yogurt Raspberry 16430
Regualar Lowfat 6 oz Yogurt Plain 16452 FF/NSA 6 oz Yogurt Strawherry Banana 16431
Regualar Lowfat 6 0z Yogurt Raspberry 16453 FF/NSA 6 0z Yogurt Strawherry 16432
Repualar Lowfat 6 oz Yogurt Strawberry/Banana {16455 FF/NSA 6 0z Yogurt Vanilla 16433
Regualar Lowfat 6 oz Yogurt Strawberry 16454

Regualar Lowfat 6 oz Yogurt Vanilla 16456
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Schedule of Deliverijes:

FORT SILL, OKLAHOMA

Troop lssue ATZL-LST

Bldg 1962, Barbour Street, Fort Sill, OK 73503

Brian Buchanan — Food Program Manager 580-442-1896/Fax 639-3723

Janet Evans (TISA) DSN 639-6738/Fax 639-7681
Brian.a.buchanan.civi@mail.mil

DODAAC: W44DQ8 LAP: H

Delivery points currently active include:

BLDG 3720 GARCIS HALL

BLDG 5684 BLOCKHOUSE

BLDG 2755 BANFORD HALL

BLDG 5965

BLDG 1962 SSMO “Supply Subsistence Manager Office”(Formerly known as TISA)
These are the BLDG'S that are currently active under DODAAC W44DQ8 TROOP ISSUE ATZL LST
Six (6) Deliveries per Week (Mon Thru Sat), Between 7:00 am and 3:00 pm.

The successful offeror is responsible for all deliveries on Fort Sill, OK. The customer may add other on
post locations as needed. it is possible during the contract period that the other facilities may open and
additional delivery locations may be added. Should this occur, ample advance notice will be given to the
contractor. Prospective offerors to this solicitation should price their proposal accordingly.

Reynolds Army Hospital ]

4301 Thomas Road, Bidg 4301

Fort Sili, OK 73503

Up to {3) three deliveries per week Dealiveries between 7:00 am and 9:00 am

INSPECTION REQUIREMENTS:
Contractor's delivery vehicles will stop and report to the veterinary inspection point for inspection of his
products before proceeding to any other designated delivery points.

DELIVERY LIMITATIONS:
Praducts will be truck tail-gate delivered to the door of the buildings. The receiving installation personnel
will unload and place in refrigerated storage spaces,

GUTHRIE JOB CORP CENTER

3106 West University Avenue

Guthrie, OK 73044

DODAAC - 1673AU - C00001, COO01A, W00001, WOOD1A

POC - Linda Salyer/ 405-282-9544 — Salyer.Linda@jobcorps.org

POC - Beverly Kelly 405-282-9516 — Kelly.Beverly@jobcorps.org

One (1) Delivery per Week (Wed), 7:30 am to10:30 am or 1:30 pm And 4:00 pm

INSPECTION REQUIREMENTS:
Contractor's delivery vehicles will stop and report to the veterinary inspection point for inspection of his
products before proceeding fo any other designated delivery points.

DELIVERY LIMITATIONS:
Products will be truck tail-gate delivered to the door of the buildings. The receiving installation persannel
will unload and place in refrigerated storage spaces.

137th Air Refueling Wing, Oklahoma Air Nafional Guard
Bldg. 1046, 5600 Air Guard Drive
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Oklahoma City, OK 73159
POC - Tina Connel 405-686-5276 Fax — 720-5826/5337 Geoffrey Egert

E-Mail: Tina.Connel@us.af.mit DODAAC: FT6562
One (1) delivery per month, dellveries will be made between 7:00 am and 5:00 PM.

138th Fighter Wing, Oklahoma Air National Guard

9121 E Mustang Drive

Tulsa, OK 74115-1632

POC — Cindy A. Terronez, SMSgt, OKANG Cindy.Terronez@ang.af.mil
POC — Derrick Hildebrant E-Mail: Derrick.Hildebrant@ang.af.mil

Phane: 818-833-7412, Fax # 894-7333

DSN 894-7412 DODAAC — FT6563 LAP: A

Two {2) deliveries per month. Deliveries will be made by 12:00 PM,

TINKER AFB, OK

72 SPTG/SV 5813

Arnold Street

Tinker AFB, OK 73145-8101

Nancy Kilimeyer DSN 884-2918/405-734-2918 FAX# 884 - 6036 Nancy.Killmeyer.ctr@Tinker.af.mil
Vanwey Dining Hall DODAAC: FT9110

Three (3) deliveries per week, (Mon, Wed, Fri} approximately 6:30 am

Child Development Center West

6090 Twining Drive, Bldg. 5510,

Tinker AFB, OK 73145-8101

Mary Duncan /Peggy 884-5894 Mary.Duncan@Tinker.af.mil

405-734-8016/Fax DSN 884-8016

CDC DODAAC: FT9450 - CDC West Center — Brenda Brown DSN 884- 3116/7915/405 734-3646
Brenda.Brown@Tinker.af.mil

CDC East

3590 E. Drive

Tinker AFB, OK 73145-8101

FT9496 — Annette.Buford@tinker.af.mil, Lois.Young@tinker.af.mil 884-4212/4213 405m734-589416578
E-Mail; Vanessa.Cannon@Tinker.af.mil )
Both CDCs: Two (2) Deliveries Per Week (Tues And Thurs), approximately 6:30 am

Child Development Center South

6921 Mitchelt Avenue

Tinker AFB, OK 73145

FT9614 — Ordering Point

FT2614 — Ship To

POC — Kathleen Gladman -405-582-9019
Mayme.Gladman@us.af.mil

FAX -- 405-734-8016

Delivery — One day a week

Youth Center

4460 McNarney Avenue, Bldg. 5520
- Tinker AFB, OK 73145

FT9548 — Ordering Paint

79548 — Ship To

POC — Vanessa Cannon

405-734-7866




SPE30017DV252 — Attachment

FAX 405-734-6892
Deliveries per week {2}

The successful offeror is responsible for all deliveries on Tinker AFB. The customer may add other on
base locations as needed.

INSPECTION REQUIREMENTS: _
Contractor's delivery vehicles will stop and report to the veterinary inspection point for inspection of his
products before proceeding to any other designated delivery points.

BELIVERY LIMITATIONS:
Products will be truck tail-gate delivered to the door of the buildings. The receiving installation personnel
will unload and place in refrigerated storage spaces.

ALTUS AFB, OK

97TH FS&S (Force Support Squadron)

Hangar 97 MEFF

209 South 6th Street, Bldg. 317

Altus AFB, OK 73523-5116

Altus Flight Kitchen

603 E Street

Altus AFB, OK 73523

Hangar 97 DODAAC: FT9102 Altus Flight Kitchen DODAAC: FT9103

Delivery to Hangar 97 & Flight Kitchen — Mon and Thur between 7:00 am and 11:00 am.

POC for Hangar 97 & Flight Kitchen: SSgt. Matthew A. Walz - commercial - 580-481-7781

DSN 866-7781
E-Mail: matthew.walz.2@us.af.mil

Child Development Center (CBC) FT9442
308 North 1st Street, Bldg 53

Backdoor of facility

Altus AFB, OK 73523

Youth Center FT9552
Bldg 1866, West River Road
Altus AFB, OK 73523
Three (3) deliveries per week CDC & Youth Center (Tue, Thur, Fri), between 6:00 AM and 9:30 AM.
POC CBC Christine Matthews - Director - 580-481-6690
POC - Youth Center — Gillian Diehl - 580-481-7585

The successful offeror is responsible for all deliveries on Altus AFB, OK. The customer may add other on
base locations as needed.

May also occasionally support training units at Camp Gruber Maneuver Training Cenfer near Bréggs,
Oklahoma on an as needed basis. '
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Additional Information:

Rapid Gate
Many bases currently require enrollment in Rapid Gate and will not allow entry without Rapid Gate
clearance. During the contract implementation period, the Contractor must contact all customer
locations to determine whether enrollment in Rapid Gate or another security program is required for
access to each location. [If Rapid Gate or other security enroliment is required, the contractor must take
all necessary steps to obtain this in time for the start of performance under this contract. Failure to have
Rapid Gate clearance may result in a vendor being turned away from the base and being unable to
complete delivery. The contractor is responsible for the additional cost for Rapid Gate enrollment and.
must ensure that a Rapid Gate enrolled driver is available for ali deliveries. There will be a fee for Rapid
Gate enroliment that will include access to multiple locations for multiyear access, but the cost of Rapid
Gate or other security enroliment may vary, so the contractor should contact Rapid Gate to determine its
own costs, If more than one driver is required, Rapid Gate enroliment must be obtained for each driver.
Note that enroliment can take several weeks, so an awardee that is not already enrolled must begin
enroliment at the time of award notification at the latest. If difficulty or delay in enroliment in Rapid Gate
is encountered during the implementation period, the contractor MUST contact Rapid Gate and/or the
Security Officer at the applicable customer locations to resolve any issues with processing Rapid Gate
enrollment so that the contractor will be able to deliver as required. For additional information regarding
Rapid Gate, including enrollment instructions, please visit their website at http://www.rapidgate.com.
Product Quality
A, Acceptance of supplies awarded under this solicitation will be limited to fresh product. All
products delivered under this contract must conform to the following freshness reguirements.
Fluid dairy products and other dairy products shall have sufficient remaining shelf life
commensurate with good commercial practice. Each container, carton, etc. shall have visible,
iegible and understandable “seli-by-date” or equivalent.

1. Milk, Whipping Cream {fresh), Cream (fresh) and Half-and-Half (fresh), lce Milk Mix, Fresh
{soft serve), Milk Shake Mix, Fresh (direct draw), Buttermilk and Eggnog must be delivered
with a minimum 10 days shelf life remaining.

2. Whipping Cream (ultra-pasteurized), Half-and-Half (ultra-pasteurized) and Cream (ultra-

- pasteurized) must be delivered with a minimum 14 days shelf fife remaining. _

3. Cottage Cheese, cultured and acidified, normal and extended shelf life must be delivered with
a minimum 14 days shelf life remaining.

4. Sour Cream must be delivered with a minimum 21 days shelf life remaining.

5. Yogurt must be delivered with a minimum of 18 days shelf life remaining.

6. ice Cream must be delivered with a minimum 120 days shelf life remaining

B. Commercial standards should be used to maintain temperatures appropriate for the individual kems.

BULK MILK CONTAINERS:
THE BULK MILK/JUICE DISPENSER CONTAINER SHALL BE A SINGLE SERVICE DISPENSER CONTAINER
(MULTI-GALLON POLYETHYLENE BAG) AND SHALL BE DELIVERED IN A SINGLE SERVICE SHIPPING
CONTAINER (CORRUGATED CARDBOARD BOX) OR A MULTI-SERVICE SHIPPING CONTAINER
{PLASTIC/METAL HOLDFER/KEEPER CASE) WHICH DOES NOT REQUIRE A TRANSFERRING OF THE SINGLE
SERVICE DISPENSER CONTAINER (POLYETHYLENE BAG) TO A HOLDER/KEEPER CASE OR DISPENSER
CASE AT POINT OF USE.






