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Part 12 Clauses

252,204-7012 SAFEGUARDING COVERED DEFENSE INFORMATION AND CYBER INCIDENT REPORTING (DEC 2015)

DFARS

{(a) Definitions. As used in this clause— _
"Adequate security” means protective measures that are commensurate with the consequences and probability of loss,
misuse, or unauthorized access to, or modification of information,
“Compromise” means disclosure of information to unauthorized persons, or a violation of the secur:ty policy of a system in
which unauthorized intentional or unintentional disclosure, modification, destruction, or loss of an object, or the copying of
information to unauthorized media may have occurred.
“Contractor attributional/proprietary information” means information that identifies the contractor(s), whether directly or
indirectly, by the grouping of information that can be traced back to the contractor(s) (e.g., program description, facility
locations), persenally identifiable information, as well as trade secrets, commercial or finandial information, or other
commercially sensitive information that is not customarily shared outside of the company.
“Contractor information system” means an information system belonging to, or operated by or for, the Contractor.
“Controlled technical information” means technical information with military or space application that is subject to controls on
the access, use, reproduction, madification, performance, display, release, disclosure, or dissemination. Controlled technicat
information would meet the criteria, if disseminated, for distribution statements B through F using the criteria set forth in DoD
nstruction 5230.24, Distribution Staterments on Technical Documents. The term does not include information that is lawfully
publicly available without restrictions,
“Covered contractor information system” means an information system that is owned, or operated by or for, a contractor and
that processes, stores, or transmits covered defense information.
“Covered defense information” means unclassified information that—
(i} ls— _
(A) Provided to the contractor by or on behalf of BoD in connection with the performance of the contract; or
(B) Collected, devsloped, received, transmitted, used, or stored by or on behaif of the contractor in support
of the performance of the contract; and
{it) Falls in any of the following categories:
{A) Conftrolied technical information.
(B) Critical information (operations security). Specific facts identified through the Operations Security
process about friendly intentions, capabilities, and activities vitally needed by adversaries for them to plan
and act effectively so as to guarantee failure or unacceptable consequencas for friendly mission
accomplishment (part of Operations Security process).
(C) Export control. Unclassified information congerning certain items, commaodities, technology, software, ar
ather information whose export could reasonably be expected to adversely affect the United States national
security and nonpreliferation objectives. To include dual use items; items identified in export administration
regulations, international traffic in arms regulations and munitions list; license applications; and sensitive
nuclear technology information.
(D) Any other information, marked or otherwise identified in the contract, that requires safeguarding or
dissemination contrals pursuant to and consistent with law, regulations, and Governmentwide policies (e.g.,
privacy, proprietary business information).
"Cyber incident” means actions taken through the use of computer nelworks that result in a compromise or an actual or
potentially adverse effect on an information system and/or the information residing therein.
“Forensic analysis” means the practice of gathering, retaining, and analyzing computer-related data for investigative purposes
in a manner that maintains the integrity of the data.
*Malicious software” means computer software or firmware intended to perform an unauthorized process that will have
adverse impact on the confidentiality, integrity, or availability of an information system. This definition includes a virus, worm,
- Trojan horse, or other code-based entity that infects a host, as well as spyware and some forms of adware.
“Media” means physical devices or writing surfaces including, but is not limited to, magnetic tapes, optical disks, magnetic
disks, large-scale integration memory chips, and printouts onto which information is recorded, stored, or printed within an
information system.
“Operationally critical support” means supplies or services designated by the Government as critical for airlift, sealift, .
intermodal transportation services, or logistical support that is essential to the mobilization, deployment, or sustainment of the
Armed Forces in a contingency operation.
“Rapid(ly} report(ing)” means within 72 hours of discovery of any cyber incident.
“Technical information” means technical data or computer software, as those terms are defined in the clause at DFARS
252.227-7013, Rights in Technical Data-Non Commercial ltems, regardless of whether or not the clause is incorporated in this
solicitation or contract. Examples of technical information include research and engineering data, engineering drawings, and
associated lists, specifications, standards, process sheets, manuals, technical reports, technical orders, catalog-item

CONTINUED ON NEXT PAGE
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identifications, data sets, studies and analyses and related information, and computer sofiware executable code and source
cods.
(b) Adequate security. The Contractor shall provide adequate security for all covered defense information on all
covered contractor information systems that support the performance of work under this contract. To provide
adequate security, the Contractor shall-—
{1) Implement information systems security protections on all covered contractor information systems
including, at a minimum—
(i) For cavered contractor information systems that are part of an Information Technology
(I'T) service or system operated on behalf of the Government—
{A) Cloud computing services shall be subject to the security requirements
specified in the clause 252.239-7010, Cloud Computing Services, of this
contract; and
{B) Any other such IT service or system (i.e., other than cloud computing) shall
he subject to the security requirements specified elsewhere in this contract; or
{il) For covered contractor information systems that are not part of an IT service or system
operated on behalf of the Government and therefore are not subject to the security
requirement specified at paragraph (b){1)(i) of this clause—
{A) The security requirements in National Institute of Standards and Technology
{NIST) Special Publication (SP} 800-171, “Protecting Controlled Unclassified
Information in Nonfederal Information Systems and Organizations,”
hitp://dx.doi.org/10.6028/NIST.SP.800-171 that is in effect at the time the
solicitation is issued or as authorized by the Contracting Cfficer, as soon as
practical, but not later than December 31, 2017. The Contractor shall notify the
BoD CIQ, via email at osd.dibcsia@mail.mil, within 30 days of contract award, of
any security requirements specified by NIST SP 800-171 not implemented at the
time of contract award; or ‘
(B) Alternative but equally effective security measures used to compensate for
the inability to satisfy a particular requirement and achieve equivalent protection
) accepted in writing by an authorized representative of the DoD CIO; and
{2) Apply other information systems security measures when the Contractor easonably determines that
information systems security measures, in addition to those identified in paragraph {b)(1)} of this clauss, may
be required to provide adequate security in a dynamic environment based on an assessed risk or
vulnerability.
(c) Cyber incident reporting requirement.
(1} When the Contractor discovers a cyber incident that affects a covered contractor information system or
the covered defense information residing therein, or that affects the contractor’s ability to perform the
requirements of the contract that are designated as operationally critical support, the Contractor shall—
(i) Conduct a review for evidence of compromise of covered defense information,
including, but not limited to, identifying compromised computers, servers, specific data,
and user accounts. This review shall also include analyzing covered contractor information
systemn(s) that were part of the cyber incident, as well as other information systems on the
Contractor's network(s), that may have been accessed as a result of the incident in order
to identify compromised covered defense information, or that affect the Contractor's ability
to provide operationally critical support; and
{ii} Rapidly report cyber incidents to DoD at hitp://dibnet.dod.mil.
(2) Cyber incident report. The cyber incident report shaill be treated as information created by or for DoD and
shall include, at & minimum, the required elements at http:/fdibnet.dod.mil.
(3) Medium assurance cerlificate requirement. In order to report cyber incidents in accordance with this clause, the Contractor
or subcontractor shali have or acguire a DoD-approved medium assurance certificate to report cyber incidents. For informatlion
on obtaining a DoD-approved medium assurance cerlificate, see hitp:/iase.disa.milfpkifeca/Pagesfindex.aspx.
(d) Malicious soffware. The Contractor or subcontractors that discover and isolate malicious software in connection
with a reported cyber incident shall submit the malicious software in accordance with instructions provided by the
Contracting Officer.
{e) Media presarvation and protection. When a Contractor discovers a cyber incident has occurred, the Contractor
shall preserve and protect images of all known affected information systems identified in paragraph (c)(1)(i} of this
clause and all relevant monitaring/packet capture data for at least 80 days from the submission of the cyber incident
report to alfow DeoD to request the media or decline interest.
() Access to additional information or equipment necessary for forensic analysis. Upon reguest hy DoD, the
Contractor shall provide DoD with access to additional information or equipment that is necessary to conduct a
forensic analysis.

CONTINUED ON NEXT PAGE
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(g} Cyber incident damage assessment activities. If DoD) elects o conduct a damage assessment, the Gontracting
Officer will request that the Contractor provide afl of the damage assessment information gathered in accordance with
paragraph (e} of this clause.
{h) Dol safeguarding and use of contractor attributional/proprietary information. The Government shall protect
against the unauthorized use or release of Information obtained from the contractor (or derived from information
obtained from the contractor} under this clause that includes contractor attributional/proprietary information, including
such information submitted in accordance with paragraph {c). To the maximum extent practicable, the Contractor
shall identify and mark attributionalfproprietary information. In making an authorized release of such information, the
Government will implement appropriate procedures to minimize the contractor attributional/proprietary information
that is included in such authorized release, seeking to include anly that information that is necessary for the
authorized purpose(s) for which the information is being released.
{l) Use and release of contractor attributional/proprietary information not created by or for DoD. Information that is
obtained from the contractor (or derived from information obtained from the contractor)-under this clause that is not
created by or for DoD is authorized to be refeased outside of DoD—
(1) To entities with missions that may be affected by such information;
(2) To entities that may be called upon to assist in the diagnosis, detection, or mitigation of cyber incidents;
(3) To Government entities that conduct counterintelligence or law enforcement investigations;
(4) For national security purposes, Including cyber situational awareness and defense purposes finciuding
with Defense Industrial Base (DIB) participants in the program at 32 CFR part 236); or
{5) To a support services contractor {"recipient”) that is directly supporting Government activities under a
contract that includes the clause at 252.204-7009, Limitations on the Use or Disclosure of Third-Party
Contractor Reported Cyber Incident Information.
(i) Use and release of contractor atlributional{proprietary information created by or for DoD. Information that is
obtained from the contractor (or derived from information obtained from the contractor) under this clause that is
created by or for Dob (including the information submitted pursuant to paragraph (c) of this clause) is authorized to
be used and released outside of DoD for purposes and activities authorized by paragraph (i) of this clause, and for
any other fawful Government purpose or activity, subject to all applicable statutory, regulatory, and policy based
restrictions on the Government’s use and release of such information.
(k) The Contractor shall conduct activities under this clause in accordance with applicable laws and regulations on the
interception, monitoring, access, use, and disclosure of electronic communications and data.
{1) Other safeguarding or reporting requirements. The safeguarding and cyber incident reporting required by this
clause in no way abrogates the Contractor's responsibility for other safeguarding or cyber incident reporting
pertaining to its unclassified information systems as required by other applicable clauses of this contract, or as a
resuiit of other applicable U.S. Government statutory or regutatory requirements.
{m) Subconiracts. The Contractor shajl—
(1) Include this clause, including this paragraph (m), in subcontracts, or similar contractual instruments, for
operationally critical support, or for which subcontract performance will involve a covered contractor
infarmation system, including subcontracts for commercial items, without alteration, except to identify the
parties; and
{2} When this clause is included in a subcontract, require subcontractors to rapidly report cyber incidents
directly to DoD at hitp./dibnet.dod.mil and the prime Contractor. This includes providing the incident report
number, automatically assigned by DoD, to the prime Contractor (or next higher-tler subcontractor) as soon
as practicable,
(End of clause)




SPE30017DV253 — Attachment

Group Ii: Kansas {Milk and Dairy)

The terms and conditions of solicitation SPE300-16-R-0046 (as amended, if amended)}, are hereby
included in this contract.

The entire contract period is 20 November 2016 to 16 November 2019

For non-fluid milk items, tiers are provided for pricing purposes.
Tier | will be from 20 November 2016 to 17 November 2018
Tier H will be from 18 November 2018 to 16 November 2019

Cantract Minimum Value is 25% of the estimated awarded contract value: $179,426.38
Contract Maximum Value is 250% of the estimated awarded contract value: $1,794,263.80

Points of Contact for Ordering: McConnell AFB: Linwood Sexton/ Ft Riley: Rick Clark
Phone Number: McConneil AFB: 785-587-7541/ Ft Riley: 785-539-7541

Fax Number: 405-681-5540/785-587-0214/316-267-4947/660-747-3832

Fax Number: 405-681-5540/580-353-2553/918-234-8332580-355-1989

Points of Contact for Invoicing and Payment
© Trina Keeler / PHONE 417-831-1170 / tkeeler@hilanddairy.com / FAX 417-837-1105

Ordering period for routine orders shall be a minimum of 48 hours {2 days)

Schedule of Items:

Fixed Price with EPA: For fluid milk items (line items 1— 10) the unit prices are in effect at the start of the
contract ordering period, and are subject to monthly adjustments as tied to an index in accordance with
the Economic Price Adjustment (EPA} clause in the solicitation. The monthly adjustments will continue
through the entire 3-year contract period, as applicable.

: i 0586 - Hi,: 8078] -
891001E112202 | MILK, 'CHOC NONFAT, CHL, 1/2PTCO . : 9178 HalfPlnt(HP) SAg7ien
-3} 891001€113397" | MILK, CHOC, NONFAT, CHL, 5 GALBIB 9040] BIB (5 Gallons) | - 1612
4] 891001E114013 - [MILK, LACTOSE EREE; NONFAT, CHL, 1/2 GALCO_-_-_ | multiple| Half Gallon {HG)| 390
5 | 8910016110539 | MILK; LOW FAT, GHL; 4% MILK FAT; 1/2PTCO. 9173 Half pint{Hp) | 3145
26| ‘motooiE112161 |MILK; LOW FAT, CHE, 1% MIEKFAT, SGALBIB 1341| BIB{5Gallons) | = 2299
7.1 891001E110550. - |MILK, NONFAT,'CHL, 1/2PTCO " 9173|  Half Pint{HP) | 43004
81 B91001E110546 - {MILK; REDUCED AT, CHI; 2%M1LKFA_ 1/2PTCO 9168} Half Pint{HP) | 56170
9| 801001E110532 - [MILK, WHOLE; CHL, 1/2PTCO 0 - 9165 ‘Half Pnt{5iP) :| " 5pa00
10| /891001E110537. [ MILK, WHOLE, CHL; s GALBIB.~ 9034 . BIB{5Gallons) | =540
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Fixed Price: Non-fluid milk items (line items 11 — 24) are not subject to an EPA/Index. For these items,
prices are divided into two tier periods as shown below. These unit prices will remain fixed for the tier
period.

5762}.5 LB Contalner (€0) |
5763 5u3 cﬂmamer(ca) L
115 Ounce Can:: B
iR _[lc'm{G_AL)" B E

2337 Gallon (GAL) < ¢
14791 i “Container {cO}

CHEESE, COTTAGE, CHL; CREAMED, LARGE DR SMARLEURD, 5TBEQ
... | CHEESE, COTTAGE, LOW EAT, GHi, CREAMED; LARGE OR SMA(L CURD, 516 co
1| CREAM, WHIPPED TOPPING, CHil. INETATION, AEROSOLCAN 1sozc.qm
891001114485 :|SOFT SERVE MIX; CHOC, CHL 1GALCO -
151 891001F114486 . |SOFT SERVEMIX, VANILLA, CHL, 1GALCO -
: $31001E111700 [ SOUR CREAM, CHL, CULTURED OR ACIDIFIED; TPTCO-
‘17| 891001E113404  |SOUR CREAM, CHL, CULTURED OR ACIDIFIED, 18% MILK FAT, 51BCO™ 5224] 5B Container {CO}| -
48] 891001E214225 T SOUR CREAM, CHL; CULTURED OR ACIDHFIED, INDIV SERVING, 1 OF-EA, mojaox L 8946} :*-1 Ounce’Each:
1] '-'8910015110531 = |SOUR CREAM, CHL; HALF AND HALF, CUETURED OR ACIDIFIED MIN 10, 5% MILK FAT 802 E 14790[:7 8 Ouince Each t
i Vanous =27 voGURE, NONFAT, CHL, 6 OZ €O © i ; -Cantainer {COJ} 1
YOGURT, REGULAR, CHL, 6.07.C0 - - Contataer (COY ]
- |[VOGURT, REGULAR, CHL, 5 LB CO ™ ‘51B Cantainer (€O} | 24

E 91001E113402 | CHEESE, COTTAGE, CHL; CREAMED, EARGE DR SMALLCURD SLRCO"
42.] - 891001F113403 - | CHEESE; COTTAGE, LOW FAT; CHL, CREAMED, LARGE OR SMALIL-CURD, 51B €0 &
- B91001E114161 " [EREAN, WHIPPEDTOPPING, CHL, IMETATION, AEROSOLCAN ISOZCAN_" §
'891001£114485 - |SOFT SERVE MIX, CHOC, CHL 1.GAL GO -
1517 8910018134488 | SOFT SERVE MIX, VANILLA, CHL 1GALTO. .
|7891001£124700 |~ |SOUR CREAM, CHL, CULTURED OR ACIDIFIED, 1PTCO B rr
17|+ 891001£113404 - |SOUR CREAM, CHIL; CUETURED OR ACIDIFIED, 18% MilK FAT, T o 97224] 5 LB Container{co}] - 170"
48 -'-_asmommzzs' 5 SOURCREAM, CHL, CULTURED OR AGIDIFEED, INDIV SERVING, 1.07 A, momox g o 8946} 1 Ounce Each {7
; 91001E110631 " | SOUR CREAM, CHL HALF AND. I-IALF CULTURED ORACID|FiED MIN 10.5% MILK FAT, aoz co 14790] 8 Ounte Bach -]
“CMarlous T YOGURY, NONFAT, CHE, 6 0Z 00 B .o Container{C0Oy-:
Tarious. . |VOGURT, REGULAR, CHL, 60ZCO .~ . \Container (€O}
S Marious | YOGURT, REGULAR, CHL, S 1B €O 0 1 S4B Container (CO)| - 2431

5763|518 c'qnt_amer(c_o) iass4
9992/::15 Olnce Can; {17502
9202, -'.'Ganun(GA'L)
2337| ]
14791) Contamer(CO) A e

Regualar Lowfat 6 oz Yogurt Banana Split 16446 FF/NSA 6 oz Yogurt Blueberry 16427
Regualar Lowfat 6 oz Yogurt Black Cherry 16447 FE/NSA 6oz Yogurt Cherry Vanilla 16428
Regualar Lowfat 6 oz Yogurt Blueberry 16448 FF/NSA 6oz Yogurt Lemon 20717
Regular Lowfat 6 oz Yogurt Boston Cream 25050 FF/NSA 6 o7 Yogurt Peach 16429
Regular Lowfat 6 oz Yogurt Cherry Vaniila 16449 FF/NSA 6 oz Yogurt Pomogrante 16471
Regular Lowfat 6 oz Yogurt Key Lime Pie 25051 FF/NSA 6 oz Yogurt Raspberry 16430
Regular Lowfat 6 oz Yogurt Lemon 16450 FF/NSA 6 0z Yogurt Strawberry Banana [16431
Reguakar Lowfat 6 oz Yogurt Peach 16451 FF/NSA 6 oz Yogurt Strawberry 16432
Regular Lowfat 6 0z Yogurt Plain 16452 FF/NSA 6 0z Yoguri Vanilla 16433
Regular Lowfat 6 oz Yogurt Raspberry 16453 Regular Lowfat 5 Ib (Assorted) 9230
Regular Lowfat 6 oz Yogurt Strawberry/Banana {16455 Regular Lowfat 5 [b Blueberry 9231
Repular Lowfat 6 oz Yogurt Strawberry 16454 Regular Lowfat 5 b Peach 9232
Regular Lowfat 6 oz Yogurt Vanilla 16456 Regular Lowfat 5 | Plain 9233
FF/NSA 6 oz Yogurt Apple Spice 16470 Regular Lowfat 5 |b Raspherry 9234
EF/NSA 6 0z Yogurt Black Cherry 16426 Regular Lowfat 5 Ib Strawberry 9235
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Schedule of Deliveries:

MCCONNELL AFB, KS (TROOP)
DELIVER TO: FREQUENCY:

BLDG 337 ~ CDC DELIVERY FRIDAY 6:30 to 10:00
POC: Dena Webb 315-759-4223

BLDG 338 — YOUTH CENTER TUESDAY AND FRI 6:30 to 7:30
POC: Debra Potts

BLDG 1105 — INFLIGHT KITCHEN TWO (2) DELIVERIES PER WEEK, (TUES
AND FRI}), EXCLUDING SUNDAYS AND NATIONAL LEGAL HOLIDAYS. DELIVERIES WILL BE MADE
BY 9:00 AM.

Chisholm Trail Dining Facility
53425 : _ PARSONS STREET
BLDG 408 — AIRMAN'S DINING HALL TWO (2) DELIVERIES PER WEEK ,(TUES,
AND FRI), EXCLUDING SUNDAYS AND
NATIONAL LEGAL HOLIDAYS. DELIVERIES WILL BE MADE BY .00 AM

POC: Jorge Nevarez jorge nevarez coronado 2@us.af.mii ,Com: (316) 759-1894

The awardee is responsible for all delivery points on McConneli AFB. McConnell AFB may add
additional delivery facilltles on its compound as needed which the awardee will also serve,

184 FW KANSAS NATIONAL GUARD Approx 1-2 per month
53030 JAYHAWK DR STE 15 : Weds before 11:00 AM
MCCONNELL AFB KS 67221-9009

POC: Marla Harris 316-759-7643

INSPECTION REQUIREMENTS:

CONTRACTOR’S DELIVERY VEHICLES WILL STOP AND REPORT TO THE VETERINARY
INSPECTION POINT AS DESIGNATED FOR INSPECTION OF PRODUCTS BEFORE
PROCEEDING TO ANY OTHER DESIGNATED DELIVERY POINTS.

DELIVERY LIMITATIONS:

PRODUCTS ARE TO BE TRUCK TAIL-GATE DELIVERED TO THE DOOR OF THE BUILDING.
THE RECEIVING INSTALLATION PERSONNEL WILL UNLOAD AND PLACE IN
REFRIGERATED STORAGE SPACES.
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FORT RILEY, KS (TROOP)

DELIVER TO:

MAIN POST: BLDG 229
{MON THRU FRI), EXCLUDING
CUSTER HILL: BLPG

MULTI PURPOSE RANGE
COMPLEX {MPRCY}: BLDG 9301

Other possible delivery sites:

FREQUENCY:
FIVE (5) DELIVERIES PER WEEK

SUNDAYS, AND NATIONAL LEGAL

HOLIDAYS. DELIVERIES WILL BEMADE BY 11:00 AM.

FIVE (5) DELIVERIES PER WEEK
(MON THRU FRI), EXCLUDING
SUNDAYS, AND NATIONAL LEGAL

BLDG NORMANDY & SIEBERT
IST SUSTAINMENT BRIGADE (STB) 7011 STREET
FTRILEY BLG 813 MARSHALL AIR FIELD
CAMP FUNSTON : 1865 CAMP FUNSTON
24TH MAR REG 4TH MARDIV FMF
USMCR BLDG. 828 | 15612 BALES AVE

WPNS CO 3RDBN 24TH MARINES
USMCR

1110 N FREMONT AVE AFRC

ELMACO 4TH MAINT BN 4TH FSSG
USMCR

1 3026 GEORGE
WASHINGTON BLVD. MCRTC

HQCO 24TH MAR 4THMARDIY

710 3805 E 155TH 5T

KCMAC

SUITEC 12901 W 151ST STREET

GS AMMO PLT AMMO CO 4TH SUPBN

USMCR 688 6700 TOPEKA BLVD
BLDG

GENERAL CUSTER INN 7673 ESTES ROAD

EAGLES NEST 694 HUEBNER ROAD

3rd Brigade Dining ADF014

Bldg 7606 § 7606 PARKER

MAIN POST DINING ADFOO7

BLDG 251 | 251 CAMERON AVENUE

1ST BRIGADE DINING FACILITY

BLDG#
7245 7245 BAMFORD ST

ftis possible during the contract period that the other facilities may open and additional delivery locations
may be added. Should this occur, ample advance notice will be given to the contractor. Prospective
offerors to this sclicltation should price their proposal accordingly.

POCs: Mary Reed 785-239-2183 and Christopher Corbett 785-239-2104. E-mait;
Mary.reed@conus.army.mil Christopher.corbett1 @us.army.mil
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BLDG 650 — FT. RILEY HOSPITAL TWO (2) DELIVERIES PER WEEK,
650 CAISSON HILL RD TUES & FRI, EXCLUDING
BACK DOOR SATURDAY, SUNDAYS AND NATIONAL

LEGAL HOLIDAYS. DELIVERIES
ARE BETWEEN 5:30 AM AND 8:30 AM,
PCC: Alvin Norman 785-239-7643 E-mall: alvin.norman@amedd.army.mil

INSPECTION REQUIREMENTS: _
CONTRACTOR'S DELIVERY VEHICLES WILL STOP AND REPORT TO THE VETERINARY
INSPECTION POINT AS DESIGNATED FOR INSPECTION OF PRODUCTS BEFORE PROCEEDING

TO ANY OTHER DESIGNATED DELEVERY POINTS.

" DELIVERY LIMITATIONS:
PRODUCTS WILL BE TRUCK TAIL-GATE DELIVERED TO THE DOOR OF THE BUILDING FROM

WHICH RECEIVING INSTALLATION PERSONNEL UNLOAD AND PLAGE IN REFRIGERATED
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Additional iInformation:

Rapid Gate

Many bases currently require enrollment in Rapid Gate and will not allow entry without Rapid Gate
clearance. During the contract implementation period, the Contractor must contact all customer
locations to determine whether enrollment in Rapid Gate or another security program is required for
access to each location. If Rapid Gate or other security enrollment is required, the contractor must take
all necessary steps to obtain this in time for the start of performance under this contract. Failure to have
Rapid Gate clearance may result in a vendor being turned away from the base and being unable to
complete delivery. The contractor is responsible for the additional cost for Rapid Gate enroliment and
must ensure that a Rapid Gate enrolled driver is available for all deliveries. There will be a fee for Rapid
Gate enroliment that will include access to multiple locations for multivear access, but the cost of Rapid
Gate or other security enrollment may vary, so the contractor should contact Rapid Gate to determine its
own costs. f more than one driver is required, Rapid Gate enroliment must be obtained for each driver.
Note that enrollment can take several weeks, so an awardee that is not already enrolled must begin
enroliment at the time of award notification at the latest. If difficulty or delay in enrollment in Rapid Gate
is encountered during the implementation period, the contractor MUST contact Rapid Gate and/or the
Security Officer at the applicable customer locations to resolve any issues with processing Rapid Gate
enroliment so that the contractor will be able to deliver as required. For additional information regarding
Rapid Gate, including enrollment instructions, please visit their website at http://www.rapideate.com.

Product Quality
A. Acceptance of supplies awarded under this solicitation will be limited to fresh product. All
products delivered under this contract must conform to the following freshness requirements.
Fluid dairy products and other dairy products shall have sufficient remaining shelf life
commensurate with good commercial practice. Each container, carton, etc. shall have visible,
legible and understandable “sell-by-date” or equivalent.

1. Milk, Whipping Cream {fresh), Cream (fresh) and Half-and-Half (fresh), ice Milk Mix, Fresh
(soft serve), Milk Shake Mix, Fresh (direct draw), Buttermilk and Fggnog must be delivered
with a minimum 10 days shelf life remaining.

2. Whipping Cream (ultra-pasteurized), Half-and-Half (ultra-pasteurized) and Cream -(ultra-
pasteurized) must be delivered with a minimum 14 days shelf life remaining.

3. Cottage Cheese, cultured and acidified, normal and extended shelf life must be delivered with
a minimum 14 days shelf life remaining.

4. Sour Cream must be delivered with a minimum 21 days shelf life remaining.

5. Yogurt must be delivered with a minimum of 18 days shelf life remaining.

6. lce Cream must be delivered with a minimum 120 days shelf life remaining

B. Commercial standards should be used to maintain temperatures appropriate for the individual items.

BULK MILK CONTAINERS:
THE BULK MILK/JUICE DISPENSER CONTAINER SHALL BE A SINGLE SERVICE DISPENSER CONTAINER
(MULTI-GALLON POLYETHYLENE BAG} AND SHALL BE DELIVERED IN A SINGLE SERVICE SHIPPING
CONTAINER (CORRUGATED CARDBOARD BOX) OR A MULTI-SERVICE SHIPPING CONTAINER
(PLASTIC/METAL HOLDER/KEEPER CASE) WHICH DOES NOT REQUIRE A TRANSFERRING OF THE SINGLE
SERVICE DISPENSER CONTAINER (POLYETHYLENE BAG) TO A HOLDER/KEEPER CASE OR DISPENSER
CASE AT POINT OF USE.






