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1.  INTRODUCTION

The Defense Travel System (DTS) is the product of the Department of Defense (DoD) Temporary Duty (TDY) Travel Reengineering Initiative. The design of the Defense Travel System delivers a fair and equitable travel system that will:

· Meet operational requirements,

· Improve service to the customers of the DoD, and

· Reduce overall cost to the Government. 

1.1  Scope and Purpose.
This deployment plan outlines the essential elements of the fielding process for DLA users of the Defense Travel System. The document describes:

· What the Defense Travel System is from a high level perspective, 
· Who is responsible for specified implementation actions and who provides which resources, 

· Where the system will be fielded and at what point in time, and 
· When specified tasks/actions are scheduled to occur at a designated site on the process timeline.

The plan relies heavily on tasks and actions to be performed prior to fielding. 

The plan describes the process of fielding the system to high travel volume Defense Logistics Agency users through FY 2004.  It also includes steps necessary to interface with supporting logistical, administrative, security, and financial organizations.

The plan is not a stand-alone document; rather, it serves as the core knowledge upon which site implementation teams can construct their own, more detailed implementation plans. The baseline plan serves as generic guidance for each implementation site.

1.2  Deployment Concept

The Defense Travel System will be fielded in four distinct segments. The first centers on training and the exchange of information between the Project Management Office (PMO), the DLA Project Manager, and the site point of contact (POC).  The PMO and Northrop Grumman Mission Systems (NGMS), the system integration contractor, will train or make training material available to the local command to train the site's system support personnel and user community before software is installed.  System support personnel such as the Defense Travel Administration (DTA) will receive advanced training.  Training will be provided on-site for major installations, while personnel from smaller installations must travel to designated regional training sites for instruction. Checklists and task lists will serve as the primary vehicle for the PMO, DLA PM, and site POCs to exchange information. 

The second segment involves readiness preparations for setup of the system such as identifying and prioritizing travelers; establishing site hierarchy for budget, financial review, and reporting; developing permission and routing tables; and verifying computing and connectivity requirements. 

The third segment involves the actual implementation of the system and includes installing software, creating digital signature certificates, loading information into the Central Data Center  (CDC) database, and communicating with the contract travel service providers. During this segment, the PMO/DLA will make site visits to major installations and provide instructions to smaller installations on how to install required software and ensure that the system is functional. 

The last segment consists of follow-up monitoring to ensure the quality of the system and to identify, track, and resolve any problems.

1.3 Deployment Strategy.

The first Defense Logistics Agency (DLA) host site to deploy DTS will be the DLA activities in Battle Creek, MI.  They are the Defense Logistics Information Service (DLIS), the Defense Reutilization and Marketing Service (DRMS), and part of the Defense Systems Integration Office (DSIO).  The rationale for deploying Battle Creek first includes management buy-in, union buy-in, heavy travel requirements, and the fact that readiness preparations have been in progress for some time, such as issuing Public Key Infrastructure (PKI) certificates.  Thereafter, the DLA host sites of the Defense Supply Center Richmond (DSCR), the Headquarters, Defense Logistics Agency (HQ DLA), the Defense Supply Center Columbus (DSCC), and the Defense Distribution Center (DDC) will receive DTS followed by other autonomous sites.  In most cases, DLA tenant organizations, such as the Defense Supply Center Philadelphia (DSCP), will implement with the host service/agency.  And, tenants at DLA host sites will be fielded at the same time as the DLA host.  Isolated DLA activities, not located on a DoD facility, will be fielded after the major sites as time and resources permit.  They are called Phase III sites.
2.  SYSTEM DESCRIPTION

2.1  Functional and Physical Configuration. 


Functional and physical configuration requirements of The Defense Travel System are addressed in three areas: 

a. Pre-implementation system requirements encompass loading all requisite system data and identifying all the essential personnel necessary to support the engagement of a fully operational system. Requisite data includes funding allocations, accounting data, personal profiles, and lists of organizations. Essential personnel include Authorizing Officials (AO) and the Defense Travel Administration (DTA). The DTA is responsible for this set of actions.

b. Pre-travel requirements cover the responsibilities of the traveler, the AO, the Disbursing Office, the Commercial Travel Office (CTO), and a Central Data Center (CDC) that will provide all DoD employees an interface to the Defense Travel System. These include the traveler initiating a travel request in the DTS, which generates a travel authorization with "should cost" for the AO's approval and a lodging and transportation request to the CTO for action.

c. Post-travel requirements address actions taken once travel is completed. This part of the process begins when the traveler submits actual expense data. Next, the AO approves the travel claim and actual expenses. Then, the DTS forwards the approved costs to the disbursing office for payment. A completed trip record is forwarded to a data repository for archive and management information system purposes for a period of six (6) years and three (3) months. The intent is for all transactions to be handled in a seamless, paperless environment, using electronic commerce/electronic data interchange (EC/EDI).

All functions of the Defense Travel System will be integrated through EC/EDI. Digital signatures will be used to access the CDC and to process travel authorizations and travel claims. As its acquisition strategy, the Defense Travel System will incorporate changes and improvements to DoD travel into DoD-wide travel services contracts. These DoD contracts will eventually replace all the current CTO contracts. 

2.2 Major Participants and Roles. 


Deployment of the Defense Travel System will be managed by the PMO-Defense Travel System and implemented worldwide.  NGMS, the system integration contractor, will provide an integrated CDC for all DoD travel support, while various contracted travel service offices will provide travel management services. The contractor, as directed by the Contracting Officer, will develop, field and operate the CDC, and maintain the Defense Travel System.  The PMO will install the system at major deployment sites with Services and Agencies bearing most of the responsibility for fielding of the remaining sites.  The site POC and DTA will accomplish pre-installation tasks and assure that training is administered to all users prior to system activation.  System implementation will also involve the integration of new policies and procedures into the DLA culture.

The DTS will be the mechanism for official, unclassified, business travel administration within DoD. All DoD personnel (active duty military and civilians) traveling in an official capacity are designated DTS users and are required to use the DTS exclusively to prepare TAD or TDY orders for official business travel. The DTS will only be used for making travel arrangements under permanent change of station (PCS) and reserve duty travel. In the future, the system will fully support those travelers with DTS services as part of a major system upgrade. 

2.3 Mode of Access. 

Users of the Defense Travel System, including travelers, Authorizing Officials, and Defense Travel Administration staff, will use the internet to connect to the CDC for conducting travel-related business. All DTA staff must use a computer to perform their travel-related duties.  Travelers may use the computer or may have an administrative agent perform some of the online activities for them.

3.  DEPLOYMENT SCHEDULES

Training and pre-deployment actions are among the major elements of the deployment process.  Scheduled events are the result of a variety of constraints and are, therefore, subject to change. 

3.1 Training.


The Defense Travel Administrator training schedule is negotiated with the PMO once the fielding schedule is set.  Training sites and training start and end dates are maintained by the PMO.  AO and traveler training, as required, are provided by the DLA Training Center (DTC) on a reimbursable basis. 

3.2 Fielding.


The fielding schedule at Appendix 2 lists the primary high volume deployment sites where DLA is the host and the notional deployment dates.  Official phase-in dates will be determined by the PMO-DTS and HQ DLA.  DLA tenant organizations will, in most cases, be fielded concurrent with their host.  Small autonomous sites will be fielded after the primary sites are operating at full capacity. 


4.  IMPLEMENTATION PROCESS

4.1 Overview.

 The Defense Travel System will be fielded in four segments:

· Readiness Preparation: identification of DTAs, travelers, and AOs; development of site hierarchy; verification of adequate system connectivity; and, issuance of common access cards, card readers, and middleware.
· Training: training of DTAs, AOs, travelers, RAs/LRAs (if applicable), QAE/ACOR, and help desk personnel.

· Implementation/fielding: quality control of data, population of critical user files, and verification of Defense Accounting and Disbursing System (DADS) and Commercial Travel Office (CTO) connectivity.
· Post-implementation: initiating performance reports, follow-up communication, and remedial actions, as necessary. 

Detailed information regarding these items can be found in Appendix 4.  Appendix 4 is a collection of implementation task listings in Gantt chart and timeline format. Responsible parties (PMO, NGMS, DLA PM, and site POC) are clearly identified.  PMO implementation checklists will be used primarily by the PMO/contractor team.

4.2 Primary Sites. 


DLA has five primary host sites – the Battle Creek Federal Center which houses the Defense Logistics Information Service (DLIS), the Defense Reutilization and Marketing Service (DRMS), and the DLA Systems Integration Office (DSIO-J); the Defense Supply Center Richmond; the Defense Supply Center Columbus; the Defense Distribution Center; and Headquarters DLA.  Another primary high volume site is the Defense Supply Center Philadelphia (DSCP) which is a tenant on a Navy installation.  System software  (i.e., DBsign) will be provided by the PMO to the local Information Technology POC for installation. 

4.2.1 Pre-Implementation.

The readiness preparation process begins approximately 180 calendar days prior to the “go live” date.  Over the course of the first 90 days, the PMO fielding team and site POC will exchange a wide range of information identified in Appendix 4 by fax, telephone and/or e-mail. Issues to be resolved and items to be addressed include:
· Coordination of system implementation with local unions, which should have been introduced well in advance,
· Establishment of the hierarchy of the Certificate Authority, Registration Authority, and Local Registration Authority, if applicable,
· Identification of the site's training and information technology POCs, DTA staff, Authorizing Officials/Certifying Officials, and outreach contacts,
· Confirmation of training schedules,
· Testing of bandwidth capacity (infrastructure assessment), and
· Verification that the information dissemination campaign has begun.

4.2.1.1 Planning.

Approximately 120 calendar days prior to the “go live” date, a member(s) of the PMO deployment team will visit with the site POC and implementation team. The objective of this visit will be to develop a Site Fielding Plan which outlines all the tasks necessary for achieving an initial operational capability (IOC) with recommended start and finish dates.  

Appendix 1, identifies the site hardware/software requirements, LAN/WAN connectivity requirements, and other site fitness requirements. Verification of the requirements will clear the way for system setup/activation.

4.2.1.2 Training. 

The PMO is responsible for the overall training program which consists of functional training for DTA personnel.  DTA functional training will be given by an integrated PMO/contractor training team. The team will travel to primary host sites, conducting training sessions at these locations over a two-week period of time.   The Government portion of the training will focus on the policies and procedures associated with the Defense Travel System; the commercial contractor portion will deal with the hardware/software training which links all the components of the Defense Travel System together.  Additionally, the PMO fielding team will provide help desk training to the DTAs who are selected as help desk personnel.

User operational training materials will include on-line help, computer-based training, presentation slides and scripts, user's guide, and help desk support.  Training for AOs and travelers will be available through the DLA Training Center (DTC) or NGMS, if outsourcing is the preferred instruction method.

4.2.1.2.1 Concept.

As discussed above, Defense Travel System training for DTAs consists of instruction by the PMO on Government policies and procedures and training by the contractor on the system. The delivery method is a combination of lecture, hands-on, and computer-based training.  AOs may receive four hours of training and travelers two hours of training through contract services with DTC or NGMS.
4.2.1.2.2 Sequence of Training Events. 

About 150 calendar days prior to the system activation date, the PMO training coordinator will meet with DLA to discuss training strategies and negotiate seat allocations for site training sessions.  Approximately 120 calendar days before system activation, the PMO training coordinator or training team member will contact the site training POC to confirm training dates and finalize coordination. For a period of two weeks, beginning approximately 60 calendar days before activation, the PMO will conduct DTA functional training. 
DTC or NGMS may be employed to conduct AO and traveler training  (at organization expense) if deemed appropriate.

4.2.1.3 System Connectivity. 

Information systems managers at each site should assess existing systems infrastructure and connectivity at their sites. Special attention should be focused on documentation and verification of the following items:
· All potential users having computer access to the system,
· Type, size and power of PCs connected to the system and the connection type (network interface card, modem, transceiver),
· Speed of the connections,
· Speed and bandwidth of transport medium,
· Connectivity to NIPRNet, and
· LAN system utilization parameters.

A modeling and simulation effort by the Defense Information Systems Agency (DISA) will provide information to local information systems managers to help estimate the effect of Defense Travel System loading on the local LAN, as well as the impact of the connections to the NIPRNet.

4.2.1.4 DoD Public Key Infrastructure (PKI)/Common Access Card (CAC).

Digital signatures are necessary in order to use the Defense Travel System. Digital signatures are required to access the common user interface and request travel services. Digital signatures are also used by the AO to authorize travel, by the traveler to submit actual travel expenses, by the AO to approve the travel voucher for payment, and by the transportation officer (TO) to approve payments for invoices on centrally billed accounts.

Digital signatures will be obtained from an installation's Verifying Official (VO) who will create, load, and issue the CACs. 

If a CAC is compromised, damaged, or lost, the user should contact the issuing office immediately.  The user will follow the same process previously identified to obtain a new CAC.

4.2.2 Implementation. 

System fielding will be a combined effort between the PMO, contractor, POC, and DTAs for the site or installation. The PMO is responsible for onsite system installation, verification, validation, quality control, and functional characteristics of and revisions and updates to the system. The DTAs are responsible for developing critical system data, such as user data in the Central Data Center (CDC) database, budget module information, and other administrative configuration actions. 

4.2.2.1 PMO.

A PMO/NGMS deployment team of three-four members will arrive at each primary site about 45 calendar days before activation.  Members will gather and load the personnel data, lines of accounting, budget, and routing structure and perform a series of quality control checks.  Then, they will validate system operability in coordination with the local DLA site team.   The acceptance document requires signatures from the local POC and deployment team leader. The team departs only after users have been trained and issued digital signatures, personal profiles have been loaded, supporting infrastructure (AOs, LRAs, DTAs, and help desk) has been established, and the system is functioning properly.

4.2.3 Post-Implementation.

After activation of DTS, the site will conduct lessons learned and publish a report of findings; continue user training as needed; identify, track, and resolve problems; and conduct a performance assessment to determine if both the human and automated data processing (ADP) portions of the system are functioning properly. 

4.3  DLA Tenant Organizations.

A DLA organization which is a tenant on a service/agency site may be implemented concurrently with their host.  Therefore, it is prudent for the DLA organization to coordinate with their host for conversion requirements.

5.  SUPPORT REQUIREMENTS 

5.1 Roles and Responsibilities.

5.1.1 Project Management Office (PMO).

The PMO is responsible for the following deployment functions:
· Executing the fielding of the Defense Travel System for all Services and Agencies/activities worldwide,
· Providing functional and technical expertise to assist the user communities from post initial operational capability through full operational capability,
· Developing and executing the Government training curriculum for the Defense Travel System, and
· Developing and maintaining web based information exchange with Government and industry.

5.1.2 Contractor (NGMS).

NGMS is the government's system integration contractor for this initiative.  Under the direction of PMO, NGMS has responsibility for enabling user connectivity to the CDC for all activities worldwide. NGMS exercises this responsibility by training DTAs and by fielding the system at all major sites worldwide.  Additionally, the contractor will provide help desk support.  Services and Agencies will be able to purchase additional support from NGMS through the DTS contract as needed.

Furthermore, NGMS is above all responsible for the operation and maintenance of the CDC and will provide DTAs with assistance regarding operation of the software.

5.1.3 Defense Information Systems Agency (DISA).

 
DISA's responsibility for the Defense Travel System encompasses system support of the NIPRNet, the PKI, digital signature, and network connectivity.  DISA will perform third tier problem tracking and internal problem remedial referrals.  DISA will maintain positive, closed loop tracking on all reported third tier problems that are received.

5.1.4 Defense Finance and Accounting Service (DFAS). 


DFAS responsibilities for the Defense Travel System extend to each financial area. These include budget, accounting, payment, reporting, and obligation of public funds. DFAS also has the responsibility to disburse and collect funds and to perform post-payment reviews. 

 5.1.5 Defense Logistics Agency (DLA).
5.1.5.1 Defense Logistics Agency DTS Project Manager.

The DLA DTS Project Manager will assist in the efforts to:
· Coordinate system implementation for all affected DLA activities,
· Ensure smooth transition from the old CTO contract to the new one without any interruption of travel services, enforce old contract transition provisions, and coordinate the transition with the contractors involved,
· Harmonize all areas of the deployment process and act as a liaison between PMO and DLA commands/activities, and
· Identify site POCs. 

5.1.5.2 Primary Site POC. 

The primary site POC has overall responsibility and accountability for all site-related requirements that are necessary to successfully field the system at his/her site. The POC will see that activities necessary to achieve the objective are resolved, including all site-related technical, administrative, and/or operational problems and conflicts. The implementing activity will:

· Assign a knowledgeable POC who will act as liaison between the deployment team and the activity for all planning, visits, access, and completion of checklists required for the implementation. This individual also must be actively involved in the implementation process and serve as the resident POC for follow-up actions after completion of the implementation and departure of the deployment team. It is recommended that the implementing activity select an individual with at least a one-year retention in the organization upon completion of the implementation.
· Coordinate with each tenant organization or subordinate unit to:
· Identify a POC for conversion requirements, and
· Provide administrative information to the site POC.
· Coordinate with the deployment team to prepare an implementation event schedule to minimize any adverse affects on the converting activity's daily operations.
· Arrange adequate accommodations at the installation site for a training facility, a work area for the PMO/contractor training and deployment team, and arrange for the necessary space and equipment to support large meetings and briefings to senior staff.  The training facility should be able to support 20 workstations.  The work area should be large enough to support as many as four personnel from the PMO/contractor for as long as six weeks. Typical equipment requests for meetings or briefings might include such items as a work or conference table for at least eight (8) personnel within a room which seats as many as 20 personnel, an overhead projector, a flip chart, and access to a copy machine and two (2) telephones.
· Provide local assessment of information technology capability.

5.1.5.3 Defense Travel Administration (DTA). 

The Defense Travel Administration is a Government responsibility to manage the administrative aspects of the travel process at the organizational level.  The DTA function, which is usually performed by more than one person, typically oversees the domains of several AOs. Some of the functions the Defense Travel Administration perform are as follows:
· Identify organizations under their control,
· Identify persons assigned relevant roles in the areas of personnel administration, budgeting, finance, information systems, computer security, PKI, and Authorizing Officials, 
· Obtain personal digital signatures (CACs) in order to access the CDC to perform database loading and maintenance tasks, 
· Label and input lines of accounting into the CDC, 
· Assign lines of accounting to AOs and travelers through the use of labels,  
· Establish AO checkbooks, 
· Reconcile checkbooks with official fund control data, 
· Identify travelers in each assigned organization, 
· Enter travelers in database, and
· Provide help desk support.

5.1.5.4 Transportation Officer/Passenger Travel Specialist.

The TO or passenger travel specialist will ensure compliance with governing laws, directives, and regulations; provide technical direction, management, and evaluation of the traffic management aspect of the DoD passenger transportation movement program within the assigned area of responsibility; and will be responsible for reconciliation of any associated centrally billed accounts (CBAs).

5.1.5.5 Budget/Finance. 


The budget/finance office will:
· Establish and load budget targets for assigned organizations, and

· Obtain lines of accounting (LOA) download from DFAS Columbus.

5.1.5.6 Alternate Contracting Officer Representative/Quality Assurance Evaluator.

 
The Alternate Contracting Officer Representative (ACOR) and/or the Quality Assurance Evaluator (QAE) will be qualified individuals selected by the local DLA command/activity to monitor, evaluate, and accept contract services. This person will provide technical and managerial oversight. In addition this person will possess technical knowledge and experience sufficient to enable him/her to observe contractor performance as well as make the determination whether the service does or does not meet contract standards. This representative will manage contractual issues related to the CTO at the local site, including the transitional activities required to successfully migrate from the current commercial travel service provider to a new provider, if applicable.

5.1.5.8 Site Implementation Team Members.


Each DLA host site will have its own implementation team as a complement to the PMO implementation team. Various functional representatives will participate in the implementation process. Typical examples include transportation, personnel, finance, training, administration, information operations, information security, and the site POC.  See Appendix 3 for guidance on selection of implementation team members.

Appendix 1

DTS Automated Data Processing (ADP) and Connectivity Requirements

Users of the Defense Travel System will access the Central Data Center through the internet web. The following table outlines minimum hardware and software requirements for DTS access.
	Connection
	Interface
	Configuration
	Minimum Requirements

	Network
	Web
	Client Workstation


	· Pentium 200 or better

· 32 megabytes (MB) of random access memory (RAM) (64MB recommended)

· 200MB free disk space

· 3½ inch floppy drive

· Windows 95, 98, 2000 or NT 4.0

· Web browser (Netscape 4.7or later and Internet Explorer 5.01 or later)

· DBsign
· PKI certificate or Common Access Card (CAC)
· CAC reader & middleware

	
	
	Local Registration Authority

(PKI diskettes)
	· Pentium 200 or better

· 32 MB RAM

· 3½ floppy drive

· 200 MB free disk space

· Token card reader

· Stand-alone printer (isolated from network)

· Access to Windows NT 4.0 or higher operating system in order to process digital certificates

· Access to Netscape Communicator (version 4.7 or higher)

· Able to connect to the NIPRNet

	
	
	Verifying Officer

(CACs)
	· RAPIDS Workstation (VO)

· CAC Card Readers (User)

· Middleware (User)


Note:  The latest version of Netscape Communicator may be downloaded from DISA’s Website at http://ssed1.ncr.disa.mil/srp/vendlic.html.

Appendix 2

DLA DTS Deployment Sequence and Schedule

For High Volume/High Value Sites
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Appendix 3

Defense Travel System

Deployment and Implementation Guidance

1. Introduction

Implementing the Defense Travel System (DTS) at a Defense Logistics Agency installation is an awesome task. As the Site Point of Contact (POC)/Lead Defense Travel Administrator (DTA), you will find that you have many challenges ahead of you.  

As you would expect, the keys to successful DTS deployment and implementation are good planning and enthusiastic execution. The purpose of this document is to help you with the planning part of this complex task. Enthusiastic execution of your plan is up to you.

2. Overall Concept

The DTS deployment concept calls for early selection and training for the Site POC/Lead DTA, who is then responsible for putting together the local team to plan and execute DTS implementation in coordination with the PMO/NGMS Site Fielding Team.  All timelines are based on backward planning from the scheduled date of initial implementation (“go-live date”).

3. Planning 

This document provides a framework for planning for DTS implementation based on experience and common sense. However, it is not intended to be the end-all solution.  You should adopt what you find to be useful, modify it to meet your particular requirements, and ignore any aspects that do not apply to your situation.

· Site POC/Lead DTA.

Selection of the right person to be the Site POC/Lead DTA is extremely important. Ideally, the person selected should have the following attributes and experience:

· Detailed knowledge of travel regulations and procedures,

· At least 12 months retainability at the installation,

· Good organizational and planning skills, and

· Good computer skills.

The task of being Site POC/Lead DTA is a full-time job, at least during site set-up and for the first few weeks after implementation. Attempting to deploy DTS as an “additional duty” will almost surely impede effective implementation.
As soon as practicable after selection, the Site POC/Lead DTA should begin DTS training. The first place to start is with the DTS computer-based training developed by the support contractor, NGMS. It is available online at http://www.defensetravel.osd.mil. This course is an excellent introduction to the DTS and will acquaint the new Site POC/Lead DTA with the terminology  used in DTS.

The Site POC/Lead DTA should also attend DTA seminars as available and PMO/NGMS-provided DTA training (four days) at NGMS or an earlier implementing Service or Agency site, if available.

· Installation DTS Planning Group.

Perhaps your first task, upon appointment as Site POC/Lead DTA, is to form an installation DTS Planning Group. The name of the group is not important—what is important is to get the right representatives of all concerned organizations involved in and committed to the success of DTS as early in the process as possible. Some of the members of your group will transition eventually to become DTAs; others may phase out their participation as implementation occurs.  Remember to include any tenant organizations that may be part of your DTS implementation effort.

Some issues for your consideration include:

· Membership. You need to have representation from all the critical organizations, but should avoid allowing the group to become so large that you find it difficult to get anything done. One solution is to form an Executive Council (without Organizational DTAs) and a full Planning Group (with ODTAs). 

It's critical to get not just the right organizations represented, but the right people. You will need the help of experienced and talented personnel in each functional area to be successful—and if you don't get them, you may have to discuss the problem with the commander/director. Planning group members should include, at a minimum:

· Finance personnel,

· Information Technology personnel,

· Transportation Officer or Travel Specialist,

· Public Affairs personnel,

· Training Personnel, 

· ODTAs—including tenants, and
· Union representatives.

· Where, when, and how often to meet. You will want to conduct an initial organizational meeting—in a suitable conference room rather than a classroom setting—as soon as possible after identifying the members of your planning group. This initial meeting is intended to:

· Introduce the members of the group to each other.

· Provide you with the opportunity to lay out in broad terms the complexity and scope of the implementation task ahead—planning group members may underestimate the level of effort that will be required unless you forcefully make this point. They may need to go back to their parent organizations and get the support and resources they will need to participate.

· Acquaint the members of the group with their responsibilities for DTS implementation.

· Begin the team-building effort necessary to plan and execute installation-wide implementation.

Subsequent meetings of the planning group can be held as required. As a starting point, you may want to hold meetings at least monthly initially, then each week for the last two months prior to implementation.

· E-mail groups. Meetings of the planning group are not the only way to keep members involved and informed.  E-mail is a great way to keep everyone up to date on the latest DTS development or task and for them to keep you informed on their progress and problems.  You should set up one or more e-mail DTS groups in your e-mail system. 

· Implementation Phasing.

Early on, your planning group in conjunction with PMO-DTS personnel will prepare a DTS implementation schedule that lays out the tasks and timelines for DTS fielding.  This will permit phasing of system administration tasks, training, hardware/software installation, and other implementation chores.

Among the factors you will want to consider are: 

· Commanders' priorities,

· PMO/NGMS schedule,

· Number and size of organizations to implement and numbers of frequent travelers in each,

· Exercises or real-world missions that must be supported and that could impact on DTS implementation,

· Availability of resources to support implementation, and

· Other local considerations such as reorganizations that may be pending, etc.

· Infrastructure Self Assessment.

To help implementing installations determine their information technology capability and state of readiness to successfully install DTS on information systems and networks, PMO/NGMS has developed an Infrastructure Self Assessment Guide. As soon as practicable, you should request the Information Technology folks to complete the self assessment.
Should the self assessment identify significant shortfalls in your site’s capabilities, you should notify the DLA DTS Program Manager immediately. 

· Personnel Requirements.

Once DTS is fully operational throughout the Department of Defense, significant manpower savings will be achieved. However, the experience of pilot sites is that during the implementation period, there will be a requirement for dedicated personnel. These faces and spaces must be found locally.

The total manpower bill is dependent on many factors, including the size and number of implementing organizations and the implementation schedule. The following suggestions are for guidance only:

· Full-time Personnel. The following jobs may require full time manning -- at least through the initial implementation period:

· Lead DTA, 

· Part-time Personnel. The following tasks may be performed as additional duties; however, they can be very time-consuming during certain surge periods:

· Site POC

· Transportation DTA,

· Financial/Budget DTA, 

· Information Technology DTA

· Help desk personnel (see Help Desk Guide for discussion of personnel requirement), and

· Training DTA.

· Organizational DTAs. It will be the responsibility of site managers to select ODTAs. Many ODTAs will be administrative staff. However, you can influence this process by suggesting selection guidelines to the appointing authorities such as:

· Retainability—at least 12 months if possible,

· Computer literacy—ODTAs are part of Tier 1 DTS help (technical support), and must become comfortable with the system, and

· Some knowledge of travel regulations.

Appointing authorities must also be made to appreciate the level of effort required of ODTAs during implementation.  A dedicated effort will be required for each ODTA for approximately two weeks during database set up. Aside from that intense period, ODTA duties can be performed as an additional duty.

· Appointing/Selecting AOs. The Authorizing Official is the official at the operational level who has the responsibility for the mission and the authority to obligate funds to support the TDY travel for the mission. The AO authorizes only that travel necessary to accomplish the mission of the organization.

For the most part, AOs will be first level supervisors. 

AOs must be appointed in writing—see the DTS Finance Guide for sample letters. AOs are trained in their responsibilities by DLA Training Center personnel or through web-based training.
· Certifying Officials. Certifying officials certify the reasonableness and validity of travel claims in accordance with criteria outlined in the DoD Financial Management Regulation and forward certified claims to the paying office. Certifying officials are individuals in an organization who have been authorized specifically, in writing, to certify claims for payment. Within DLA, the travel authorization and voucher approvals have been combined into one position – that of Authorizing Official/Certifying Official (AO/CO). 

· Equipment Requirements.

Site DTA personnel will require office space and office equipment, including DTS-suitable PCs. Other equipment requirements are associated with:

· Establishing a DTS Training Room—see the Training Plan for equipment list and configuration, and
· Equipping the Tier 2 Help Desk—see the Help Desk Guide for requirements. 

· Facilities.

In addition to the facility requirements for the DTA, training, and help desk (see the Help Desk Guide), you will be asked to provide temporary facilities for the PMO/NGMS Site Fielding Team, including office and meeting space. These specific requirements will be coordinated with you well in advance, along with any special requirements (e.g., phone lines, data connections, projectors, etc.).

· Funding.

Limited additional funding has been POM’d by HQ DLA for DTS implementation/support, and no funding is budgeted to support outsourced DTS training or travel for DTS training and coordination (such as your attendance at the DTA Seminars).  Any such funding requirements are a DLA Field Activity responsibility.  

4. Execution

Once your implementation plan has taken shape—a plan that will continue to evolve throughout the process—it's time to execute it. As Site POC/Lead DTA, you must oversee execution…and that means involvement at every step of the operation, without interfering in the functional areas of your local DTS team.

· Database Development and Deployment.

Perhaps the biggest task to be accomplished during execution is getting the correct information for your location into the CDC.
Before the data is loaded into the CDC, certain preliminary steps must occur. The Lead DTA must provide PMO/NGMS with:

· Organization naming structure, 

· Main group structure, and 

· Reject e-mail address. 

Then PMO may download personal data into the DTS database from the Defense Manpower Data Center. This data may not be complete/current in all cases and will require editing by DTA and ODTA personnel.

PMO/NGMS has established a nine-step logical flow process, explained in great detail in the Defense Travel Administration Guides. 

The steps are:

1. Establish Organizations,

2. Set Up Accounting Codes,

3. Set Up Groups,

4. Establish Traveler Information for the Certifying Official & Authorizing Official, 

5. Establish Routing Lists,

6. Establish Conditional Routing Lists,

7. Establish Traveler Information for the Travelers,

8. Establish Budgets, and

9. Generate Reports.

· ODTA Actions. ODTAs accomplish database set up—a process that will require several days for each organization. This includes:

· Tiering out group table,

· Setting up frequent travelers,

· Setting up routing lists, and 

· Setting up user groups. 

· Quality Assurance. At each step, quality assurance procedures and processes must be followed. NGMS has developed a Lead DTA Organizational Setup Quality Control Checklist to be used to ensure that the organization(s) entered in DTS have all the required information for document processing. This checklist can be obtained from the NGMS site lead.

· Help Desk.

Establishing and running a customer-oriented help desk is essential  to user satisfaction with DTS and is critical to successful DTS implementation. As the system matures, it is expected that the help desk infrastructure will diminish; nevertheless, some residual help desk function will remain.
For guidance in setting up a help desk, to include training of help desk personnel and notifications to users, see the Help Desk Concept of Operations.
· In/out processing

While the PMO/NGMS logical flow process described above prescribes procedures to include within DTS those personnel currently assigned to your installation, it will not pick-up personnel newly assigned (or hired) or eliminate those who are leaving. You will need to work closely with the personnel and finance offices to establish procedures so that these changes are entered into DTS. You may be able to include some of these steps on the base in-processing and clearance forms.

In-processing. New personnel who are expected to travel and new supervisors must be briefed on DTS.  ODTAs must be notified to enter the new person in the system, then inform the LDTA to complete travel card and electronic funds transfer data entry.

Out-processing. Outgoing personnel must be deactivated by a DTA.
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