
 

                 
                  
                     DEFENSE LOGISTICS AGENCY 
                                               HEADQUARTERS 
                              8725 JOHN J. KINGMAN ROAD 
                         FORT BELVOIR, VIRGINIA 22060-6221 

July 27, 2020 
  
MEMORANDUM FOR FEDERAL CATALOGING COMMITTEE (FCC) 
 
SUBJECT:    Approved Cataloging Data Change (ACDC) 0004, Standardization of Controlled 

Inventory Item Codes (CIICs) and Valid Demilitarization (DEMIL) Code and CIIC 
Combinations 

 
 We are forwarding the attached approved change to Cataloging Data and Transaction 
Standards, Volume 10, Tables 61, Controlled Inventory Item Codes, and Table 192, Valid 
Demilitarization Codes and Controlled Inventory Item Codes Combinations, for implementation.  
Joint implementation of this change is required. 
 
 Coordinated and target joint implementation date of this change to the Enterprise Business 
Standards Office no later than 30 days from the date of this memorandum.  
 
 The Enterprise Business Standards Office will post the updated Volume 10 upon completion 
of the next change cycle. 
 
 Addressees may direct questions to the Enterprise Business Standards Office (EBSO) 
Cataloging Data Standards (CDS) Team at EBSO.CDS@dla.mil. 
 
 
 
 
                                                                              
                                                                       
                                                                THOMAS A. DELANEY 
                                                                Director, Enterprise Business Standards Office 
                                                                DLA Information Operations 
Attachment 
As stated 

cc:  
FCC Secretariat

mailto:EBSO.CDS@dla.mil
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Attachment to ACDC 0004 
Standardization of CIICs and Valid DEMIL 

Code and CIIC Combinations 

1 ADMINISTRATIVE INFORMATION 

1.1 ORIGINATING SERVICE/AGENCY: 
Defense Logistics Agency (DLA), J349 

1.2 POINT OF CONTACT: 
Jeff Garrett, DoD DEMIL Program Manager, Jeff.2.Garrett@dla.mil, (703) 767-7291 

1.3 EXPEDITED HANDLING REQUIRED:  NO 

1.4 ADMINISTRATIVE CDC ELIGIBLE CODE TABLE CHANGES:  N/A 

2 IMPACT 

2.1 SYSTEM IMPLEMENTATION MUST BE COMPLETED BY:  TBD 

2.2 AFFECTED PUBLICATIONS AND/OR TRANSACTIONS 

 Publications/Transaction Correlating 
Volume 

 Document Identifier Codes (Input/Output Fixed Length) Volume 8 
 Document Identifier Codes (Input/Output Variable Length) Volume 9 
 Cataloging Data Element or Dictionary Volume 10 
 Federal Logistics Information System (FLIS) Edits and Validations Volume 11 
 Standard Federal Supply Class (FSC) Data Volume 12 
 Major Organizational Entity (MOE) Rule Data Volume 13 
 Cataloging Transaction N/A 
 General Cataloging Data Standard N/A 

2.3 AFFECTED SYSTEMS 

 System Requiring Change 

 Characteristics / Taxonomy 
 eCAT 
 FLIS 
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 System Requiring Change 

 FLIS Portfolio Workbench (FPW) 
 Provisioning Module 
 WebFLIS 
 Other (Service/Agency Systems): ERP Systems 

FCC COLLABORATION NOTE:  Please provide the name(s) of Service/Agency Legacy or 
ERP system(s) affected by this change in your response to the FCC Secretariat. 

2.4 AFFECTED DB2 TABLES 

DB2 Table Associated CDTS, Volume 10 Table Changes identified in 

182 CIIC_CLASS_CD Table 61 Enclosure 3 
270 CNTRL_INVTY_ITM_CD Table 61 Enclosure 4 
941 VAL_DMIL_CIIC_COMB Table 192 Enclosure 5 

3 REQUESTED CHANGE 
Green highlighting identifies substantive revisions subsequent to staffing of the proposed change. 

3.1 BRIEF OVERVIEW OF CHANGE 
This change approves various updates to Cataloging Data and Transaction Standards (CDTS), Volume 10, 
Table 61, Controlled Inventory Item Codes (CIIC), and Table 192, Valid Demilitarization Codes and 
Controlled Inventory Item Codes Combinations. 

3.2 REQUESTED CHANGE IN DETAIL 

3.2.1 Background 
According to DoD Manual 4140.01, Volume 11, Section 2, the Director, Defense Logistics Agency, under 
the authority, direction, and control of the Under Secretary of Defense for Acquisition and Sustainment, 
through the ASD(S), coordinates every five years with the Secretaries of the Military Departments on 
CIIC definitions in order to incorporate any new security considerations and to ensure that the 
combinations of CIIC and demilitarization codes address the current security environment. 

The most recent review drives the herein approved changes to CDTS, Volume 10, Table 61, Controlled 
Inventory Item Codes, and Table 192, Valid Demilitarization Codes and Controlled Inventory Item Codes 
Combinations. 

3.2.2 Controlled Inventory Item Codes (CIICs) 
CDTS, Volume 10, Table 61 documents the CIICs and explanations.  This table also provides CIIC 
assignment and requirements in accordance with DODM 4140.01, Volume 11, DoD Supply Chain 
Materiel Management Procedures: Inventory Accountability and Special Management and Handling. 

Traditionally, Table 61 is divided into three segments: Classification Items Code, Sensitive Items Code, 
and Pilferage Code, for storage and transportation of DOD assets.  It also includes notes to aid in 
navigating the 38 different codes.  CIICs are determined when the item is cataloged and an NSN is 
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created.  These CIICs identify the extent and type of special handling required due to the classified 
nature or special characteristics of the item. 

The latest mandatory review drives the herein approved changes to CDTS, Volume 10, Table 61, 
including revisions to clarify and explain the Classification Item Code (previously Classified Item Code), 
updated citations for DoD Issuances, and changes to the notes for the Sensitive Items Code and Pilferage 
Code. 

During coordination of Proposed Cataloging Data Standards (PCDC) 0004 a supplement previously 
intended for addition to FLIS Technical Procedures, Volume 6, has been approved as an addition to 
CDTS, Volume 10, Table 61 instead to aid in the assignment of CIICs. 

See Enclosure 1 for detailed changes to CDTS, Volume 10, Table 61 and Enclosures 3 and 4 for changes 
to the corresponding FLIS DB2 tables.  

3.2.3 Valid Demilitarization Codes and Controlled Inventory Item Codes Combinations 
The Demilitarization Code (often shortened to DEMIL Code) assists in determination and selection of 
CIIC assignment for a National Stock Number (NSN); the two codes work together to convey proper 
handling and instruction.  As a result, changes to the DEMIL Code may also require changes to the CIIC.  
The valid combinations for DEMIL Codes and CIICs are detailed in Volume 10, Table 192, Valid 
Demilitarization Codes and Controlled Inventory Item Codes Combinations. 

The herein approved changes to CDTS, Volume 10, Table 192 entail updates to allowable combinations, 
clarification of notes, citation changes to DoD Issuances, and finally changes to the notes and overall 
layout for ease of use. 

Per Service/Agency comments and review by DoD DEMIL Program Manager, additional acceptable 
combinations now appear within the table. Green highlighting identifies substantive revisions 
subsequent to staffing of the proposed change. 

See Enclosure 2 for detailed changes to CDTS, Volume 10, Table 192 and Enclosure 5 for changes to the 
corresponding FLIS DB2 table. 

3.3 REASON FOR CHANGE 
Mandatory review of CIIC definitions and combinations of CIICs and Demilitarization Codes, as 
prescribed by DoDM 4140.01, Volume 11, Section 2. 

3.4 PUBLICATIONS 

3.4.1 Cataloging Data and Transaction Standards (CDTS) 
See Enclosure 1 for detailed changes to CDTS, Volume 10, Table 61, Controlled Inventory Item Codes, 
and Enclosure 2 for changes to CDTS, Volume 10, Table 192, Valid Demilitarization and Controlled 
Inventory Item Codes Combinations. 

3.4.2 DLM 4000.25, Defense Logistics Management Standards (DLMS) 
This change affects DLM 4000.25, Volume 2, Supply Standards and Procedures, Chapter 16, Disposition 
Services.  A separate Defense Logistics Management Standards (DLMS) Change is required to update the 
in Paragraph C16.6.1.1. listed allowable ‘Pilferable CIICs’ and ‘Sensitive CIICs’. 
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3.5 COORDINATED JOINT RESPONSE TO PROPOSED CHANGE 
The FCC Secretariat provided the coordinated FCC response of on March 31, 2020. 

See below table for detailed FCC member responses. 

Originator FCC Voting 
Member Response/Comment Disposition 

USA Yes Concur.  
 
Army concurs and provides 
comments, below: 
 
Listed below are updates to 
Attachment 2, page 12, 
Table 192, "IF THE DEMIL 
IS:   THE ALLOWABLE CIICs 
ARE:"  
 
DEMIL 
P: Add CIICs- J, M ,N, P, Q, 
R, Z 
Add Demil: A,B,C: Add CIICs  
1-4, 7, 9, I, J, M-R , U-Z, $ 
(Note  -DEMIL 
codes A,B,C,D,E,F,G,P, and 
Q are valid for NSNs.) 
 

DoD DEMIL Program Manager accepts all 
changes except CIICs 1-4 for DEMIL A, B, 
and C. 

USAF Yes NON-CONCUR for the AF 
on subject ACDC.  
 
We have an issue with this 
ACDC which impacts the 
AF.  Currently there are 25 
NSNs that we have that 
would require a DEMIL 
change from “C” or “D” to 
another DEMIL code to 
comply with the new 
“valid” combinations of this 
ACDC.   
 
Currently, CIIC “W” that the 
AF uses for nuclear 
weapons security program 
is compatible with DEMIL 
“C” or “D” (see FLIS 
Procedures Manual 
4100.39 Vol 10 current 
table 192) but this ACDC 
removes that compatibility.  
We believe this is incorrect 

Mitigated. DoD DEMIL Program Manager 
approves Proposed change to ACDC: ADD 
“W” to the row containing 9, O, Q 
(Classification Codes), of Table 192. 



Attachment, ACDC 0004 
Page | 5  

Originator FCC Voting 
Member Response/Comment Disposition 

and CIIC “W” should still be 
compatible with DEMIL “C” 
and “D”.   Please note that 
when this came around as 
an PCDC last year I did send 
up an email to DLIS, 
although I did miss the 
tasker due date, 
highlighting this issue (see 
attached email).    
Recommend A4 NON-
CONCUR with this ACDC as 
currently written and 
propose the following 
changes:  
 
- ACDC as written: This has 
removed CIIC “W” from 
being compatible with 
DEMIL C, D, E, F of Table 
192 on page 12 of the 
ACDC for the Pilferage 
Codes 
- Proposed change to 
ACDC: ADD “W” to the 9, 
O, Q (Classification Codes), 
of that same table and 
page, like below screen 
shot 

USN Yes Non-Concur.  From 
memory we had concerns 
on CIIC J not being 
accounted for in the 
revised guidance. 
 There were also concerns 
of having DLA reviewing 
submitted CIICs on new 
NSNs and then 
 returning them if 
incorrect. What would the 
plan be for that? Does DLA 
have authority over  
DEMIL/CIIC (or just 
DEMIL?) and would DLA go 
ahead and make changes 
or return 
 them back to the service 
to change and resubmit? 

Mitigated. DoD DEMIL Program Manager to 
discuss with USN Voting Member; no 
impact on CDC per Program Manager.  
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Originator FCC Voting 
Member Response/Comment Disposition 

DLA Yes Concur; no comment.  
GSA Yes Concur; no comment.   
SOCOM Yes Note 8 added on page 7 for 

the Sensitive Items Code.  
It’s listed but the Note 8 is 
not added to SRC IV for CIIC 
4.  
 
 

EBSO will incorporate suggestion for Note 
8. 
  

Other Concur   
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ENCLOSURE 1 
REVISIONS TO CATALOGING DATA AND TRANSACTION STANDARDS, VOLUME 10, TABLE 61 
Bold red italics and double strikethrough text denote changes. 

TABLE 61 

CONTROLLED INVENTORY ITEM CODES 

(PHYSICAL SECURITY/ARMS, AMMUNITION AND EXPLOSIVES SECURITY RISK/PILFERAGE CODES) 

1. Number of characters: One. 
 
2. Type of code: Alphabetic, Numeric or Symbol. 
 
3. Explanation: CIIC represents three separate segments of codes used to identify an items (1) security classification and/or (2) 
sensitivity or (3) pilferage controls for storage and transportation of DoD assets. These CIICs (DRN 2863) identify the extent and type of 
special handling required due to the classified nature or special characteristics of the item. 
 
4. DoDM 4140.01, Volume 11, Sections 2 and 5 require the use of standard procedures for the accurate assignment of Controlled 
Inventory tem ode (CIIC) and demilitarization code compatibilities, as well as a coordinated review of CIIC definitions and CIIC code 
and demilitarization code compatibilities every five years. 
 
5. These codes and the explanation of each code are as follows: 

 

a. CLASSIFIED ITEMS CODE: A code indicating the materiel requires protection in the interest of national security in accordance 
with the provisions of DoD 5200.1-R, Information Security Program. Codes designated by an asterisk (*) below may be applied to Arms, 
Ammunition and Explosives (AA&E). Refer to specific definitions in subparagraph b, and FLIS Procedures Manual Volume 10, Table 192, for valid 
DEMIL Code and CIIC combinations. 

 

a. CLASSIFICATION ITEM CODE: A code that indicates what level of control and/or protection the materiel may require in the 
interest of national security and in accordance with the provisions of DoDM 5200.1, DoD Information Security Program. Codes 
designated with an asterisk (*) may be applied to Arms, Ammunition and Explosives (AA&E). Refer to specific definitions in 
Subparagraph b, and Cataloging Data and Transaction Standards (CDTS), Volume 10, Table 192, Valid Demilitarization Codes and 
Controlled Inventory Item Codes Combinations. 

 
CODE EXPLANATION 

A Confidential - Formerly Restricted Data 

B Confidential - Restricted Data 

C* Confidential 
D Confidential -Cryptologic 
E Secret - Cryptologic 
F Top Secret - Cryptologic 
G Secret - Formerly Restricted Data 
H Secret - Restricted Data 
K Top Secret - Formerly Restricted Data 

L Top Secret - Restricted Data 
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CODE EXPLANATION 

O Item contains unclassified Naval nuclear propulsion information, disposal and access limitations are identified in 
OPNAVINST N9210.3. 

S Secret 
T Top Secret 
U Unclassified 
W A component as defined in AFI 91-101, Air Force nuclear weapons security program, and identified in Technical Order 21M-

LGM-30F-12-1, Minuteman nuclear security procedures for the WS-133A-M/B Weapon System. 

7* Items assigned a Demilitarization Code other than A, B, Q or P of C, D, E, F, or G and for which another CIIC is 
inappropriate. (NOTE: The loss, theft, unlawful 011disposition, and/or recovery of an item with CIIC 7 will be 
investigated in accordance with DLM 4000.25, Volume 2, Chapter 18 DoD 4000.25-2-M and DoD 7000.14-R DoD 
7200.14–R, Volume 12, Chapter7). 

9 This code identifies an item as a Controlled Cryptographic Item (CCI). CCI is described as secure 
telecommunications or information handling equipment, associated cryptographic component, or other hardware 
item which performs a critical COMSEC function. Items so designated are unclassified but controlled, and will 
bear the designation “Controlled Cryptographic Item or CCI.” 

NOTE: Codes for Department of Energy (DOE) Special Design and Quality-Controlled items under management control of the Defense 
Threat Reduction Agency (DTRA) (identified by CAGE Code 87991) in the FLIS data base will be assigned and processed in accordance 
with DOE-DSWA TP 100-1. Supply Management of Nuclear Weapons Materiel. 

b. SENSITIVE ITEMS CODE: MaterialMateriel which requires a high degree of protection and control due to statutory requirements or 
regulations, such as narcotics and drug abuse items; precious metals; items which are of high value, highly technical or of a hazardous nature; 
and arms, ammunition, explosives (AA&E) and demolition material. Security Risk Categories (SRC) are found in DoDM 5100.76, Physical 
Security of Sensitive Conventional Arms, Ammunition, and Explosives (AA&E). 

 
CODE EXPLANATION APPLICABLE NOTES 

1 Highest Sensitivity (SRC I) – UNCLASSIFIED AA&E. Non-nuclear missiles, recoilless rifles and 
rockets in a ready-to-fire (certified round) configuration. Examples: (e.g. Patriot missile launch 
canister, FIM-92 Stinger, M47 Dragon, Javelin, M72 LAW, M136 AT4 LAAW, M141 BDM) and 
explosive rounds for non- nuclear missiles and rockets. This SRC also applies in situations where 
the launcher tubes and explosive 
rounds, though not in a ready-to fire configuration, are jointly stored or transported. 

 

2 High Sensitivity (SRC II) – UNCLASSIFIED AA&E. (See NOTES (4), (5), and (6) below) 
Notes 4, 5, and 6 

3 Moderate Sensitivity (SRC III) – UNCLASSIFIED AA&E. (See NOTES (4), (5), and (6) below) 

4 Low Sensitivity (SRC IV) – UNCLASSIFIED AA&E. (See NOTES (4), (5), and (6) below) Notes, 4, 5, 6 and 8 
5 Highest Sensitivity (SRC I) – SECRET AA&E. (See NOTE (3) below) 

Note 3 
6 Highest Sensitivity (SRC I) – CONFIDENTIAL AA&E. (See NOTE (3) below) 

7 Non-Sensitive (SRC-N/A) — UNCLASSIFIED AA&E  
8 High Sensitivity (SRC II) – CONFIDENTIAL AA&E. (See NOTE (3) below) 

Note 3 C Moderate Sensitivity (SRC III) and Low Sensitivity (SRC IV) - CONFIDENTIAL AA&E. (See 
NOTE (3) below) in Table 61 under subparagraph B of FLIS Procedure Manual, DoD4100.39-M). 

Q A drug or other controlled substance designated as a Schedule III, IV, or V item, in accordance 
with the Controlled Substance Act of 1970. Other sensitive items requiring limited access 
storage. (See NOTE (1) below). 

Note 1 
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CODE EXPLANATION APPLICABLE NOTES 

R Precious Metals, a drug or other controlled substance designated as a Schedule I or II item, in 
accordance with 
the Controlled Substance Act of 1970. Other selected sensitive items requiring storage in a vault or 
safe. (See NOTE (1) below). 

S This code identifies Nuclear Weapons Use Control (UC) Ground Equipment which is CIIC 
unclassified but may require special controls. Use Control Ground Equipment is described as 
recorders, verifiers, adapters, 
power supplies, cables, programmers, monitors, controllers, code processors, power converters, 
computers and data modules which perform a Nuclear Weapon Use Control Function. (See NOTE 
(2) below). 

Note 2 

NOTES: 

1. CIIC Q and R are shipped in accordance with 21 CFR §1301.74 and Defense Transportation Regulation (DTR) 4500.9-R. The 
transportation protective service (TPS) requirements to be utilized for the various transportation modes are based on the CIIC of the item and 
are identified in DTR 4500.9-R, Part II, Chapter 205 Table 205-7. All CIIC Q and R security will be in accordance with DLAM 5200.08, 
Physical Security Manual. covered by the Joint Publication titled, “Safeguarding of DLA Sensitive Inventory Items, Controlled Substances and 
Pilferable Items of Supply”. (DLAR4145.11/AR 740–7/NAVSUPINST 4440.146C/MCO 4450.11A). 

2. CIIC $ is not a valid input code for FLIS. This code is unique to DTRA system only. 

3. Items coded 5, 6, 8, or C will be stored and transported in accordance with the provisions of DoDM 5100.76, or DoDM 5200.1 DoD 5100.76-
M or DoD 5200.1-R, Information Security Program, whichever is more stringent. 

 

4. Weapon components, such as silencers, mufflers and noise suppression devices will be treated as Security Risk Category II items. (Reference: DoDM 
5100.76, Enclosure 7, Section 3, Paragraph A, Subparagraph 3 DoD 5100.76-M, Chapter 4–Protection of Category II, III, and IV Arms; and 
Appendix 1.3.1– SCR IIArms). 

5. The frame or receiver of an arm constitutes a weapon and such parts shall be stored according to the applicable category; e.g., the receiver of a .30 
caliber machine gun shall be stored as a Category II arm. (Reference: DoDM 5100.76, Enclosure 5, Section 3 DoD 5100.76–M, Chapter 4 — Protection 
of Category II, III, and IV Arms; and Appendix 1.3– Arms). 

6. Major parts for arms (such as barrels and major subassemblies) shall be afforded at least the same protection as Security Risk Category IV Arms. 
(Reference: DoDM 5100.76, Enclosure 5, Section 3 DoD 5100.76M, Chapter 4 — Protection of Category II, III, IV and Arms; and Appendix 1.3– A r 
ms ). 

7. As a General rule, only arms, missiles, rockets, explosives rounds, mines and projectiles that have an unpacked unit weight of 100 pounds or less 
shall be categorized as sensitive. Any single container that contains a sufficient amount of spare parts that, when assembled, will perform the basic 
function of the end item shall be categorized the same as the end item. (Reference: DoDM 5100.76, Enclosure 7, Section 1, Paragraph A DoD 
5100.76-M, Appendix 1 Sensitive, Conventional, Arms, Ammunition, and Explosive Security Risk Categories, Paragraph A1.1.1). 

8. Item/Materiel requires protection in the interest of national security in accordance with the provisions of DoDM 5200.1, DoD Information 
Security Program. The loss, theft, unlawful disposition, and/or recovery of an item will be investigated in accordance with DLM 4000.25, 
Volume 2, Chapter 18 and DoD 7000.14–R, Volume 12, Chapter 7 for CIIC 7, or I (with DEMIL Code C or D);. Night Vision Googles (NVGs) 
code as SRC IV, NVGs without the Image Intensifier Tubes loaded can be treated/stored as CIIC 7. 

c. PILFERAGE CODE:  A code indicating the materialmateriel has a ready resale value or civilian application for personal 
possession and, therefore, is especially subject to theft. 

 
J Pilferage Pilferage controls may be designated by the coding activity to items coded U (Unclassified) by recording the item to J. 

 

Coding activities may further categorize pilferage items by using the following codes: 
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CODE EXPLANATION 

I Aircraft engine equipment and parts 

M Hand tools and shop equipment 

N Firearms Piece Parts and Non-lethal Firearms 

P Ammunition and explosives 

V Individual clothing and equipment 

X Photographic equipment and supplies 

Y Communication/electronic equipment and parts 

Z Vehicular equipment and parts 

NOTES: 

1. See volume 12, DRN 2863 for format and definition. 

2. Pilferage codes are also discussed in the Joint Publication titled, “Safeguarding of DLA Sensitive Inventory Items, Controlled Substances 
and Pilferable Items of Supply,” (DLAR 4145.11 / AR 740-7 / NAVSUPINST 4440.146C / MCO 4450.11A). 

2. Pilferage or Security Material. Highly pilferable or security materiel will be processed in accordance with Military Services or 
Component directives addressed to the subject. 

CIIC Assignment Supplement 

Further details to support CIIC assignment are provided below. 

 Nuclear Related Items 
  

Description Explanation/Definition Security 
Classification CIIC 

Restricted Data Data defined under Section 142 of the Atomic Energy Act of 1954, as amended. Top Secret L 

  Secret H 

  Confidential B 

Formerly Restricted Data Data removed from the Restricted Data category upon a joint determination  Top Secret K 

 by the Department of Energy (DoE) (or antecedent Agencies) and the  Secret G 

 Department of Defense (DoD) that such information relates primarily to the 
military utilization of atomic weapons and that such information can be 
safeguarded adequately as classified defense information. 

Confidential A 

Nuclear Weapons Use 
Control (UC) Ground 
Equipment 

UC Ground Equipment is described as recoders, verifiers, adapters, power 
supplies, cables, programmers, monitors, controllers, code processors, power 
converters, computers and data modules which perform a Nuclear Weapon UC 
Function. 

Unclassified $ 

Item containing Naval 
nuclear propulsion 
information (NNPI) 

As defined in OPNAVINST N9210.3. Disposal and access limitations are 
identified in OPNAVINST N9210.3. Store and handle in a manner which will 
preclude unauthorized access to this material. 

Unclassified O 

Air Force Nuclear Weapons 
Surety Program related 

A component as defined in AFI 91-101, Air Force nuclear weapons surety 
program, and identified in Technical Order 21M-LGM-30F-12-1, Minuteman 
nuclear security procedures for the WS-133A-M/B Weapon System. 

Various W 
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 Crypto Related Items 
  

Description Explanation/Definition Security 
Classification CIIC 

Cryptologic Includes COMSEC and communications intelligence. See DoDD 5100.20. Top Secret F 

  Secret E 

  Confidential D 

Controlled Cryptographic 
Item (CCI) 

Secure telecommunications of information handling equipment, associated 
cryptographic component, or other hardware item which performs a critical 
COMSEC function. Items will bear the designation "Controlled Cryptographic 
Item or CCI". 

Unclassified 9 

 

 Missiles and Rockets (DoDM 5100.76) 
  

Description Explanation/Definition Security 
Classification CIIC 

Security Risk Code (SRC I) Man portable, ready to fire. Highest Sensitivity. Non-nuclear missiles, recoilless 
rifles and rockets in a ready-to-fire (certified round) configuration.  

Secret 5 

 Examples: (e.g. Patriot missile launch canister, FIM-92 Stinger, M47 Dragon, 
Javelin, M72 LAW, M136 AT4 LAAW, M141 BDM) and explosive rounds for  

Confidential 6 

 non-nuclear missiles and rockets. This SRC also applies in situations where the 
launcher tubes and explosive rounds, though not in a ready-to-fire 
configuration, are jointly stored or transported. 

Unclassified 1 

SRC II Crew served, platform launched, or other equipment to function High  Confidential 8 

 Sensitivity. Unclassified 2 

SRC III & SRC IV Moderate Sensitivity (SRC III) and Low Sensitivity (SRC IV) –Missiles and 
Rockets. 

Confidential C 

SRC III Moderate Sensitivity Unclassified 3 

SRC N/A Non-Sensitivity, used only when another CIIC is inappropriate. Unclassified 7 

 

 Arms (DoDM 5100.76) 
  

Description Explanation/Definition Security 
Classification CIIC 

SRC II High Secnsitivity (SRC II) – Arms. Confidential 8 

   Unclassified 2 

SRC III or IV Moderate Sensitivity (SRC III) and Low Sensitivity (SRC IV) – CONFIDENTIAL 
Arms. 

Confidential C 

SRC III Moderate Sensitivity (SRC III) – UNCLASSIFIED Arms. Unclassified 3 

SRC IV Low Sensitivity (SRC IV) – UNCLASSIFIED Arms. Unclassified 4 

SRC N/A Non-Sensitivity, used only when another CIIC is inappropriate. Unclassified 7 
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 Ammunitions and Explosives (DoDM 5100.76) 
  

Description Explanation/Definition Security 
Classification CIIC 

SRC I Highest Sensitivity. Non-nuclear missiles, recoilless rifles and rockets in a 
ready-to-fire (certified round) configuration. Examples: (e.g. Patriot missile  

Secret 5 

 launch canister, FIM-92 Stinger, M47 Dragon, Javelin, M72 LAW, M136 AT4 
LAAW, M141 BDM) and explosive rounds for non- nuclear missiles and  

Confidential 6 

 rockets. This SRC also applies in situations where the launcher tubes and 
explosive rounds, though not in a ready-to-fire configuration, are jointly stored 
or transported. 

Unclassified 1 

SRC II High Sensitivity Confidential 8 
  Unclassified 2 

SRC III or SRC IV Moderate Sensitivity and Low Sensitivity (SRC IV). Confidential C 

SRC III Moderate Sensitivity. Unclassified 3 

SRC N/A Low Sensitivity. Unclassified 4 

SRC N/A Non-Sensitivity, used only when another CIIC is inappropriate. Unclassified 7 

 

 Other Security Classified/DEMIL Required Items 
  

Description Explanation/Definition Security 
Classification CIIC 

Other Security Classified As defined by an Original Classification Authority (OCA) Security  Top Secret T 

 Classification Guide. Secret S 

  Confidential C 

Other DEMIL Required Item assigned a DEMIL Code of C, D, E, F, or G and for which another CIIC is 
inappropriate. Loss, theft, unlawful disposition, and/or recovery of an item with 
CIIC 7 will be investigated. 

Unclassified 7 

 

 Controlled Substances/Precious Metals 
  

Description Explanation/Definition Security 
Classification CIIC 

Schedule III, IV, or V drug 
or other controlled substance 

In accordance with part 1308 of title 21 Code of Federal Regulations. 
A drug or other controlled substance designated as a Schedule III, IV, or V item, 
in accordance with the Controlled Substance Act of 1970. Other sensitive items 
requiring limited access storage. 

Unclassified Q 

Other sensitive items Requiring limited access storage. Unclassified Q 

Precious Metals Precious Metals, a drug or other controlled substance designated as a Schedule 
I or II item, in accordance with the Controlled Substance Act of 1970. Other 
selected sensitive items requiring storage in a vault or safe. 

Unclassified R 

Schedule I or II Drug or 
other controlled substance 

In accordance with part 1308 of title 21 Code of Federal Regulations. Unclassified R 

Other selected sensitive items Other selected sensitive items requiring storage in a vault or safe. Unclassified R 
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 Pilferage Items 
  

Description Explanation/Definition Security 
Classification CIIC 

General Pilferage controls may be designated by the coding activity to items coded U 
(Unclassified) by recording the item to J. 

Unclassified J 

 The following CIICs may be assigned if more granularity is required   

Aircraft engine equipment 
and parts 

Loss, theft of DEMIL Codes C,D requires investigation. Unclassified I 

Hand tools and shop 
equipment 

 Unclassified M 

Firearms Piece Parts and 
Nonlethal Firearms 

For Category I (Small Arms, up to 50cal) No complete weapons, or major parts, 
or Silencer, Frame, Barrels or Receiver. See note 4. 

Unclassified N 

Ammunition and 
explosives 

 Unclassified P 

Individual clothing and 
equipment 

 Unclassified V 

Photographic equipment and 
supplies 

 Unclassified X 

Communication/ electronic 
equipment and parts 

 Unclassified Y 

Vehicular equipment and 
parts 

 Unclassified Z 

 

 Other Items 
  

Description Explanation/Definition Security 
Classification CIIC 

Other Assigned to items only after all other CII Codes have been reviewed. Unclassified U 
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ENCLOSURE 2 
REVISIONS TO CATALOGING DATA AND TRANSACTION STANDARDS, VOLUME 10, TABLE 192 
Bold red italics and double strikethrough text denote changes. 

TABLE 192 
VALID DEMILITARIZATION CODES AND CONTROLLED INVENTORY ITEM 

CODES COMBINATIONS 
 

Demilitarization (DEMIL) Codes assist in determination and selection of Controlled Inventory 
Item Code (CIIC) assignment for a National Stock Number (NSN); the two codes work together 
to convey proper handling and instruction.  As a result, changes to the DEMIL Code may also 
require changes to the CIIC. 

CIICs represent three separate segments of codes used to identify an item’s (1) security 
classification and/or (2) sensitivity or (3) pilferage controls for storage and transportation of 
DoD assets.  These CIICs (DRN 2836) identify the extent and type of special handling required 
due to the classified nature or special characteristics of the item. 
 

IF THE DEMIL IS: THE ALLOWABLE CIICs ARE: 

P A, B, C, D, E, F, G, H, K, L, S, T, W, 5, 6, 8 (the numerics = arms, not A&E*) 

A, B, Q 4, 9, I, J, M, N, O, P, Q, R, U, V, W, X, Y, Z 

C, D, E, F 1, 2, 3, 4, 7, 9, I, J, M, N, O, P, V, W, X, Y, Z, $ 

G 1, 2, 3, 4, 5, 6, 7, 8, 9, A, C, D, E, G, J, O, P, S, W, (5, 6, 8 and 9 = A&E*/MPPEH**, not arms) 

 

IF THE DEMIL IS: THE ALLOWABLE CIICs ARE: 

P  A, B, C, D, E, F, G, H, K, L, Q,  S, T, W (Classification Codes) 
5, 6, 8 (Sensitivity Codes) (see Note 1) 
J, P, M, N, Z (Pilferage Codes) 

A, B, Q O, U, W, 9 (Classification Codes) 
4, 7, R, Q (Sensitivity Codes) 
J, I, M, N, P, V, X, Y, Z (Pilferage Codes) 

C, D, E, F 9, O, Q, W (Classification Codes) 
1, 2, 3, 4, 7, $ (Sensitivity Codes) (for $ see Note 2) 
I, J, M, N, P, V, X, Y, Z (Pilferage Codes) 

G 9, A, B, C, D, E, G, H, K, L, O, S, W (Classification Codes) 
1, 2, 3, 4, 5, 6, 7, 8 (Sensitivity Codes) (see Note 1) 
J, P (Pilferage Codes) 
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NOTES: 

1.  Arms with a CIIC of 5, 6, 8, or C will have a DEMIL Code of P. 

2.  Ammunition and explosives or material potentially presenting an explosive hazard with a CIIC of 5, 6, 8, or C will have a DEMIL Code 
of G. 

1.  Small Arms items with a CIIC of 5, 6 or 8 will have a DEMIL Code of P.  Ammunition and Explosive (AE) or material 
potentially possessing an explosive hazard with a CIIC of 5, 6 or 8 will have a DEMIL Code of G. 

3.  CIIC of $ is not a valid code for input to FLIS. This code is unique to the DTRA (Defense Threat Reduction Agency) System only. 

2.  CIIC of $ is not a valid code for input to FLIS.  This code is unique to the Defense Threat Reduction Agency (DTRA) System 
only. 

4.  For a complete definition of CIIC, see FLIS Procedures Manual Volume 10, Table61 and Security of Controlled Inventory Items, DOD 
5200.08–R, Physical Security Program. 

3.  Definitions and the complete lists of Demilitarization (DEMIL)Codes and Controlled Inventory Item Codes (CIICs) are 
available in Cataloging Data and Transaction Standards Manual (CDTS), Volume 10, Table 38, DEMIL Codes, and Table 61, 
CIICs.  

5.  For detailed information relative to Security Classification, see DoD 5200.1–R, Information Security Program. 

4.  For detailed information relative to Security Classification, see DODM 5200.1, DoD Information Security Program. 

5.  Physical Security of Sensitive Conventional Arms, Ammunition, and Explosives (AA&E) is detailed within DoDM 5100.76.
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ENCLOSURE 3 
REVISIONS TO DB2 TABLE 182 
Bold red italics and double strikethrough text denote changes. 

182 CIIC_CLASS_CD 

CIIC_CLS_CD_5255 CIIC_CLS_TI_2495 CIIC_CLS_EX_2496 

A CLASSIFIED ITEMS CODE  
CLASSIFICATION ITEM 
CODE 

ITEM REQUIRES PROTECTION/CONTROL FOR NATIONAL 
SECURITY PER DOD 5200.1-R, INFORMATION SECURITY 
PROGRAM. CODES WITH ASTERISK (*) MAY APPLY TO ARMS, 
AMMUNITION AND EXPLOSIVES (AA&E). SEE DEFINITIONS IN 
SUBPARAGRAPH B, DOD 4100.39-M, VOL 10 AND TABLE 192, 
VALID DEMIL CODE AND CIIC COMBINATIONS. 
 
A CODE INDICATING LEVEL OF CONTROL/PROTECTION 
MATERIEL MAY REQUIRE FOR NATIONAL SECURITY PER 
DODM 5200.1. CODES WITH ASTERISK (*) MAY BE APPLIED 
TO ARMS, AMMUNITION AND EXPLOSIVES (AA&E). SEE 
DEFINITIONS IN SUBPARAGRAPH B, AND CDTS, VOLUME 10, 
TABLE 192, VALID DEMIL CODES AND CIIC COMBINATIONS. 

B SENSITIVE ITEMS CODES 
SENSITIVE ITEMS CODE 

ITEM REQUIRES CONTROL (HIGH LEVEL) PER STATUTORY 
REQUIREMENTS/REGULATIONS; SUCH AS NARCOTICS/DRUG 
ABUSE ITEMS; PRECIOUS METALS/HIGH VALUE, TECHNICAL 
OR HAZARDOUS NATURE, AA&E AND DEMOLITION 
MATERIAL. SECURITY RISK CATEGORIES (SRC) DOD 5100.76-
M, PHYSICAL SECURITY OF SENSITIVE CONVENTIONAL AA&E. 
 
MATRIEL REQUIRES HIGH DEGREE OF 
PROTECTION/CONTROL PER STATUTORY 
REQUIREMENTS/REGULATIONS, SUCH AS NARCOTICS AND 
DRUG ABUSE ITEMS, PRECIOUS METALS, ITEMS OF HIGH 
VALUE, HIGHLY TECHNICAL ITEMS OR OF HAZARDOUS 
NATURE, AA&E, AND DEMOLITION MATERIAL. SEE DODM 
5100.76 FOR SECURITY RISK CATEGORIES (SRC). 

C PILFERAGE CODE A CODE MAY BE DESIGNATED BY THE CODING ACTIVITY TO 
ITEMS CODED U (UNCLASSIFIED) BY RECORDING THE ITEM 
TO J.  
 
A CODE INDICATING THE MATERIEL HAS A READY RESALE 
VALUE OR CIVILIAN APPLICATION FOR PERSONAL 
POSSESSION AND THEREFORE IS ESPECIALLY SUBJECT TO 
THEFT. 
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ENCLOSURE 4 
REVISIONS TO DB2 TABLE 270 
Bold red italics and double strikethrough text denote changes. 

270 CNTRL_INVTY_ITM_CD 

CIIC_2863 CIIC_CLS_CD_5255 CII_CTGY_EX_5254 

[…] […] […] 

C A CONFIDENTIAL OR MODERATE SENSITIVITY (SRC III) AND LOW SENSITIVITY 
(SRC IV) - CONFIDENTIAL AA&E. (ITEM WILL BE STORED AND TRANSPORTED 
IN ACCORDANCE WITH THE PROVISIONS OF DOD 5100.76M OR DOD 5200.1R 
INFORMATION SECURITY PROGRAM - WHICHEVER IS MORE STRINGENT). 
MODERATE SENSITIVITY (SRC III) AND LOW SENSITIVITY (SRC IV) - 
CONFIDENTIAL AA&E 

[…] […] […] 

J C PILFERAGE - PILFERAGE CONTROLS MAY BE DESIGNATED BY THE CODING 
ACTIVITY TO ITEMS CODED U (UNCLASSIFIED) BY RECORDING THE ITEM TO J. 

[…] [..] […] 

7 A NON-SENSITIVE (SRC-N/A) - UNCLASSIFIED AA&E: OR ITEMS ASSIGNED A 
DEMILITARIZATION CODE OTHER THAN A, B, Q, OR P FOR WHICH ANOTHER 
CIIC IS INAPPROPRIATE. (NOTE: THE LOSS, THEFT, UNLAWFUL DISPOSITION, 
AND/OR RECOVERY OF AN ITEM WITH CIIC 7 WILL BE INVESTIGATED IN 
ACCORDANCE WITH DOD-4000-25-2-M DLM 4000.25, VOLUME 2, CHAPTER 
18 AND DOD 7000.14-R DOD 7200.14-R, VOLUME 12, CHAPTER 7). 

[…] […] […] 
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ENCLOSURE 5 
REVISIONS TO DB2 TABLE 941 

This change approves the following ADDITIONS to DB2 Table 941 VAL_DMIL_CIIC_COMB. 

DEMIL_CD_0167 CIIC_2863 
C Q 
D Q 
E Q 
F Q 
G B 
G H 
G K 
G L 

This change approves the following DELETIONS from DB2 Table 941 VAL_DMIL_CIIC_COMB. 

DEMIL_CD_0167 CIIC_2863 
C W 
D W 
E W 
F W 
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