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The implementation of commercial electronic data interchange (EDI) standards supports
the DoD vision of interoperable systems functioning in an integrated data environment taking
advantage of civil sector best business practices. Implementing commercial EDI standards lays
an essential foundation to enable DoD to transform its obsolete and inefficient logistics business
practices and move to world class processes that support Joint Vision 2010.

This plan implements Under Secretary of Defense (Acquisition, Technology and
Logistics) Policy and Guidance for DoD Use of EDI Standards in Logistics Applications and
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Executive Summary

To ensure the Department of Defense (DoD) exploits available commercia standards as part of
its business system upgrade efforts, the Deputy Secretary of Defense issued Defense Reform
Initigtive Directive (DRID) #48, Adoption of Commercia Electronic Data Interchange (EDI)
Standards for DoD L ogistics Business Transactions.

This plan satisfies the requirement of DRID #48 and the Under Secretary of Defense
(Acquigtion, Technology & Logigtics) Policy and Guidance for DoD Use of EDI Sandards
in Logistics Applications, September 14, 1999, to develop a phased implementation plan to
move DoD to the use of American National Standards Ingtitute (ANSI) Accredited Standards
Committee (ASC) X12 standards or other commercial EDI standards. DoD will adopt ANSI
ASC X12 EDI gtandards for interna and externa communications between federal and private
sector entities as afirst step toward open international EDI standards targeted for the future.

Adopting commercid EDI standards supports DoD’ s process improvement and reengineering
goasto:

Adopt commercid best business practices

Increase reliance on the commercia sector for logistics support

Maximize use of commercid- off-the-shelf (COTS) software

Enable business process improvements and systems modernization
Logigtics system modernization efforts and process improvements are the basis of this plan's
implementation strategy. This plan contains the requirements, agreed to by the Components, for
implementing this strategy. 1t describes the common user support services needed to meet the

godsof DRID #48. Corporate policy and support servicesinclude:

Clearly defined policy for improved logistics business processes and systems
modernization

Clearly defined policy for the management of logitics data

Policy directing an end to non-critica changes to Defense Logigtics Standard Systems
(DLSS) transactiond exchanges

Fully operationd eectronic business/e ectronic commerce infrastructure, including
flexible and robust telecommunications, that supports atrangtiona DLSSYANSI ASC
X12 environment



An efficient and effective organizationa structure, with DoD corporate sponsorship,
cgpable of overseaing the implementation of ANSI ASC X 12 and sustaining the
Defense Logistics Management System (DLMYS) infragtructure

DLMS documentation management, including implementation convention configuration
control and participation in standards setting bodies

Trandating, converting, storing, forwarding, archiving, and routing Component
transactions as needed

Logistics database services
Selected ANSI ASC X12 and DLMS training
Corporate end-to-end testing

Components are responsible for implementing ANSI ASC X12 in their new, planned, and
legacy business process systems. Legacy logistics business systems will not be replaced or
modified soldly for the purpose of implementing commercid EDI standards. DoD automated
information systems will be replaced or modified based on sound functiona requirements and
supporting economic judtification. To manage the common user support services and to
facilitate a smooth, synchronized implementation to ANSI ASC X12, Components will:

Designate a single organization to oversee ANSI ASC X 12 implementation

Deveop individud Component ANSI ASC X 12 migration implementation plans (which
will be included as gppendices to this Corporate plan)

Submit approved plans to the Defense Logistics Management Standards Office within
180 days of approva of this plan

End non-critical changesto DLSS

Assigt Deputy Under Secretary of Defense, (Logistics & Materiel Readiness) in
identifying and developing policies and guidance to effect use of ANSI ASC X12inlieu
of DoD-unique logistics data exchange standards

Manage and coordinate implementation of ANSI ASC X12 into communications
among intra- and inter-Component |ogistics business processes
Evauate legacy sysemsfor ANSI ASC X12 implementation

|dentify additiond logitics business functions, eg., maintenance, munitions, etc., and
unique transactions/data that could benefit by implementing ANSI ASC X12



Adopt ANSI ASC X12 for third-party logistics partnerships

|dentify corporate services required to support ANSI ASC X12 implementation

Report implementation status semiannualy
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SECTION 1 OVERVIEW

1.1. INTRODUCTION

To ensure the Department of Defense (DoD) exploits available commercid standards as part of
its business system upgrade efforts, the Deputy Secretary of Defense issued Defense Reform
Initiative Directive (DRID) #48, Adoption of Commercid EDI Standards for DoD Logistics
Business Transactions* and the Under Secretary of Defense (Acquisition, Technology &
Logigtics) (USD[AT&L]) issued Policy and Guidance for DoD Use of EDI Standardsin
Logistics Applications? Under DRID #48, the Joint Electronic Commerce Program Office
(JECPO), in conjunction with the Components,® formed alogistics dectronic datainterchange
(EDI) integrated product team (IPT). The IPT was chartered to develop a comprehensive
implementation plan for migrating to the use of American National Standards Ingtitute (ANS))
Accredited Standards Committee (ASC) X 12 standards, or other commercia EDI standards
identified in Federal Information Processing Standard (FIPS) 161-2.* 1PT membersinduded
representatives from each of the Military Departments, Defense Agencies, and participating civil
agencies.

This implementation plan contains the gpproach for Components to follow when developing
their interna plans for implementing ANSI ASC X12 commercid standards.® When
completed, Component plans will become individua appendices to this plan (see Appendix F
for Component plan outline). As requirements are articulated in Component plans, this plan will
be updated accordingly. A Component may choose to exchange data using electronic

busi ness/dectronic commerce (EB/EC) capabilities other than EDI. However, when EDI is
used for internd communications among DoD systems, or for external communications between
DoD systems and the private sector, other federal agencies, or foreign governments, FIPS 161-
2 gpplies. Asadditiona EB/EC capabilities emerge and new business requirements are
identified, DoD will integrate these new capabilities and their associated sandards into the
Defense Logistics Management System (DLMYS). Recognizing that other business capabilities
do exist and more will be forthcoming, the IPT revised the definition of DLMS (see Appendix
Q) to cover dl emerging EB/EC technologies. The DLMSwill provide busnessrulesfor tota
logistics support for dl EC capabilities.

This section discusses the future use of ASC X 12 and the role of the DLMS in implementing
those standards for logigtics systems data exchanges to support the Joint Chiefs of Staff (JCS)

! See Appendix D. Deputy Secretary of Defense, DRID #48, Adoption of Commercial EDI Standards for
DoD Logistics Business Transactions, December 9, 1998; an electronic copy of the DRID isavailable at:
http://www.l0g.edi.migration.hg.dla.mil/Documents/document/DRID48I P.pdf.

2USD (AT&L) memorandum, Policy and Guidance for DoD Use of EDI Standardsin Logistics
Applications, September 11, 1999; an electronic copy of the policy isavailable at:

http://www.l og.edi.migration.hg.dla. mil/Documents/document/DRID48PalicyFina_91499.pdf.

% Throughout this document, the term Component is used to refer to government participantsin DoD
logistics. Thisincludesthe Military Departments, Defense Agencies and DoD field activities.

* FIPS 161-2; an electronic copy isavailable at: http://www.itl.nist.qov/fipspubs/by-num.htm

® Hereafter referred to as“ASC X12”.
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Joint Vision 2010,° DoD Logistics Strategic Plan,” and the Global Combat Support System
(GCSS).2 In addition, this section reiterates DoD policies regarding EB/EC.

1.2. BACKGROUND?®

The exigting DoD logigtics automated information systems (Al Ss) were developed using the
Defense Logigtics Standard Systems (DL SS) for EDI. The DLSS are a set of businessrulesto
include: procedures, data standards, code lists, metrics, policies, and transaction formats that
govern DoD logistics operations. DL SS transaction formats convey requisitioning and issue,
inventory accounting, billing, contract adminigtration, discrepancy reporting, and trangportation
data among Components AlSs. The approximate three billion DL SS transactions exchanged
annudly are crucid for conducting DoD logistics operations. However, because the DLSS are
more than 35 years old, they congtrain business process improvements and the evolution of
logistics data exchanges as follows:

The amount of data that can be transmitted in a single transaction is limited - DLSS
fixed-length 80-position record format cannot effectively support logistics modernization
initigives

Cogts for systems development and operations are unnecessarily high - employing
obsolete DL SS stlandards in new systems contributes to this high cost

DL SS transaction formats and codes are embedded in the program code and data
structures of legacy systems - enhancing these systems with commercid off-the-shelf
(COTYS) software is more difficult and cogtly

DL SS standards are DoD-unique and are in an outdated format - these standards and
formats Sgnificantly increase the difficulty of developing third-party logistics
arrangements

® Information about Joint Vision 2010 is available at:

http://wwuwy.dtic.mil/dtic/bibtopics/joint_vision 2010.html .

"USD (AT&L), FY2000 Logistics Strategic Plan, August 1999. An electronic copy is available at:
http://www.acqg.osd.mil/log/Isp/Isp.htm

& Information about GCSS is available at: http://www.disamil/line/gcss.html .

® Additional background information can be found in A Business Case and Strategy for Defense, Logistics
Electronic Data I nterchange, Logistics Management I nstitute, October 1998. An electronic copy is
available at: http://www.log.edi.migration.hg.dla.mil/Documents/document/L ogisticsEDI Report. pdf.
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These congraints are inhibiting DoD’ s operationd effectiveness a a time when dramétic
changes are occurring in military logigics. The cold-war focus of amgor war in Europe fought
by pre-postioned forces and assets has changed to one in which diverse military missons are
conducted anywhere in the world with little notice. The exchange of logigtics data between
Components and their trading partnersis crucid to DoD’ s support

of this new mission environment. Rather than continuing to operate a combination of DLSS and
diverse Component-unique transaction formats, DoD requires the flexibility and breedth in
logistics data exchanges cdled for in Joint Vision 2010. Accordingly, DoD will replace the
DLSSwith ASC X12 for transactional exchanges.

The DLMSY incorporates ASC X 12 and provides a broad base of business rules that include
procedures, data standards, code lists, metrics, policies, and transaction formats designed to
meet DoD’ s requirements for tota logistics support. The DLM S encompasses the full
functiondlity of DLSS and, with its variable-length transaction formats, can accommodate future
information and process improvement requirements. The Defense Logistics Management
Standards Office (DLMS0), DoD’ s Executive Agent (EA) for logigtics data interchange, has
completed much of the preparatory work to implement ASC X12. The functiondity of more
than 400 DoD-unique (DL SS) transaction formats has been consolidated into 53 federaly-
approved implementation conventions (1Cs) that use 26 ASC X 12 transaction sets. During the
initid development of the DLMS, DLM SO included provisions for more than 100
enhancements that, based on input from the Components, accommodate additional data and
new capabilities. The ICsinclude these enhancements and are outlined in DoD 4000.25-M,
Defense Logistics Management System.™

1.3. PURPOSE

This implementation plan meets the requirement of DRID #48 and the USD (AT&L) Policy and
Guidance for DoD Use of EDI Standards in Logistics Applications by providing a phased
drategy for migrating to commercia EDI standards for DoD logistics business transactions.
This plan describes the corporate DoD resources needed to migrate to these standards and
identifies what Components must do to develop and implement ther internd plansto meet the
gods of DRID #48.

Adopting commercid EDI standards supports DoD’ s process improvement and reengineering
godsto:

Adopt commercid best business practices

Increase reliance on the commercia sector for logistics support

10 See Appendix Q, Glossary, for DLMS definition.
" DoD 4000.25-M ; Defense Logistics Management System, Version 2, December 1995; an electronic copy is
availableat: http://www.dimso.hg.dlamil/Manua DLMS/DLMSMANUAL .htm
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Maximize use of COTS software
Enable busness process improvements and systems modernization

Replacing DoD-unique logistics transaction formats with ASC X 12 serves as a necessary firgt
gep for moving DoD’ s automated logistics information exchange systems toward international
open data interchange standards. ASC X12 iswiddy used in industry computer-to-computer
transactiona exchanges and is the bass for many transactiona exchange between the private
sector and federa government.

ASC X12 hastheflexibility for meeting Joint Vision 2010 objectives for transaction exchange.
Joint Vision 2010, the JCS s basis for future DoD doctrine, emphasizes improved logistics
support through a“focused logistics’ concept. Focused logistics envisons fusing logigtics and
information technologies to provide rapid crisis response to track and shift assets while en route,
and to deliver talored sustainment packages directly to the strategic, operationd, and tactical
levels

14. SCOPE

This plan and DoD policy acknowledge the existence of other EDI standards and non
transactiond interchange capabilities. However, the primary focus of thisplanison
implementing ASC X 12 standards for DoD logigtics business transaction interchange as a
sepping-stone to open internationa standards. As such, this plan does not preclude the use of
other data interchange and data- sharing techniques. However, when transactiond exchangesis
the chosen method of data interchange, the transactions will be formatted in accordance with
ASC X12 standards.

This plan applies to the exchange of predefined logistics EDI transactions within DoD and
between DoD and its trading partners. From an organizationa standpoint, it appliesto Office of
the Secretary of Defense (OSD), JCS, DoD Inspector Genera, combatant commands, and
Components. From a systems standpoint, it appliesto planned, new, and legacy DoD logistics
systems identified in the DoD Y ear 2000 (Y 2K) database. From a data standpoint, this plan
appliesto dl predefined logigtics transactional data, including Component- and system-unique
formats, data eements, and code ligts.

15. POLICY
Federd and DoD policies mandate implementing EB/EC by using commercia standards. FIPS

161-2 requires using specific gpproved commerciad EDI standards for EDI transactions. DoD
Chief Information Officer (Cl1O) Guidance and Policy Memorandum No. 2-8190-031190,

Overview 1-4
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Defense-wide Electronic Business/Electronic Commerce (EB/EC), March 11, 1999,%
describes DoD policy for implementing EB/EC.
1.5.1. Federa Policy

FIPS 161-2 identifies approved commercid standards for exchanging transactiond data using
predefined formats in a computer-to-computer environment. FIPS 161- 2 requires using one of
three families of EDI standards—ASC X12; United Nations EDI for Administration,
Commerce, and Transport (UN/EDIFACT); or Health Level 7 (HL7). FIPS 161-2 defines
EDI as “the computer-to-computer interchange of strictly formatted messages”™™® FIPS 161-2
further states “EDI may be defined as an interchange between computers of a sequence of
standardized messages taken from a predetermined set of message types.”™* FIPS 161-2,
Section 9.3.2, then requires “agencies using (ASC) X12, UN/EDIFACT, or HL7 versions and
releases for which |Cs have been established by the FESMCC (Federal EDI Standards
Management Coordinating Committee) shal adopt those ICs.” In addition, FIPS 161-2,
Section 11.6, affirms the restriction on the use of industry-specific EDI standards beyond
September 30, 1996, unless no equivalent ASC X12 or UN/EDIFACT standard has been
developed.

1.5.2. DoD Palicy

CIO Guidance and Policy Memorandum No. 2-8190-031190 directs that EB/EC principles,
processes, and capabilities be used for conducting DoD business and military affairs. The
memorandum states that DoD’ s overriding policy isto be efficient and economica wherever
possible by widdly usng EB/EC. It further states“The DoD will ...use industry EB/EC
standards and COTS solutions to the maximum extent practical.”* These policy requirements
are supported by the goals, objectives, and Strategies contained in the DoD Electronic
Business/El ectronic Commerce Strategic Plan.*®

The USD(AT&L) policy and guidance memorandum, September 14, 1999, outlines policy and
guidance to implement commercid EDI standards in DoD logistics business processes. The
following key dements of this palicy form the bass of this plan:

2 DoD CIO Guidance and Policy memorandum No. 2-8190-031190, Defense-wide Electronic Commerce
(EB/EC), March 11, 1999; an electronic copy is available at:
http://www.l0g.edi.migration.hg.dla.mil/Documents/document/EBEC_GPM.pdf. In directiveform, itis
currently in draft.

B FIPS161-2, op. cit. Section 3.1.

“ibid., Section 3.2.

®ibid.

18 DoD Chief Information Officer, DoD Electronic Business/Electronic Commerce Strategic Plan, May 15,
1999. An electronic copy isavailable at: http://www.log.edi.migration.hg.dla.mil/Documents/document/ EB-
ECSP_Final-Accepted.doc.
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1.6.

Replace DoD-unique logistics data exchange standards with ASC X12 sandards as a
first step toward moving from obsolete, inflexible DoD-unique transactiona- based
standards to open internationd data interchange standards

Use only approved FIPS 161-2 EDI standards for EB/EC transactionsin new and
planned logistics business processes, which include mgor modifications to legacy
sysems

Use DLMS as a process improvement enabler in new, replacement, and legacy logidtics
business systems as a part of ongoing and planned modernization programs (Internd
communications'’ among DoD systems will use FIPS 161-2 EDI standards and
federadly approved ICs. Externd communications between DoD systems and the
private sector, other federd agencies, or foreign governments will use gppropriate FIPS
161-2 EDI standards [or other appropriate standards] and federaly approved ICs
gppropriate for the agencies, industries, or governments involved).

Propose the adoption of commercid |Cs when they arein the best interest of DoD
Modify legacy logigtics business systems to employ new functiondity, where cost
beneficid, in order to meet the tota requirements of the DoD’ s migration to approved
EDI standards

Program for, fund, and implement the DLM S through process improvements and
business system upgrades

Implement EB/EC program policy guidance contained in CIO Guidance and Policy
Memorandum 2-8190-031190 when migrating DoD logistics business processes to
FIPS 161-2 EDI standards

Develop and apply corporate services and processes to minimize duplication and ensure
interoperability

CORPORATE INFRASTRUCTURE AND SUPPORT SERVICES

The Deputy Under Secretary of Defense (Logigtics) [DUSD(L)] shdll be responsible for
implementation policy and oversight direction as they gpply to this plan. Implementing ASC
X12 isa Component responsibility. DUSD(L) will support Component logistics requirements
for corporate-leve infrastructure and support services necessary to successfully migrateto ACS
X12, aswdl asto manage the fully developed DLMS environment. These support services

include:

" Internal communications refer to intra- and inter-Component | ogistics business systems exchanges.
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Clearly defined policy for improved logistics business processes and systems
modernization

Clearly defined policy for the management of logigtics data
Policy directing an end to non-critical changesto DL SS transactiond exchanges

Fully operationd EB/EC infrastructure, including flexible and robust telecommunications,
that supports atrangtiona DLSSASC X12 environment

An efficient and effective organizationa structure, with DoD corporate sponsorship,
cgpable of supporting the implementation of ASC X 12 and sustaining the DLMS
infrastructure

Continued DLMS documentation management, including 1C configuration control and
participation in standards setting bodies

The corporate capability to trandate, convert, store, forward, archive, and route
Component transactions as needed

Logistics database services

Selected ASC X12 and DLMStraining

Corporate end-to-end testing
These corporate support services are discussed in Section 3 and Appendices A and B.
1.7. PLAN ORGANIZATION
The remaining sections of this plan describe specific implementation and operationa
management issues. Thisimplementation plan aso includes gppendices addressing operations
concepts, EB/EC architecture, and aformat for individua Component plans. The remainder of
the plan is organized asfollows:

Section 2 discusses the ASC X 12 implementation strategy

Section 3 discusses ASC X 12 implementation management

Section 4 discusses change management and issue resolution

Appendix A describes the mixed DLSSASC X 12 operating concepts and
congderations
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Appendix B outlines the corporate infrastructure architecture

Appendix C describesimplementation respongbilities, actions, and milestones
necessary to ensure corporate resources are in place to support the migration effort and
for the Components to develop their plans

Appendix D contains DRID #48 and the USD(AT& L) EDI policy and guidance
Appendix E describes an ASC X 12 implementation success story

Appendix F outlines Component ASC X 12 implementation plan requirements
Appendices G — P are Component ASC X 12 implementation plan placeholders
Appendix Q contains aglossary of terms

Appendix R ligts abbreviations and acronyms

Appendix Sligs referenced documents
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SECTION 2 LOGISTICSASC X12 EDI
IMPLEMENTATION STRATEGY

21. INTRODUCTION

DLMS embodies ASC X12, federally approved logistics ICs, and standard defense logistics
business rules that will ensure interoperability among DoD’ s logigtics systems. EDI
implementation must baance a tandard enterprise implementation strategy while recognizing the
need to accommodate operationd, functiond, and resource congraint differences among
Components. This section provides an implementation srategy that alows Components
flexibility in developing individua plansto implement ASC X12. It dso ensuresthe
implementation of ASC X12 is accomplished in a coordinated manner across corporate and
Component boundaries. A standardized implementation analysis processis outlined below to
guide Components in developing individuad plans to implement ASC X12 in: new and planned
systems; legacy systems; and system process improvement initiatives. This standardized
anaysis process applies to systems and data outlined in Section 1, paragraph 1.4. System
categories are defined below:

New and planned systems. Transactiond-based |ogigtics business process systems
under development or undergoing mgor modifications

Legacy systems. Transactional-based systems currently supporting logistics processes
identified in the DoD Y 2K database

Process improvement initiatives. DoD and Component initiatives or logigtics
transactional- based processes that have potential for using ASC X 12 or other FIPS
161-2 standards as a process improvement engbler

2.2. ANALYSSPROCESS

New and planned systems will use ASC X 12 for EDI exchanges and/or other EB/EC
capabilities, as appropriate. However, legacy syslemswill not be replaced or modified soldy
for the purpose of implementing ASC X12. These sysemswill only be replaced or modified
basad on sound functiond requirements and supporting economic judtification. The anayss
process below is recommended for determining the disposition of legacy transactiond-based
systems and process improvement initiatives. The analys's process conssts of a series of
steps/questions and a decision tree shown at Figure 2-1. Working through these
seps/questions in conjunction with the decision tree ensures a consstent decison framework.

Decison tree steps/questions:
Step 1. Isthe system ASC X12 compliant?

Step 2: Isthe system projected to be in existence more than five years from now?
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Step 3: Will trangtioning the system to ASC X12 cost effectively improve your
business process?

Step 4: Doesthe system interface extensively with ASC X12-compliant systems--if
yes, doesthis cause adverse cost/performance impacts to those interfacing

systems and/or the enterprise at large?

Sep 5: Are specific interfaces or processes used in the system better suited to ASC
X12?

Figure 2-1. Legacy Logistics Systems ASC X12 Decision Tree

ASC X12
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23. IMPLEMENTATION STRATEGY

DoD’ simplementation Strategy is founded upon use of ASC X 12 in new and planned systems
and legacy system modernization efforts and process improvements based on criteriaoutlined in
paragraph 2.2. This strategy enables DoD to transform its obsolete and inefficient business
practices and to move to improved and less cogtly dternatives. DLMSO, asthe DoD EA for
logigtics data interchange and implementing ASC X 12 in logidtics, will ensure Components are
provided with common user support services (see Section 1, paragraph 1.6. and Section 3).
To support DLM SO’ s management efforts and to facilitate a smooth implementation,
Components must assume certain respongibilities, develop an internd ASC X 12 implementation
plan, and periodicaly report on implementation progress. For detalled implementation
respongbilities, actions, and milestones, see Appendix C.

2.3.1. Component Responghilities

Components are respongible for implementing ASC X 12 into their logistics business processes.
Components will designate to DLM SO a single organization, in coordination with their
respective EB/EC focal points, to oversee thisimplementation effort. In addition to interna
implementation responsibilities, this organization will work in close coordination with DLMSO
to:

End non-critical changes to DLSS'™®

Asss DUSD(L) in identifying and developing policies and guidance to effect use of
ASC X12 standards

Manage and coordinate implementation of ASC X12 communications anong intra-
and inter- Component |ogistics business processes

Congder for ASC X 12 implementation those legacy systems that meet the criteria
outlined in Figure 2-1

Identify additiond business functions, e.g., maintenance, munitions, etc., and unique
transactiong/data that could benefit by implementing ASC X12

Adopt ASC X12 for third-party logitics partnerships
Identify corporate services required to support ASC X12 implementation

2.3.2. Component Implementation Plans

8 The only new proposals affecting changes to DL SS transactional exchanges that will be accepted are
those that are urgently needed and approved or directed by DUSD(L). Components may continue to use
DLSSin their current format for legacy systems until the systems are replaced, eliminated, or modernized.
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As agreed to by the JECPO-chartered IPT, Components will, within 180 days of approva of
this plan, develop and submit to DLMSO individua plans for implementing ASC X12. These
plans will focus on Component implementation strategies for new system devel opment, legacy
system modernization, and process improvement initiatives. In addition, these planswill address
key ASC X12 implementation issues and discuss how identified issueswill be resolved. The
DoD Y 2K logigtics systems database will form the bass for system identification and incluson
in Component plans. Component plans should be developed as part of their overall EB/EC
plans. To ensure consistency and continuity, a Component-approved plan outline is provided at
Appendix F.

2.3.3. Component Implementation Status Reporting

Beginning 2QFY 01, and semiannually thereafter (or more often at Component option), a
Component implementation status report will be provided to DLMSO. Reports Control
Symbol (RCS): DD-AT&L (AR) 1419 gpplies. The purpose of this status report isto provide
avehicle for Components to escaate implementation issues for DoD action and to update
Component implementation plans. Reports shdl address deviations from or issues associated
with their approved Component implementation plans. Asaminimum, reports should
summarize implementation progress by sysem and highlight issues that may affect
implementation. Components shal update their implementation plans and provide copiesto
DLMSO as part of this status update.

24. SUMMARY

DoD migration from DLSS to ASC X12 fundamentdly changes the underpinnings of DoD's
logistics systems.  This section provided the DoD implementation strategy and generdly defined
requirements to bring about this change. Section 3 expands on these requirements by focusing
on organizationa management responsibilities.

Logistics ASC X12 EDI Implementation Strategy  2-4



SECTION 3 IMPLEMENTATION MANAGEMENT

3.1. INTRODUCTION

Implementing ASC X12 isasubstantid undertaking and will require the participation of many
organizations over severd years. Thisimplementation will include coordinating the adoption of
ASC X12 across Component logistics systems such as inventory control points (ICPs), retail
supply, digtribution and other depots, financid, and trangportation. 1t will require coordinaing
data exchange formats in addition to the phased implementation of ASC X 12 and additiond
DLMS enhancements. The technical gpproach for communications pathway's, error processing,
trangtion schedules, and ahost of other issues will also need to be addressed.

3.2. IMPLEMENTATION MANAGEMENT

3.2.1. Paticipants.

Joint organizations and commands (e.g., JCS, combatant commands, U.S.
Trangportation Command [USTRANSCOM)])

DoD Component logistics process and system managers
Non-DoD federa agency logistics process and system managers
Commercid organizations participating in DoD logistics processes
DoD corporate policy and process organizations, including:

- 0OSD

- DLMSO and supporting Process Review Committees (PRCs)
- Logigics Community Manager (LCM)

- Organizaions supporting joint initiatives, such as globd and in-theater data access,
Security assstance, maintenance, munitions management, €etc.

DaoD corporate technica organizations, including:
- CIo
- JECPO

- Defense Information Systems Agency (DISA)
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- Defense Automatic Addressing System Center (DAASC) and supporting Technicd
Review Committee (TRC)

- Joint Interoperability Test Command (JTC)
EC standards management bodies:

- FESMCC, DaD EDI Standards Management Committee (EDISMC), and
subordinate working groups

- Non-government standards management organizations, such as ANS
3.2.2. DLMSO Respongbilities

DLMSO operates under the authority of DoD 4140.1-R, Material Management
Regulation,™® and DoD Directive 4140.1, Materiel Management Policy,?® and is the primary
proponent for implementing data exchange in the logistics community and associated functiond
areas. DLMS palicies, responghilities, procedures, rules, and electronic data communication
standards are documented in DoD 4000.25-M. DLMSO's on-going support of logistics data
interchange includes the following functions:

Develop, maintain, and document uniform corporate-leve policies and procedures for
exchanging logigtics data between the Components and among other governmenta
agencies and private industry viathe PRC process

Develop and document inter- Component data exchange formats and other standards
for logistics capabilities viathe PRC process

Develop and maintain the DoD logigtics interface with the Defense Data Dictionary
System

9 DoD 4140.1-R, Materiel Management Regulation, May 1988; an electronic copy is available at:
http://204.255.70.40/supreg/cover.htm

% DoDD 4140.1, Materiel Management Policy, January 4, 1993; an electronic copy isavailable at:
http://web7.whs.osd.mil/pdf/d41401p.pdf.
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Perform DoD Logistics Functional Data Administrator Responsibilities as specified in
DoD Directive 8320.1, DoD Data Administration™

Ensure Components are represented on DLMS PRCs and the TRC

Chair logigtics-related PRC meetings to manage, control, and coordinate changes and
additionsto logistics procedures and other common user documentation

Coordinate technica issues with the DAASC-chaired TRC

During implementation, DLM SO will undertake the following additiond respongbilities:

Coordinate/synchronize corporate common requirements as outlined in Component
implementation plans

Develop, in coordination with the Components, the implementation status report
required by Section 2, paragraph 2.3.3.

Ensure uniform implementation of the DLMS as required by DoD Directive 4140.1 and
DoD 4140.1-R

Elevate, to the appropriate Principal Staff Assstant (PSA) proponent, implementation
requirements such as requests for additional DoD policy guidance, unresolved conflicts
in schedule, and other issues

Coordinate corporate-level ASC X12 and DLMS training
Ensure coordination with non-DoD participating agencies

Encourage incluson of other DoD business functionsin the logistics ASC X12
implementation process, such as maintenance and munitions

For detailed respongibilities refer to Appendix C.
3.2.3. Technicd Management

DAASC and the DoD Electronic Business Exchange (DEBX) serve as the cornerstones of
DoD corporate resources to support ASC X 12 implementation. These siteswill provide
telecommunications support, archiving and storage, trandation services, ASC X12/DLSS
conversion capabilities, and other services to support Component implementation and testing.
DLMSO, in coordination with DAASC, DISA, JECPO, and the Components,

2 DoDD 8320.1 DoD Data Administration; an electronic copy is available at:
http://lg.home.microsoft.com/access/allinone.htm
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will support and coordinate the ASC X 12 implementation. Overviews of the operating concept
and infragtructure architecture are in Appendices A and B, respectively.

As part of the implementation, DAASC will replace its proprietary, Government-owned,
DLSSASC X12 conversion program with arobust COTS “any-to-any” forma mapping
program. DAASC will convert the existing maps for the more than 400 DL SS transactions to
ASC X12 (also with ASC X12-to-DLSS maps). The conversion program will operate
throughout the mixed DLSSASC X12 period. DAASC will aso monitor ASC X12 logistics
data qudity and conformance basic syntax/formats and telecommunications protocols,
procedures, and maintain user profiles. DAASC's operationa oversight will be significant
during the implementation period as new systems begn ASC X12 testing and operation. During
the implementation period, DAASC and DISA will need to apply increased resources to track
and verify the successful movement of data through the telecommunications network. The
degree and timing of additiond resource requirements are dependent on Component
implementation plans.

3.2.4. Working Teams

During implementation, DLMS PRC/TRC chairpersons will, as required, establish working
teams, consisting of Component representatives, to address specific implementation issues that
cross Component lines. The scope and focus of the teams must be agreed to by dl parties
involved to ensure that teams are disbanded after the objectives are met. Coordination with the
working team effort will be accomplished ether through direct involvement by DLMSO
representation on the working teams or through periodic status reports to DLMSO.

33. IMPLEMENTATION STRATEGY COORDINATION
3.3.1. Coordination/Management of Component Plans

A key dement of individua Component plansisthe phasing of legacy sysemsfrom DLSSto
ASC X12. Other important aspects will be schedules for implementing enhancements, plans for
edtablishing trandation capabilities, and requirements for corporate capabilities, such as
telecommunications, trandation, routing services, and training. DLM SO will coordinate the
diverse plans into a single comprehensive plan and schedule and update as gppropriate.

DLMSO will manage the corporate phased implementation plan. Thiswill include tracking each
Component's progress and adherence to the Component 's schedule and keeping all
participants aware of overd| progress and issues. DLM SO will report periodic status on
implementation to the Deputy DoD CIO, Director, Defense Reform Initiative, and the Defense
Logidtics Information Board (LIB). This coordination includes the migration toward new or
revised functiondity, including phased implementation of:

Currently identified and validated DLM S enhancements
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A program for diminating redundant or outdated DL SS data or transactions
Revised business practices, such as unique-item tracking
New business functions, such as maintenance and munitions

Consolidated and standardized “ Component-unique’ transactions, or other EB
technologies and data, into the DLMS set of tools

3.3.2. Documentation

DLMSO isresponsible for corporate-level implementation documentation. Thiswill include, as
aminimum, DoD 4000.25-M, dl ICs, DLSS-DLMS conversion documents, and data
adminigration, in accordance with DoD Directive 8320.1. Other documentation, such as
briefings, test plans, and specific implementation guides, will be identified and developed asthe
project progresses. DLM SO will coordinate the development of technica documentation with
DAASC and DISA. DLMSO will also coordinate corporate-level ASC X12 and DLMS
training packages for use by the Components.

3.3.3. Traning Support

DLMSO, in coordination with the Electronic Commerce Resource Centers (ECRCs), will
establish corporate-levd training courses thet will:

Provide introductory information about EDI, ASC X12, interpreting ICs, and DLMS

Assg functiond and systems anaysts in acquiring amore in-depth understanding of
ASC X12, DLMS, and various infrastructure components, such as standards, software,
hardware, and communicaions

DLMSO, with assstance from the Components, will develop additiond training courses
regarding other emerging DLM S EB/EC capabilities as required. The degree and timing of
additiond training requirements are dependent on Component implementation plans.

3.3.4. Initid Integration and Testing

From a corporate perspective, business applications and subsequent upgrades must be tested
before deployment to ensure interoperability with supporting Component infrastructures.
Compatibility with software applications on network servers and client computers must be
consdered during integration and testing.

Components will test the software for modernizing their legacy systems or bringing a new
system on ling, prior to submisson for Government-wide test and integration on the EC
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infrastructure. Thiswill include initid testing of input and output routines that use DLSS or ASC
X12 data formats and procedures.

The JTC will be available, on afee-for-service basis, as a corporate resource to monitor,
evaduate, assg, or verify the successful completion of individua Component integration and test
plans. The degree and timing of additiona testing requirements are dependent on Component
implementation plans.

3.3.5. Corporate Integration and Testing

Onceinitid testing is successfully completed, Components must test transmissions with other
trading partners. The principa responsbility of the EC infrastructure is to ensure that
appropriate telecommunications standards/protocols are applied and that Component
transmissions are successfully and accuratdly ddlivered to the intended site/system. At this
point, DAASC and DEBX will work with trading partners to test that:

Outbound and inbound transmissions conform to ASC X12 and DLMS syntactical
requirements and ICs

Envelope and routing standard structure requirements are met

Adequate and appropriate primary/dternate telecommunications pathways are available
Inbound or outbound transactions are received at the intended destination

Error reporting and processing are adequately supported

Compliance with ASC X12 ICs and formats is primarily the responsbility of the trading
partners involved and should be mutudly verified a that level. A series of representative test
transactions, using the ISA15 dataelement "T" (for test indicator), should be generated and
exchanged between both trading partners. During this testing, transaction receipt and data
correctness would be verified at the end-points of intended telecommunications path(s). Upon
mutual verification of accuracy and correctness of test transactions, the ISA15 data €l ement
would then be changed to "P" (for production) prior to initiation of production traffic.

As new components, systems, transactions, data, and initiatives come on line, DAASC, in
conjunction with the TRC, will be responsible for ensuring they are accurate and conform to the
DLMS.
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3.3.6. Data Adminigration

As part of the ASC X12 implementation, DLM SO will serve asthe DUSD(L) executive agent
performing the responsbilities of Functional Data Adminigtrator for logistics datain accordance
with DoD Directive 8320.1, DoD 8320.1-M, DoD Data Administration Procedures,? and
DoD 8320.1-M-1, DoD Data Standardization Procedures.”® The objectives of this effort
areto:

Maintain clear, concise, congstent, unambiguous, easily accessble DoD-wide standard
logidtics data

Minimize the cost and time to transform, trandate, and research data
Standardize data e ements for data sharing
3.3.7. Problem Resolution

As organizations implement ASC X 12 and both test and activate transactional exchanges,
diverse implementation issues will arise. These issues may include finding errorsin the ICs or
documentation, corporate conversion programs or maps, and errors in Component programs.
Tedting ad implementation will highlight effective ways to incorporate ASC X12 into
Component systems.

Considering the expected duration of implementing ASC X 12, transaction accuracy must be
closely monitored. Each new system that implements ASC X 12 crestes the possibility for
errors and disconnects. DLMSO will resolve issues and collect and share lessons learned
among Components.

3.3.8. DLMS Enhancements

During the initid development of the DLMS, DLM SO included provisions for more than 100
enhancements based on input from Components, which accommodate additiona data and new
cagpabilities. Theseinitia enhancements will be reviewed for continued need and businessrule
development asrequired. As Components modernize their systems, they should work
cooperativey with DLM SO and other Components to identify additiond enhancements as part
of ongoing PRC processes.

% DoD 8320.1-M, DoD Data Administration Procedures, March 1994; an electronic copy isavailable at:
http://web7.whs.osd.mil/html/83201m.htm

% DoD 8320.1-M-1, DoD Data Standardization Procedures, April 1998; an electronic copy is available at:
http://web7.whs.osd.mil/pdf2/83201m1(4-98)/83201m1.pdf.
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34. ASCX12ESTIMATED CORPORATE IMPLEMENTATION COST

Asareault of previous efforts by DUSD(L), DISA, Defense Logistics Agency (DLA [DLMSO
and DAASC]), and JECPO, the basic infrastructure to begin implementation isin place. These
efforts have produced expanded trandation capabilities, business rules and procedures,
federally approved ICs, and development of common EB/EC infrastructure. Table 3-1
identifies estimated startup/onetime cost requirements to ensure corporate services are in place
to support the migration effort and do not reflect sustainment costs in the out-years. These
requirements generdly provide for common user support services such as pilot project support,
training/testing, mapping, and infrastructure upgrades. Appendix F, Section 2.4., identifiesa
requirement to estimate implementation cogts for incluson in Component plans. As additiona
corporate requirements are identified in Component plans, Table 3-1 will be updated
accordingly.

Table 3-1. Preliminary Corporate Cost Estimate ($M)

Category FYOO0 FYO1 FYO02
JECPO (DLMSO) Support 4.487 3.761 2.537
DISA/DAASC Infrastructure 2.484 2.252 0.000
Support
JTC/DAASC Testing 0.100 0.000 0.000
ECRC Training 0.227 0.225 0.000
Other (TBD)
TOTAL 7.298 6.238 2.537

Table 3-2 further expands cost categories. The cost estimates for these corporate services will
be refined based on Component plan requirements, the degree and timing being dependent on
individua Component schedules.

Table 3-2. Corporate Cost Category Explanation

Category Explanation

JECPO/DLM SO Support Ensures implementation synchronization, management, and data
adminigration. Funds JECPO-approved Component pilot
projects.

DISA/DAASC Infrastructure | Provides common corporate EB/EC infrastructure, mapping,

Support and trandation and conversion services.

JTC/DAASC Testing Ensures corporate leve testing oversaght and support.

ECRC Training Provides common corporate ASC X 12 implementation training
support packages.

Other Related Costs TBD
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35. SUMMARY

This section provided an overview of corporate management oversight requirementsto
implement ASC X12. Section 4 discusses the DLM S change management and issue resolution
process.
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SECTION 4 CHANGE MANAGEMENT AND |ISSUE
RESOLUTION

41. INTRODUCTION

As an increasing number of Component systems adopt ASC X 12, the collective effort will shift
from an implementation focus to one of operation and susainment. The use of standard
business processes and data formats by alarge, diverse, and interrelated community will
necessitate changes over time.  Participating Components, business processes, and data
requirements will change. Changes will aso occur in supporting technologies and data
sandards. The DLMS business process must support change, but not so rapidly that it loses
internal compatibility or becomestoo codtly. This section summarizesthe DLMS change
management process.

42. CHANGE MANAGEMENT PROCESS
4.2.1. Process Review Committee

The USD(AT&L) authorizes the Director, DLMSO, to establish PRCs?* asjoint forums for
adminigtration and management of DoD's logistics business processes. As chairperson,
DLMSO manages PRCs for logistics process issues regardless of the EB/EC capabilities used
to meet DoD’ s business needs. Committees have been established for each logistics and
related business function; for example: acquisition (contract adminigtration), finance,
maintenance, supply (including reutilization and marketing), and trangportation. Components
and participating federd agencies are members and fullfill the responsibilities of the PRC for each
function.

4.2.2. Busness Process Change

Changes to standard DoD business processes can originate from any source and can be
submitted to the appropriate PRC for action. Actions may affect asingle function or may
require coordination across two or more functiond aress, in which case the chairperson of the
lead PRC will coordinate with other effected PRCs. Proposed changes will be staffed through
the Components for gpprova and establishment of ajoint implementation strategy and timing.
The change process will reflect the exigting change management process, as outlined in DoD
4000.25-M, Volume 1. Components will revise interna procedures and systems to support
gpproved changes and implementation schedules. They are dso responsgible for updating
internal Component documentation.

% DoD 4140.1-R, op. cit.
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4.2.3. Coordination with Externad Standards Bodies

If changesin DoD business practices require modifying aDLMS IC, DLM SO will coordinate
the changes through the EDISMC and FESMCC.? If achangeis required to underlying ASC
X12 gtandards, DLM SO will work the change through both the above standards bodies and
ASC X12. If achange involves an EB/EC capability other than ASC X12, DLM SO, with
assistance of the gppropriate PRC and JECPO, will obtain approva through appropriate
commercial, DoD, and federd sectors to establish standards for that capability.

4.2.4. Technicd Review Committee

The DLMS TRC isajoint forum for managing technica issues of the logigtics processes that are
addressed by PRCs. The TRC isthe advisory body for PRCs on related technical issues, eg.,
architecture and telecommunications. It is chaired by DAASC, which provides technica
support to PRCs on logistics process issues.

Since ASC X12 will be a phased implementation, it will be necessary to develop and maintain a
conversion process from DLSSto ASC X12 and vice versa. This conversion enables trading
partners to communicate when one trading partner isusing DLSS and the other trading partner
isusng ASC X12. DAASC, with the assistance of PRCs, will manage and coordinate the
converson through its TRC.

4.3. DOCUMENTATION

The basdine for DoD’ simplementation of ASC XI2 transactionsand ICsis ASC X12 verson
4010. Newer versons may be used on atransaction by transaction basis when approved by
DLMSO in coordination with the Components. The DoD EDISMC, FESMCC, and
supporting DoD logistics PRCs approve the ICs for usein DoD logistics business processes.
The business rules and supporting ICs are published by DLM SO in DoD 4000.25-M.
Logigtics processes using dternative EB/EC capabilitieswill dso be documented in DoD
4000.25-M. DLMSO will publish, either separately or as annexes to DoD 4000.25-M, any
additional DLMS documentation, particularly documents that will assst the Componentsin
ASC X12 implementation.

Like the DL SS today, Components will have the option to further amplify, or supplement DoD
business rules to improve internal Component operationa processes at Component and base
levels. These procedures may enhance the business processin interpreting the rules and
gpplications being implemented, but not change the intent of the DoD procedures.

% DoD Information Technology (I T) Standards Management Plan for EDI, 3 June 1997. An electronic copy
isavailable at: http://www.log.edi.migration.hg.dla.mil/Documents/document/itsmp.pdf.
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4.4, BUSINESSRELATIONSHIPS

Asthe DaD EA for logigtics datainterchange, DLM SO is the conduit through which proposed
changes flow to commercid, federa, and DoD standards bodies. Changes developed through
the DLMSS process will be submitted to the appropriate DoD, federal, and nationd standards
bodies for consderation. DLMSO and DoD functiond representatives will work with
organizations to ensure needed standards are addressed by the appropriate approva authority.

Through its association with Components, DAASC, and DISA, DLM SO will assessemerging
EB/EC capabilities and direction of DoD-wide information technology inititives. Asnew
EB/EC capabilities develop, DLM SO will address logistics functional issues to take advantage
of emerging capabilities and commerciad standards processes. DoD |ogistics processes will no
longer be dependent on any one method for its business processes. DoD will use EB/EC
capabilities that best support the warfighter on the basis of a given business scenario
incorporating multiple cgpabilities into its logistics processes to meet the total support
requirements of GCSS. Business reationships will be established, as needs dictate.

45. |ISSUE ELEVATION

The DUSD(L) guides policy and oversees DoD’ s logistics business processes. The Under
Secretary of Defense (Comptroller/Chief Financia Officer) isrespongble for the financid
functiona process and the Director of Defense Procurement is responsible for the acquisition
functiona process (contract adminigiration). Although most logistics business issues are
resolved through committee actions, some issues need to be escaated to the appropriate OSD
PSA for resolution. DUSD(L), in an effort to improve overdl logistics performance and
efficiency in support of the warfighter, established the LIB. The L1B, comprised of senior
managers of Components, reviews and resolves information requirements of logistics palicies,
procedures, and business practices. It aso ensuresthat budgetary priorities support operationa
needs. For cross-functiond issuesthat are not resolved by the LIB, DUSD(L) will bring them
to the DoD CIO Executive Board for resolution.

Logistics business issues not resolved through PRC or TRC processes will be presented to the
LIB for resolution. If theissueis not within the LIB's scope (financid or acquigtion), it will
escalate to the appropriate OSD PSA for action. The LIB will make recommendations and
advise DUSD(L) and Component leadership about logistics-related decisions and unresolved
iSSues.

4.6. DLMSO BUSINESSPROCESS CHANGE INITIATIVES

As DaoD implements ASC X12, the DLMSO business process must remain flexible and
capable of adapting to anew logigtics environment. This new environment is focused on the

flexibility, speed of change, and system modernization enhancements ASC X 12 provides the
logigtics community. DLM SO, in acontinuing effort to leverage technology enhancementsin
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support of Component and DoD requirements, is exploring, through the PRC process, avariety
of business process improvement initiatives which include:

|C management

DLSS Change Request - backlog

Elimination of redundancies

IC modifications

Process accountability

Process change funding
4.7. SUMMARY
AsDaD trangtionsinto this century, it will rely on technology and information to make the most
effective use of DoD resources. It will dso rely on an increasingly diverse set of logistics trading
partnersincluding Components, civil agencies, foreign governments, and private industry. This
complex environment will require aframework through which participants can exchange and
share data using understood business process rules and standards. DLM SO represents that
framework and must continue to evolve with DoD’ s growth and change. This section

summarized how that change would be managed to support both evolving business practices
and technology.
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APPENDIX A OPERATING CONCEPTSAND
CONSIDERATIONS

A.l. INTRODUCTION

For an undetermined period DoD will operate in amixed DLSS and ASC X 12 transactiona
environment. The Defense Automatic Addressing System (DAAS) and DEBX play a critica
role in suganing this mixed environment. A sgnificant level of mapping and

trand ation/conversion,”® between legacy DL SS and ASC X 12 formats, will be required as
users who have implemented ASC X12 interact with those with legacy DLSS or other nor
compliant EDI systems.

It is recognized that logistics systems will undergo process reengineering changes. However,
from a business process perspective, the underlying functiondity of DoD logistics data exchange
will remain the same. The participants will not change; requisitioners, integrated materid
managers and | CPs, distribution depots, finance centers, and trangportation nodes will sill be
used. In addition, DLMSO will continue to provide corporate business rule and data exchange
format services.

A.2. TRANSACTION PROCESSING

The following paragraphs describe the flow of data from the originating logistics application
system through the trand ation process to the DoD logigtics EB infrastructure and on to the
recipient.

A.2.1. Initiator Processng

When atransaction (e.g., requisition or materid receipt) is ready for processng, the logistics
goplication system will initiate extraction (interface) programs that will gather the data together
and passthe data to the logistics EB infrastructure for trandation services. An EDI trandator
will transform the data into ASC X 12 transaction sets and the transaction will continue to move
through the DoD logistics EDI infrastructure. The following generd guiddines gpply:

Extraction or interface programs will edit data to ensure it adheresto DLMS policy and
data e ement standards, as well as ASC X12 syntax rules

Trandators will group one or more of the same transaction setsinto a single EDI group
and envelope

% See Appendix Q for translation and conversion definitions.
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Initiating sysems will archive sent messages for no less than 90 days to ensure
communication fallures do not lead to loss of tranamitted data

Initiators will create additional copies for recipients not previoudy specified in DAAS
indructions

ASC X12 transactions will be given a control number dong with group and transmission
envelopes

DLMSinitiators will specify the handling of transmission of enhanced datawhile
operating in the mixed DLSSYASC X12 environment

A.2.2. Transaction Processng

The operations DAAS performs for atransaction vary greetly by the message type, sender, and
intended recipient. For ASC X 12 exchanges the following capabilitieswill be required:

Receive inbound messages and archive them for 30 days
Open messages and group envelopes down to the basic transaction sets
Open messages and conduct standard or recipient- pecific edits

Copy opened transactions in the DAAS Logistics On-Line Tracking System (LOTS)*
and route them to other DoD databases

Route messages to appropriate recipients and locations
Group transactions thet are bound for the same destination
Forward newly grouped envelopes to recipients and archive outbound messages

Forward messages outside the DoD telecommunications network to civil agencies,
commercid Vaue-added Networks (VANS), and trading partners

DAAS and/or DEBX will trandate, as requested, between Component User Defined File
(UDF) formats and the ASC X 12 standards. During the mixed DLSS/ASC X12 period,
DAAS will convert between ASC X12 and DLSS formats.

Z'| OTSinformation isavailable at: http://www.daas.dla.mil/daashome/daasc_|ots.htm
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A.2.3. Recever Processing

Recipients will receive inbound transactions and input them into the EDI trandator. The
trandator can apply basc edits to ensure the data meet minima requirements of the ASC X12
transaction formats. Recelving EDI trandators will send an acknowledgement back to the
sender that identifies the transaction s, transaction numbers, and type of error for transaction
setsthat fall the edits. Due to the high volume of ASC X 12 transactions and becalise most
gpplication systems generate status responses to key transactions, DLMSwill not routingy
provide positive acknowledgement. Exceptions will be made with the agreement of trading
partners. Once edit checking is complete, the trandator will convert the inbound data and pass
it to an interface program for processing.

A.2.4. Tdecommunications

DISA's Nonsecure Internet Protocol Router Network (NIPRNET), a combination of DISA-
managed communication lines and the Internet, will be the primary path for communicationsin
the continental United States (CONUYS). Units, including Navy ships at seg, outsde CONUS
will use avariety of communications paths to connect to DISA communications channds. Civil
agencies will generdly connect to DEBX and from there connect to DAAS through NIPRNET.
Commercia suppliers may work through their VANS or connect directly to either DEBX or
DAAS viacommercid telecommunications or the Internet.

A.2.5. Data Compresson/Encryption Capabilities

EDI transmissons can be voluminous and therefore require sgnificant amounts of
communications bandwidth. An effective means of reducing transmisson size is to compress
data If required, compression techniques will be implemented for logistics transactions. Many
compression software packages provide data encryption and digital signature. Thisisa
ggnificant benefit because logidtics data are sengtive when taken in aggregation. All encryption
and digital signature cgpabilities will comply with the latest version of Deputy Secretary of
Defense Memorandum, May 6, 1999, subject: Department of Defense Public Key
Infrastructure (PKI1)?® and Deputy Secretary of Defense Memorandum, December 21, 1999,
subject: Office of the Secretary of Defense (OSD) Network Security Policy.”

A.2.6. Converson Operations
DAASC has operated a proprietary version of conversion software for a number of years and

istrangtioning to acommercid “any-to-any” mapping software package that supports amore
robust converson. By using this software package, organizations will use “a will” the format

% A electronic copy isavailable at:
http://www.log.edi.migration.hq.dlamil/Documents/document/DEPSECDEF _PKI_Memo.pdf.
# An electronic copy isavailable at:
http://www.log.edi.migration.hq.dla.mil/Documents/document/ OSDNetwork SecurityPolicy. pdf.
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they possess-- DLSS or ASC X12 -- to initiate a transaction. Operdting in this environment
has severd implications:

DAASC will develop and perform configuration management of conversion maps and
customer profiles regardless of the physicd location where converson is performed

DAASC will incorporate and maintain alist of organizations and specify whether they
are operating in DLSS and/or ASC X12

DL SS data dlements, origindly diminated from ASC X12, must be restored to support
converson

Organizations using ASC X12 enhanced data must do so with prior agreements
brokered by DLMSO

A.3. TRANSLATION SOFTWARE
A.3.1. Trandation Software

In the DLSS environment, data are exchanged in a series of more than 400 fixed-length 80-
position record transactions. To generate these transactions, Component logistics systems
extract data from the gppropriate module, format the record, and pass it through DAAS. The
recipient then edits and formats it into the receiving gpplication system.

Trangtioning to ASC X 12 requires a change in the process of generating transactions. Aswith
DLSS, transaction datawill be extracted from the logistics application system; however, rather
than being put into the “card” formats, the datawill be placed into an interim format (known as a
UDF). Thisformat isfed into COTS EDI trandator software at either the generating Ste or
within the DoD logistics EB/EC infrastructure. The EDI trandator converts datato the ASC
X12 format and sendsit to DAAS. The trandator also performs a number of other functions,
induding maintaining telecommunications
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data, archiving messages, and processing errors. Figure A-1 isageneric drawing of the
extraction/trandation process typicaly used in the commerciad EDI environment. Theinterface
software operates on the same hardware platform as the application system. The trandation
software operates on the same or smaler hardware platform at the same facility.

Figure A-1. Processing Data from Component Legacy System
to Transmitting in ASC X12 Format
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Combinations of loading Component application systemsin COTS database systems and using
newer mapping/trandation products diminate the need to create UDFs. The mapping programs
can extract the database tables, map and edit, and convert data directly into an ASC X12
format (see Figure A-2).

Figure A-2. Processing Data from Component Database Application
to Transmitting in ASC X12 Format
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A.3.2. Software Selection

EDI trandation software automates the process of transforming Componert datainto ASC X12

formats for sending and receiving data. A wide variety of commercid trandation softwareis

avallable for Componentsto sdect from. Criteriathat can affect the choice of trandator include:
Volume and variety of transactions to be exchanged

Specific functiond features to be included (e.g., communication module, security)

A-5 Operating Concepts and Considerations



Appendix A

Hardware and operating systems for the trandation software to operate on
Type of software used for the associated logistics application systems

The past few years have seen changesin the capabiilities and relationships between commercid
database systems and trandators. The development of powerful “any-to-any” mapping
software with specific ASC X 12 modules has dramaticaly changed the EDI trandation process.

A.3.3. Trandation Software Distribution

Components can adopt any of three scenarios (or a combination of the three) for deploying
trandation software suites and associating them with various logistics gpplication systems.
These scenarios are:

Establish “regiond” trandation centers to gather data converted into UDFs or other
formats from severd “nearby” facilities

Physicdly locate the trandation software in proximity to the gpplication system

Provide application data in an agreed-upon format to DAAS or aDEBX and rely on
them to trandate the data
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These options are depicted in Figure A-3. Sdlecting and placing the most cost-€effective
trandation software and hardware and telecommunications hardware and software will vary by
Component and Site. The exigting environment and planned EDI exchanges with industry and
ASC X12 operations will have to be andlyzed in detail prior to making a decision.

Figure A-3. Alternative EDI Trandlation Scenarios
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Notes:
a. Alternative 1 Component operates aregional EDI translation suite that supports
numerous
nearby activities with moderate to low transaction volumes.
b. Alternative 2 activity with one or more high volume applications uses an on-site EDI
translation suite.
c. Alternative 2a activity with one or more high volume applications uses a modern
database tool and a mapping/EDI translation tool.
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In generd terms, the closer the trandation software is physicaly to the gpplication system and
supporting technical and functiona staff, the easier it is to manage the operation.

A.4. TRANSACTION ROUTING

DAASC and DEBX will be central hubs and Component centers for ASC X12 transmissons.
This section identifies gpecific congderations for routing transactions.

A.4.1. Routing Functions
DAAS will make copies of transactions and route them to recipients according to DLMS

procedures. DAAS can support additiona specidized standard routingsif DAASC and the
participating activities mutualy agree. In addition, Components and participating civil agencies
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can establish thair primary routing link to DEBX, which in turn will forward transactions to
DAASC for logigtics processing. Figure A-4 depicts this routing scheme.

Figure A-4. Overview of ASC X12 Participants and Transaction Routing
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Note: DAAS can connect to commercial logistics trading partners either directly or
through

A.4.2. Connectionsto Commercid Trading Partners

DAAS and DEBX provide tdecommunications connectivity to commercia trading partners.
Many commercid firms go through third-party organizations called VANs. Commercia VANSs
gtore and forward mailbox and ancillary components that in the commercid world are Smilar to
the respongbilities of DAASC and DEBX. DAAS and DEBX are connected to many VANS
and will connect to others as needed. DAAS and DEBX will dso connect directly with
individud trading partners as requested if the business case indicates the direct connection to be
the most effective (both cost and support).

A.5. OPERATIONAL CONSIDERATIONS

The following paragraphs discuss additiona operationa considerations.
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A.5.1. Processing

ASC X12 brings new capabilities for exchanging and accessing inter-Component data. These
capabilities provide an opportunity to revise fundamenta principles and assumptions about sent
and received data. The following basic principles should guide Components as they modernize
systems and incorporate ASC X 12 capabilities:

Edit at origin. Extensve editing and checking capabilities should be designed into new
goplication interface programs - to ensure both outbound and inbound data comply with
DLMS businessrules

Eliminate unnecessary data. To support the mixed-DLSSASC X12 environment a
large amount of transaction datais repeated - new systems should not be devel oped
with these data e ements as part of the system

Transaction set size limits DLMSwill employ amaximum of one million characters
for trandating, processing, and storing - Components must review their data- processing
cagpabilitiesto determine if alower number isrequired

A.5.2. Security Safeguards

ASC X12 implementation security safeguards shal be such that transactions and logistics
information systems maintain the gppropriate level of accountability, availability, access control,
confidentidity, integrity, and non-repudiation based on misson criticality, classfication, or
sengtivity of transactions being handled. This effort will lead to increased and more reedily
available security capabilities throughout the federal EB/EC (EDI and web-based) architecture
and will comply with the EB/EC information assurance architecture.

A.5.3. Unique-Transaction Data

The Components Centra Design Activities (CDAS) have long recognized DL SS limitations and
have designed, programmed, and operated Component programs and transactions to meet
evolving logistics requirements. Mogt of the older Component-unique transactions are DLSS
like fixed-length 80-record positions and are routed through DAAS. Many new Component-
unique transactions use diverse variable-length formats and bypass DAAS. The number of
formats and transactions processed independent of DAAS is unknown. To ensure uniformity of
ASC X12 implementation and to provide management oversight, DLM SO, in conjunction with
the Components will collect and document those data and unique data e ements carried in
DLSS transactions. As Components modernize and upgrade their logistics systems, unique-
transactions/data will be integrated into the DLM S process.
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A.6. WEB OPERATIONSAND OTHER TECHNOLOGIES

The Internet and the World Wide Web (WWW) are generating new techniques for transmitting
and displaying data. These include Hypertext Mark-up Language (HTML) and eXtensible
Mark-up Language (XML). Other forms of technologies are being deployed, such as
automatic identification technology (AIT), which include smart cards, bar codes, and radio
frequency tags. DLMSO and the Components must work with the proponents of the emerging
technol ogies to ensure consstency with and incluson in the DLMS.

A7. SUMMARY

This concept of operations will evolve as Component requirements are identified and
coordinated. The degree and timing of this evolution will be dependent on individua
Component implementation plans.
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APPENDIX B CORPORATE INFRASTRUCTURE
ARCHITECTURE

B.1. INTRODUCTION

This implementation architecture is a subset of the Defense Information Infrastructure (DI1), the
GCSS, is based on the DIl Common Operating Environment (COE),* and fully complieswith
the DIl COE standards. The DoD EB/EC architecture is comprised of two evolving
infrastructures. the DISA EB/EC infragtructure and the DAASC EB/EC infrastructure. This
appendix provides an overview of the architecture and infrastructures.

B.2. DoD EB/EC ARCHITECTURE

Two recent DoD documents address DoD’ s policy and strategic plan for implementing EB/EC.
The first document is DoD CIO Guidance and Policy Memorandum No. 2-8190-031190 -
Defense-wide Electronic Business/Electronic Commer ce; the second is the DoD Electronic
Business/Electronic Commerce (EB/EC) Strategic Plan.

Under the CIO memorandum, it is DoD poalicy to “Describe and adhere to an EB/EC
architecture (including operationd, systems, and technical views) developed in compliance with
DoD's Command, Control, Communications, Computers, Intelligence, Surveillance, and
Reconnaissance (C4ISR) Architecture Framework.” 3! Further, JECPO is required to
“Develop for DoD ClO gpprova an overarching EB/EC architecture to include operationd,
system, and technical views in accordance with the C4ISR framework.”** JECPO is tasked to
ensure that “architecture views reflect improved, reengineered, and integrated business
processes.”

DoD ensuresthat interna architectures can be integrated with one another. Three views by
which an architecture can be described are:

¥ DI COE; Configuration Management Plan, Version 2, April 1, 1998; an electronic copy is available at:
http://dod-ead.mont.disa.mil/cm/general/cmrev2.pdf.

31 03D, C41SR Architecture Framework, Version 2, December 18, 1997;an electronic copy is available at:
http://www.c3i.osd.mil/org/cio/i3/AWG_Digital_Library/pdfdocs/fw.pdf.

¥ DoD CIO Guidance and Policy Memorandum No. 2-8190-031190; op. cit.
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Operational View. Description of the tasks and activities, operationd dements, and
information flows required to do or support an operation

Systems View. Description, including graphics, of systems and interconnections
providing for, or supporting, DoD busness functions

Technical View. Minimd set of rules, governing the arrangement, interaction, and
interdependence of system parts or elements, for ensuring that a conformant system
satisfies a specified set of requirements

Figure B-1isahigh-leve view of the operational, systems, and technica architecture. DISA
and JECPO are using these views to develop the evolving EB/EC architecture. Refer to the
DoD EB/EC Architecture Version 3.0 (draft)® for details.

Figure B-1. DoD EB/EC Architecture Views
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¥ DoD EB/EC Architecture Version 3.0. An electronic copy is available at:
http://eblibrary.hg.dla.mil/ebec_arch/index.html .
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Figure B-2 provides a different perspective by identifying systems and other elements of the
EB/EC architecture, which indude dternative technologies that will fill logistics information
exchange needs outside the transactiond exchange environment. Figure B-2 reflects agrowing
requirement to address Web interfaces and the interface with legacy systems and trading
partnersusing EDI.

Figure B-2. DoD EB/EC Architecture (Systems View)
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B.3. DoD EB/EC INFRASTRUCTURE ENVIRONMENT

The evolving EB/EC infrastructure required to support the DLMS-to-DLSS and DL SS-to-
DLMS conversion requirementsiis based on the existing DoD EDI infragtructure. Figure B-3is
ahigh-level view of the current EB/EC infrastructure with afocus on the EDI transaction
exchange infrastructure required for logigtics. This infrastructure supports both the pass-through
of dready trandated EDI transactions as well as trandation services for inbound and outbound
transactions. As DoD and JECPO work to refine the infrastructure, DLM SO will coordinate
DLMS-related requirements with the Component focal points and will work with DAASC,
DISA, JECPO, and the Components to ensure the requirements are fulfilled.

Figure B-3. Logistics Trandlation Capability
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B.3.1. DISA EB/EC Infrastructure

The DISA EB/EC Infrastructure (ECI) is the combination of software, hardware, and
communication components that support EB/EC within DoD, the Federd Government, and
between the Government and private sector. The principal components of the existing ECI are
DEBX, the Centra Contractor Registration (CCR), the DoD gateways (GWSs), non-DoD
GWs, the DI, and commercid VANSs. The DEBX enhances ECI by:

Providing rigorous end-to-end accountability of transactions and transaction sets, with
no single point of fallure that could cause loss or non-ddivery of data

Providing the required automation to process high-volume production informetion,
including periodic automated reconciliation mechanisms to ensure that no deliveries are
missed

Implementing abasic archivd capability

Providing basic re-tranamission and recovery as well as status monitoring
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Providing automated natification of communication falure/restore and providing status
monitoring
Thisinfragtructure provides a single entry point for industry with DEBX providing store and
forward services and an audit trail of transactions. Figure B-4 graphicaly portraysthis
infragtructure:

Figure B-4. DISA EB/EC Infrastructure
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The current DEBX conssts of two separate sites, Ogden, Utah and Columbus, Ohio. While
the gites share hardware components that alow them to interoperate, the communications
hardware configurations differ due to the unique requirements of their repective facilities. The
DEBX interacts with various systems to facilitate the interchange of ASC X 12 transactions.
These interactions are depicted in Figure B-5. The DEBX interfaces with Component AlSs
that perform one or more functiona gpplications such as procurement, contract management,
inventory, maintenance, trangportation, and supply operations and/or management. An AlS
may exchange datain ASC X12 format or in UDFs. Those that exchange datain UDFswill
require trandation services from a GW or DEBX. The AlS normdly communicates with its
DaD or federd GW to exchange datain UDF format. However, there are some exceptionsin
which GW services, such astrandation, are performed a the AlS.

The NIPRNET and the Asynchronous Transfer Mode (ATM) network provide the ECI
communications backbone. Each DEBX loca area network (LAN) isdirectly connected to a
NIPRNET corerouter. Because the communication servers, which control the modem banks,
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are connected to the local LAN, they can be accessed by remote DEBX as well as by the loca
DEBX. Any user with Internet access has the potential of connecting to the ECI. In addition,
DEBX dso interfaces with EDI VANSs and routes ASC X12 formatted transactionsto VANs
and vice versa

Figure B-5. DISA EB/EC Infrastructure Components
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B.3.2. DAAS EB/EC Infrastructure

In addition to supporting the developing DLMS environment, the DAAS infrastructure has been
developed to support the EDI needs of the full range of EDI transactions exchanged between
DoD, avil agencies, and security assistance countries and their trading partners. This
infrastructure interacts with other logistics infrastructures to ensure that DoD's data access needs
are met, and aso interacts with the DoD EB/EC architecture and DISA EB/EC infrastructure
for multiple  EDI production programs.

The DAAS EB/EC infrastructure was devel oped to meet both the current and anticipated
requirement for alogistics information infrastructure that can operate fully between the
government, DoD, and itstrading partners. The trading partners may be either interna to DoD
or externd commercid activities and foreign countries. DAAS is compaosed of two Stes located
at Dayton, Ohio and Tracy, Cdifornia providing 100% backup capability as required. The
DAAS has been designed to support awide range of emerging EB/EC business practices and
interfaces. Figure B-6 graphicaly portrays the infrastructure. The DAAS provides EB/EC
capabilitiesincluding trandation, storefforward of messages, routing, file management, recovery
of transactions, and statistics generation. Both Sites are protected by firewalls and can provide
dataencryption if required by government and/or commercid trading partners. The DAAS a0
provides end-to-end support of severa prime vendor initidivesin the government, functioning
asafull service DoD VAN for the military cusomers. The DAAS can provide this capability to
prime vendors if requested by the functiona sponsor.
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Figure B-6. DAASEB/EC Infrastructure
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The DAAS infrastructure can interact with other logistics sysemsto meet DoD logigtics data

exchange and data access needs. Thisinteraction consgsts of the connections displayed in

Figure B-7. The DAAS interfaces enable DoD to receive, edit, route, and collect awide range
of logigtics dataiin various dectronic formats. The data are then incorporated into interactive
databases that provide current information, in detall or rolled up formats, to usersat dl levels of

the DoD logistics process.

Figure B-7. DAASEB/EC Infrastructure Components
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B.4. SUMMARY

This appendix provided ahigh-level architectura overview and portrayed the corporate
infrastructure framework required to support ASC X 12 implementation.
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APPENDIX C IMPLEMENTATION RESPONSIBILITIES,
ACTIONS, AND MILESTONES
Number | Responsible Action Reference Milestone
Activity
1 DUSD(L) Issue policy for ending non-critical changesto | Sec 1, paral1.6. (3° Complete
DL SS transactional exchanges. bullet)
AppCTab1l#4
2 DUSD(L) Issue policy for the management and Sec 1, para1.6. (2™ 40QFY00
administration of |ogistics data. bullet)
App CTab 1#16
3 DUSD(L) Transition the DoD Y 2K database to become Sec 1, parald. Complete
the standard logistics systems database to Sec 2, para2.l.
support logistics systems modernization and Sec 2, para2.3.2.
ASC X12 implementation. App C Tab 1 #25
AppF, paraF.1.
4 DUSD(L) Issue policy for logistics systems Sec 1, paral.6. (1¥ 4QFY00
modernization. bullet)
App C Tab 1#29
5 JECPO Report implementation progress to Deputy Sec 2, para2.3.3 Quarterly
CIO, Director, Defense Reform Initiative, and App D Tab 2. para
LIB. 6.24
AppCTab 1#12
6 JECPO Develop draft organizational structure, in Sec 1, paral6. (5" 3QFY00
coordination with DUSD(L), which supports bullet)
ASC X 12 implementation and sustainment. App C Tab 1 #10
7 JECPO Review EDISMC and DLMS PRC functional Sec 4, para4.6. 3° 3QFY00
working group processes and eliminate item
redundancies between them. App CTab 1#44
8 JECPO Develop and publish, in coordination with Sec 1, paral.2. 4QFYQ0
DLMSO, and present to DUSD(L) aplan of Sec 4, parad.4.
action and milestones (POA& M) for adopting | App C Tab 1 #45
new EB/EC capabilities that support logistics
data exchanges.
9 JECPO Develop and publish, in coordination with Sec 1, para1.6. (4" 4QFY00
DUSD(L), acommon operational architecture bullet)
to support the DLSS to ASC X12 migration Sec 3, para3.2.3.
(include DAAS and DEBX operational App B, paraB.2.
relationships). App CTab 1#28
10 LCM Develop, for LI1B approval, a mechanism for Sec 4, para4.6. 6" 4QFYQ00
funding approved DLM S change proposals. item
App C Tab 1#50
1 DLMSO Develop, in coordination with DoD and Sec 1, para1.6. (3¢ Complete
Components, a policy memorandum for bullet)
DUSD(L) signature to end non-critical changes | App C Tab 1 #3
to DL SS transactional exchanges.
12 DLMSO Develop, publish, and execute a POA&M for Sec 4, para4.6. 5" Ongoing
leveraging the L1B to oversee progress of item
DLMSimplementation. App CTab 1#23
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Number | Responsible Action Reference Milestone
Activity
13 DLMSO Develop, in coordination with the Sec 4, para4.6. (2™ 3QFY00
Components, a screening process for itemn)
€eliminating pending non-critical DLSS AppCTab1#6
changes.
14 DLMSO Develop, publish, and execute a POA&M for Sec 1, paral.2. 3QFY00
validating (adding to or deleting) Component Sec 3, para3.1.
and DoD *100 enhancement” requirements. Sec 3, para3.3.1.
Sec 3, para3.3.8.
AppCTab1#9
15 DLMSO Develop, publish, and execute a POA& M for Sec 3, para3.2.2. (4" 3QFYQ0
providing centralized | ogistics data bullet)
administration and management as part of the | Sec 3, para 3.3.6.
ASC X12 implementation. AppCTab 1#14
16 DLMSO Develop and publish, in coordination with Sec 1, paral.6. (6" 40QFY(00
DUSD(L), common logistics IC configuration bullet)
management procedures for inclusionin Sec 4, para4.3. (1%
regulatory guidance. itemn)
App C Tab 1#46
17 DLMSO Update and promulgate in DoD 4000.25-M Sec 3, para3.2.2. 4QFYQ0
PRCs and TRC ASC X 12 implementation (5", 6", 7th bullet)
responsibilities. Sec 3, para3.2.4.
App C Tab 1 #47
18 DLMSO Develop and publish ASC X12 training Sec1, paral.6. (9" 3QFYQ00
guidance (availability, opportunity, bullet)
procedures, etc.). Sec 3, para3.2.2.
(12" bullet)
Sec 3, para3.3.2.
App CTab 1#26
19 DLMSO Develop, publish, and execute a POA&M for Sec 1, paral.6. 3QFY00
capturing and maintaining corporate costing | (9" & 10" bullet)
data (pilot programs, conversion, training, Sec 3, para3.4.
testing, etc.). AppCTab1#8
20 DLMSO Update and promulgate in DoD 4000.25-M Sec 1, paral.6. (6" 4QFY 00
DLMS involvement with non-DoD bullet)
participating agencies and external standards | Sec 3, para3.2.2.
bodies. (13" bullet)
Sec 4, para4.2.3.
AppCTab 1#24
21 DLMSO Develop and promulgate in DoD 4000.25-M Sec 3, para3.3.1. 4QFY (00
procedures for revising business practices (3 bullet)
such as unique-item tracking. App CTab 1#22
2 DLMSO Develop, publish, and execute a POA&M for Sec 3, para3.3.1. 3QFY00
eliminating redundant and outdated DL SS (2" bullet)
data. AppCTab1#34
23 DLMSO Develop, publish, and execute a POA& M for App A, paraA.2.5. 4QFYQ0
evaluating use of security tools, asthey App C Tab 1#20
become available.
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Number | Responsible Action Reference Milestone
Activity
24 DLMSO Develop, publish, and execute a POA&M for Sec 4, para4.6. 4QFY (00
reinvigorating the DLM S business rules AppCTab1#43
change processes.
25 DLMSO Develop and publish, in coordination with Sec 3, para3.3.4. 40QFY00
JITC, ASC X12 testing guidance (avail ability, App C Tab 1#27
opportunity, procedures, etc.).
26 DLMSO Develop, publish, and execute a POA& M for Sec 4, para4.6. (4" 3QFYQ0
approving critical 1C modifications pending item)
federal approval. App C Tab 1#49
27 DLMSO Develop, publish, and execute a POA& M for Sec 2, para2.3. 4QFY 00
coordinating, synchronizing, and providing Sec 3, para3.2.2. (8"
common user implementation support services. | bullet)
App C Tab 1#38
28 DLMSO Develop and publish an ASC X12 technical Sec 3, para3.2.3. 4QFY 00
implementation procedures gui de/handbook App CTab 1#32
that focuses on the program manager level
(include the DAASC/DEBX relationship/
services offered).
29 DLMSO Update and promulgate in DoD 4000.25-M Sec 3, para3.3.7. 4QFY 00
procedures for collecting, sharing, and Sec 3, para3.2.2.
resolving implementation issues and problems | (11" bullet)
among Components. Identify which PSAswill | App C Tab 1#35
resolve specific issues.
30 DLMSO Evaluate use of XML withinthe DLMS. App A, paraA-7 4QFY (00
App CTab 1#42
31 DLMSO Develop and publish, in coordination with Sec 2, para2.3.3. 1QFY01
Components, semiannual implementation Sec 3, para3.2.2. (9"
status reporting requirements. bullet)
App CTab 1#31
32 DLMSO Develop, publish, and execute a POA& M for Sec 3, para3.3.1. (5" 4QFY (00
consolidating and standardizing “ Component- | bullet)
unique” transactions and data. AppA, paraA.5.3.
App CTab 1#33
3 DLMSO Update and promulgate, in coordination with Sec1, paral.l. 1QFYO0L
the Components, in DoD 4000.25-M a*“future | Sec4, para4.3., 4.4.
DLMSO” concept of operationsto include App C Tab 1#48
management of other EB/EC capabilities.
A DLMSO Develop and publish, in coordination with Sec 3, para3.2.2. (8" 4QFY01
OSD and Components, a composite bullet)
implementati on/phasing schedule for systems | Sec 3, para3.3.1
and common reguirements. App C Tab 1#39
35 DLMSO Develop, publish, and execute a POA& M for Sec 3, para3.2.2. 2QFY01
reinvigorating inter-Component logisticsdata | (2™ bullet)
exchange partnershipsand includein update/ | App C Tab 1#51

promulgation to DoD 4000.25-M.
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Number | Responsible Action Reference Milestone
Activity
36 DLMSO Develop, publish, and execute a POA&M for Sec 3, para3.2.2. 2QFY01
including other DoD business functionsin the | (14" bullet)
ASC X12 implementation process (e.g. Sec 3, para3.3.1. (4"
mai ntenance and munitions). bullet)
App CTab 1 #52
37 DLMSO Develop, in coordination with DoD and Sec 1 paral6. (3¢ 2QFY00
Components, apolicy memorandum for bullet)
DUSD(L) signaturefor centralized logistics App C Tab 1#15
data administration and management program.
38 DAASC Replace proprietary conversion programswith | Sec 1, para1.6. (8" 20QFY01
an “any-to-any” program mapping capability bullet)
maintaining proprietary conversion programs | Sec 3, paraA.3.2.3.
during replacement. Sec 4, parad.2.4.
App A, paraA.3.1.
App A, paraA.2.6.
App C Tab 1#19
39 DLMSO/ Develop, publish, and execute, in coordination | App A, paraA.2.5. 4QFY01
DISA/DAASC | with Components, aPOA&M for use of AppCTab 1#21
compression and encryption software for
| ogistics data.
40 DLMSO/ Develop, publish, and execute aPOA&M for | Sec 1, paral.6. (7" 4QFY01
DISA/DAASC | monitoring and maintaining logistics data bullet)
(conversion) quality, within Component Sec 3, para3.2.3.
systems, during ASC X 12 implementation. Sec 4, parad.2.4.
App A, paraA.2.6.
App C Tab 1 #37
41 DLMSO/ Develop, publish, and execute a POA& M for Sec 1, para1.6. (10" 4QFY01
DISA/DAASC | integration testing of Component systems, bullet)
during ASC X 12 implementation, into the Sec 3, para3.3.5.
corporate level transaction process. App CTab 1#36
12 Components | Replace DLSSwith ASC X12 transaction Secl, paralb.2. Ongoing
exchanges as the standard for new, Sec 2, para2.2.
replacement, and systems under going major Sec 2, para2.3.1. (1%
maodifications/process improvements. bullet)
AppCTab1#11
43 Components | Designate and report to DLM SO asingle Sec 2, para2.3.1. 2QFY Q0
organization to oversee migrationto ASC X12. | App C Tab 1 #17
AppF, paraF.2.1.
44 Components | End submission of non-critical changes to Sec 2, para2.3.1. (1% 3QFY00
DLSS. bullet)
AppCTab1#5
45 Components | Develop, publish, and execute a POA&M for Sec 2, para2.3.1. (6" 40QFY00
managing third-party partnerships. bullet)
App C Tab 1#30
App F, paraF.2.1.
46 Components | Develop and publish, in coordination withthe | Sec1, paral.l. 4QFY 00
JECPO-chartered IPT, Component approved Sec 2, para2.3.2.
ASC X12 implementation plans. App CTab 1#78
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Number | Responsible Action Reference Milestone
Activity
47 Components | Estimate, as part of implementation planning Sec 2, para2.3.1. (7" 4QFY (00
requirements, common corporate service bullet)
requirements. App CTab 1#77
AppF, paraF.2.3.
48 Components | Define the management processto identify App C Tab 1#60 40QFY00
additional business functions that could AppF, paraF.2.2.
benefit by conforming to ASC X12.
49 Components | Define the management process that ensures, | App C Tab 1 #55 4QFYQ0
new, replacement, systems undergoing major AppF, paraF.2.2.
modifications, or under development, will
employ ASC X 12 for transaction exchange.
50 Components | Array by implementation date, new systems App CTab 1#57 4QFYQ0
that will employ ASC X 12 for transaction App F, paraF.2.2.
exchange, by quarters.
51 Components | Array legacy systems using the Y 2K database. | App C Tab 1 #56 4QFYQ0
App F, paraF.2.2.
52 Components | Identify and array systems by implementation | App C Tab 1#58 4QFY 00
dates/by quarter, that will be replaced or App F, paraF.2.2.
modernized to employ ASC X 12 for transaction
exchange.
53 Components | Identify the status of systemsthat: will not App C Tab 1#59 4QFY (00
use transactional exchange; are being phased | AppF, paraF.2.2.
out and not replaced; or will be modernized
using other EB/EC capahilities.
%) Components | Identify and discuss, as part of implementation | Sec 2, para2.3.1. (5" 4QFY 00
planning, additional business functions that bullet)
could benefit by conforming to ASC X12. App A, paraA 5.3.
App CTab 1#61
App F, paraF.2.2.
55 Components | Identify and discuss Component-unique AppA, paraA.5.3. 4QFY (00
transactions/data not included inthe DLM S App C Tab 1#62
process, and plans for working with DLM SO App F, paraF.2.2.
to transition unique transactionsto ASC X12.
56 Components | Identify and discussthe translation software App A, paraA.3.3. 40QFY00
distribution scenario to be used during ASC App C Tab 1#63
X12 implementation. AppF, paraF.2.3.
57 Components | Identify and discuss translation management App A, paraA.3.3. 4QFYQ0
interfaces currently in place between App C Tab 1#76
DAAS/DEBX and the Component. AppF, paraF.2.3.
58 Components | Forecast future corporate translation AppCTab 1#54 4QFY Q0
reguirements. App F, paraF.2.3.
59 Components | Identify and discuss software testing Sec 3, para3.3.5. 4QFYQ0
management strategy for modernizing legacy App C Tab 1 #65
systems or bringing anew system online. App F, paraF.2.3.
60 Components | Forecast future external corporate testing App C Tab 1 #66 4QFY00

reguirements for the Corporate Implementation
Plan.

AppF, paraF.2.3.
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Number | Responsible Action Reference Milestone
Activity
61 Components | Identify and discussstrategy for defining and | Sec 3, para3.3.2. 4QFY (00
identifying DLMS and ASC X12 training App CTab 1#68
requirements. AppF, paraF.2.3.
62 Components | Identify and discuss strategy to ensure DLMS | App C Tab 1 #69 40QFY00
and ASC X 12 training courses are App F, paraF.2.3.
incorporated into Service schools and training
materials.
63 Components | Forecast future training requirements for the App CTab 1#70 40QFY00
Corporate |mplementation Plan. App F, paraF.2.3.
Components | Identify and discuss costs that will beincurred | App C Tab 1#71 4QFYQ0
as aresult of implementing ASC X12. AppF, paraF.2.4.
Components | Identify and discuss key implementation Sec 2, para2.3.3. 2QFY0Y/
issues and discuss how they will beresolved. | App C Tab 1#72 Ongoing
App F, paraF.2.5.
66 Components | Identify and discuss concept of operations App CTab 1#73 4QFY 00
and EB/EC architecture. App F, paraF.2.6.
67 Components | Identify and discuss risk and risk mitigation AppCTab 1#74 4QFY (00
factorsrelating to successfully implementing App F, paraF.2.6.
ASC X12.
68 Components | Identify and discuss Component App CTab 1#75 4QFY 00
implementation plan responsibilities, actions, App F, paraF.2.6.
and milestones.
69 Components | Provide asemiannual ASC X12 implementation | Sec 2, para2.3.3. 20FY01/
status report to DLM SO. App C Tabl 1 #40 Ongoing
70 Components | Assistinidentifying and developing policies Sec 2, para2.3.1. Ongoing
and guidance to effect use of ASC X12 (2" bullet)
standards. AppCTab 1#18
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Appendix C, Tab 1
ADOPTION OF COMMERICAL ELECTRONIC DATA INTERCHANGE STANDARDS
IMPLEMENTATION RESPONSIBILITIES, ACTIONS, AND MILESTONES

2000 2001 2002 2003 2004
ID |Task Name Qr2]Qur3[Qur4fQuifQu2fQu3fQr4fQtri|Qr2|Qr3|Qr4]Qr1|Qtr2]|Qtr3|Qtr4[Qtr 1 [Qtr2 [Qtr3[Qtr4[Qtr1[Qtr2[Qtr3
1 |OSD approve Corporate Plan
, 04/14

2 [Implement Policy to end DLSS changes Implement|Policy to end DLSS changes
3 DLMSO draft policy memorandum for DUSD(L&MR)

(App C #11) 10/04
4 DUSD(L&MR) approvelissue policy (App C #1)

*

5 Components end submission of changes to DLSS (App

C #44) 4 06/30
6 DLMSO/Components develop non-critical DLSS change -

screening process (App C #13) 04/01 === 06/30
7 |Manage implementation of ASC X12 Manage implementation of ASC X12

09/30 g 'l 09/30

8 DLMSO develop/execute POA&M to capture & maintain

corporate cost data (App C #19) 09/30 09/30
9 DLMSO develop/execute POA&M to validate DLMS "100

enhancements” (App C #14) 05/02 =—— 09/30
10 JECPO draft organizational structure to sustain ASC X12

(App C #6) 03/01 =—— 06/30
11 Components replace DLSS with ASC X12 transactions

(App C #42) 10/02 09/30
12 DLMSO report implementation progress quarterly to

Deputy CIO & Dir, Defense Reform & LIB (App C #5) 04/02 T 09/30
13 Implement centralized data management & lement centralized data management & administration policy

administration policy 11/01 | " 06/30Q
14 DLMSO develop/execute POA&M for centralized

logistics data administration program (App C #15) 02/01 C— 06/30
15 DLMSO draft centralized data management/admin
policy memorandum for DUSD(L&MR) (App C #37) 11/01 12/15
16 DUSD(L&MR) approvel/issue policy (App C #2)
12/15 05/12
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ADOPTION OF COMMERICAL ELECTRONIC DATA INTERCHANGE STANDARDS
IMPLEMENTATION RESPONSIBILITIES, ACTIONS, AND MILESTONES

2000 2001 2002 2003 2004

ID |Task Name Qr2]Qur3[Qur4fQuifQu2fQu3fQr4fQtri|Qr2|Qr3|Qr4]Qr1|Qtr2]|Qtr3|Qtr4[Qtr 1 [Qtr2 [Qtr3[Qtr4[Qtr1[Qtr2[Qtr3
17 Components designate & report to DLMSO a single ASC

X12 oversight organization (App C #43) & 05/12
18 Components assist in identifying/developing ASC X12

policies/guidance (App C #70) 04/03 ¢ 09/30
19 DAASC replace proprietary conversion programs with

"any-to-any" capability (App C #38) 01/03 ¢t 1 03/30
20 DLMSO develop/execute POA&M to evaluate security

tools (App C #23) 03/31 B=————33 09/29
21 DLMSO/DAASC/DISA develop/execute POA&M for use

of compression/encryption software (App C #39) 04/04 T 09/29
22 DLMSO develop DoD 4000.25-M procedures for revising

business practices (App C #21) 05/01 =——| 09/29
23 DLMSO develop/execute POA&M to leverage LIB

oversight (App C #12) 10/05 —————————1 05/30
24 DLMSO update DoD 4000.25-M addressing external

standards bodies (App C #20) 05/01 =—— 09/29
25 DUSD(L&MR)LSM transition Y2K logistics system

database to DLMSO (App C #3) &> 02/01
26 DLMSO publish ASC X12 training guidance (App C #18)

01/04 ——— 05/15
27 DLMSO publish ASC X12 testing guidance (App C #25)
07/03 == 09/29

28 JECPO publish common operational architecture to

support DLSS to ASC X12 (App C #9) 01/04 ——————————1 09/29
29 DUSD(L&MR) issue logistics systems ASC X12

modernization policy (App C #4) & 09/28
30 Components develop/execute POA&M for managing 3d

party logistics partnerships (App C #45) 03/31 /) 09/29
31 DLMSO publish semiannual implementation status

reporting requirements (App C #31) 08/01 —— 03/30
32 DLMSO publish ASC X12 technical implementation

procedures guide/handbook (App C #28) 02/01 1| 09/29
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ADOPTION OF COMMERICAL ELECTRONIC DATA INTERCHANGE STANDARDS
IMPLEMENTATION RESPONSIBILITIES, ACTIONS, AND MILESTONES

2000 2001 2002 2003 2004

ID |Task Name Qr2]Qur3[Qur4fQuifQu2fQu3fQr4fQtri|Qr2|Qr3|Qr4]Qr1|Qtr2]|Qtr3|Qtr4[Qtr 1 [Qtr2 [Qtr3[Qtr4[Qtr1[Qtr2[Qtr3
33 DLMSO develop/execute POA&M to standardize

Component-unique transactions/data (App C #32) 02/01 =———— 3 09/29
34 DLMSO develop/execute POA&M for eliminating

redundant/outdated DLSS data (App C #22) 02/01 =——— 06/30
35 DLMSO update DoD 4000.25-M guidance for resolving

implementation issues (App C #29) 02/01 ——————( 09/29
36 DLMSO/DAASC/DISA publish/execute POA&M for

Component corporate ASC X12 testing (App C #41) 03/31 ¢ ) 09/28
37 DLMSO/DAASC/DISA develop/execute POA&M to

maintain logistics data conversion quality (App C #40) 04/03 C———— 09/29
38 DLMSO develop/execute POA&M for corporate

implementation support services (App C #27) 06/15 =—=—3 09/30
39 DLMSO publish composite DoD systems/services

implementation/phasing schedule (App C #34) 10/02 ——— 03/30
40 Components report semiannual ASC X12 implementation

status to DLMSO (App C #69) 04/01 ¢ 09/30
41 |Reinvigorate DLMS business change process Reinvigorate DLMS business change process

10/05 4 'y 03/30
42 DLMSO evaluate use of XML within DLMS (App C #30)
10/05 1 07/81

43 DLMSO develop/execute POA&M to reinvigorate DLMS

business rules change processes (App C #24) 02/01 =—— 09/29
44 JECPO review EDISMC/DLMS PRC functional work

groups to eliminate redundancies (App C #7) 03/13 /—— 06/30
45 JECPO develop/execute POA&M for adopting new

EB/EC data exchange capabilities (App C#8) 03/31 =——— 09/29
46 DLMSO publish common logistics IC configuration

management procedures (App C #16) 03/13 3 06/30
47 DLMSO update DoD 4000.25-M PRC/TRC ASC X12

implementation responsibilities (App C #17) 03/31 =——— 09/29
48 DLMSO publish DoD 4000.25-M "future DLMSQO" concept

of operations (App C #33) 03/31 C———— 09/29

T1-3




Appendix C, Tab 1
ADOPTION OF COMMERICAL ELECTRONIC DATA INTERCHANGE STANDARDS
IMPLEMENTATION RESPONSIBILITIES, ACTIONS, AND MILESTONES

0414 Qg 10/16

2000 2001 2002 2003 2004
ID |Task Name Qr2]Qur3[Qur4fQuifQu2fQu3fQr4fQtri|Qr2|Qr3|Qr4]Qr1|Qtr2]|Qtr3|Qtr4[Qtr 1 [Qtr2 [Qtr3[Qtr4[Qtr1[Qtr2[Qtr3
49 DLMSO develop/execute POA&M for approving critical
IC modifications pending approval (App C #26) 03/13 == 05/19
50 LCM develop LIB approved funding mechanism for
approved DLMS changes (App C #10) 11/01 ¢ 09/29
51 DLMSO develop/execute POA&M to reinvigorate
inter-Component exchange partnerships (App C #35) 10/02 ——— = 03/30
52 DLMSO develop/execute POA&M for including other
DoD business functions (App C #36) 10/02 /————— 03/30
53 |Components develop individual implementation plans Components develop |ndividual implementation |plans
03/31 4N 'y 09/30
54 Forecast future corporate translation requirements (App
C #58) 04/14 3 10/16
55 Define the management process to ensure systems
employ ASC X12 (App C #49) 04/14 CT—H06/13
56 Array legacy systems using the Y2K data base (App C
#51) 06/13 ¢C 1 10/13
57 Array, by implementation date, new systems that will
use ASC X12, by quarter (App C #50) 06/13 ¢C 1 10/13
58 Identify & array systems to be replaced/modernized with
ASC X12, by quarter (App C #52) 06/13 ¢ 1 10/13
59 Identify status of systems that will not use ASC X12; or <
replaced/phased out/modernized (App C #53) 06/13 ———— 10/13
60 Define the management process to identify other
functions to benefit from ASC X12 (App C #48) 04/14 1 10/16
61 Identify/discuss additional business functions that may
benefit by using ASC X12 (App C #54) 04/14 &=——3 10/16
62 Identify/discuss unique transactions/data not in DLMS
for transition to ASC X12 (App C #55) 04/14 C———1 10/16
63 Identify/discuss software distribution scenario during
ASC X12 implementation (App C #56) 04/14 /————3 10/16
64 Develop system testing requirements Develop system testing requirements
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Appendix C, Tab 1
ADOPTION OF COMMERICAL ELECTRONIC DATA INTERCHANGE STANDARDS
IMPLEMENTATION RESPONSIBILITIES, ACTIONS, AND MILESTONES

2000 2001 2002 2003 2004
ID |Task Name Qr2]Qur3[Qur4fQuifQu2fQu3fQr4fQtri|Qr2|Qr3|Qr4]Qr1|Qtr2]|Qtr3|Qtr4[Qtr 1 [Qtr2 [Qtr3[Qtr4[Qtr1[Qtr2[Qtr3
65 Identify/discuss software testing management
strategy (App C #59) 04/14 &=————3 10/16
66 Forecast future external corporate testing
requirements (App C #60) 04/14 E=———3 10/16
67 Develop training requirements Develop training requirements
04/14 . —" 10/16
68 Identify/discuss management strategy for defining
DLMS/ASC X12 training requirements (App C #61) 04/14 10/16
69 Identify strategy for incorporating DLMS/ASC X12
into Service schools/materials (App C #62) 04/14 C———1 10/16
70 Forecast future training requirements (App C #63)
04/14 =——3 10/16
71 Identify/discuss ASC X12 implementation costs (App C
#64) 03/31 € 09/30
72 Identify/discuss key implementation issues and their
resolution (App C #65) 03/31 —————3 12/29
73 Identify/discuss concept of operations and EC
architecture (App C #66) 04/14 /———3 10/16
74 Identify/discuss risk & risk mitigation factors (App C
#67) 04/14 ————3 10/16
75 Identify/discuss plan responsibilities, actions, &
milestones (App C# 68) 04/14 —/———3 10/16
76 Identify/discuss translation management interfaces
currently in place (App C #57) 04/14 1 10/16
77 Estimate common corporate services requirements (App
C #47) 04/14 &=———— 10/16
78 Develop/publish implementation plan (App C #46)
04/14 C—1 10/16
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ADOPTION OF COMMERICAL ELECTRONIC DATA INTERCHANGE STANDARDS
IMPLEMENTATION RESPONSIBILITIES, ACTIONS, AND MILESTONES

Task —————3  Milestone » Rolled Up Split External Tasks |
Project: DRID#48 Implementation Plar . i N X
Date: Tue 04/25/00 Split Summary T8 Rolled Up Milestone < Project Summary i
Progress s Rolled Up Task [ Rolled Up Progress
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Appendix C, Tab 1
ADOPTION OF COMMERICAL ELECTRONIC DATA INTERCHANGE STANDARDS
IMPLEMENTATION RESPONSIBILITIES, ACTIONS, AND MILESTONES

OSD approve Corporate Plan

JECPO will obtain DUSD(L) and Deputy CIO endorsements of the Implementation plan.

DLMSO draft policy memorandum for DUSD(L&MR) (App C #11)

DLMSO will draft, in coordination with DOD and Components, a memorandum for DUSD(L&MR) signature to end non-critical changes to DLSS transactional exchange.
DUSD(L&MR) approvel/issue policy (App C #1)

DUSD(L) will issue policy for ending non-critical changes to DLSS transactional exchanges.

Components end submission of changes to DLSS (App C #44)

Components will end submission of non-critical changes to DLSS.

DLMSO develop/execute POA&M to capture & maintain corporate cost data (App C #19)

DLMSO will develop, publish, and execute a POA&M to capture and maintain corporate costing data (pilot programs, conversion, training, testing, etc.).

DLMSO develop/execute POA&M to validate DLMS "100 enhancements"” (App C #14)

DLMSO will develop, publish, and execute a POA&M for validating (adding to or deleting) Component and DoD "100 enhancement" requirements.

JECPO draft organizational structure to sustain ASC X12 (App C #6)

JECPO will develop a draft organizational structure, in coordination with DUSD(L), which supports ASC X12 implementation and sustainment.

Components replace DLSS with ASC X12 transactions (App C #42)

Components will replace DLSS with ASC X12 transaction exchanges as the standard for new replacement and legacy systems under going major modification/process improvements.
DLMSO develop/execute POA&M for centralized logistics data administration program (App C #15)

DLMSO will develop, publish, and execute a POA&M for centralized logistics data administration and management as part of the ASC X12 implementation.

DLMSO draft centralized data management/admin policy memorandum for DUSD(L&MR) (App C #37)

DLMSO develop, in coordination with DoD and Components, a policy memorandum for DUSD(L&MR) signature for centralized data administration and management.
Components designate & report to DLMSO a single ASC X12 oversight organization (App C #43)

Components designate and report to DLMSO a single organization to oversee migration to ASC X12.

DAASC replace proprietary conversion programs with "any-to-any" capability (App C #38)

DAASC will replace proprietary conversion programs with an "any-to-any" program mapping capability, maintaining proprietary conversion programs during replacement.
DLMSO develop/execute POA&M to evaluate security tools (App C #23)

DLMSO will develop and publish a POA&M to evaluate use of security tools, as they become available.

DLMSO/DAASC/DISA develop/execute POA&M for use of compression/encryption software (App C #39)

DLMSO/DISA/DAASC will develop, publish, and execute, in coordination with Components, a POA&M for use of compression and encryption software for logistics data.
DLMSO develop DoD 4000.25-M procedures for revising business practices (App C #21)

DLMSO develop and publish in DoD 4000.25-M procedures for revising business practices such as unique-item tracking.

DLMSO develop/execute POA&M to leverage LIB oversight (App C #12)

DLMSO will develop, publish, and execute a POA&M for leveraging the LIB to oversee progress of DLMS implementation.

DUSD(L&MR)LSM transition Y2K logistics system database to DLMSO (App C #3)

DUSD(L&MR)/LSM will transition the DoD Y2K database to become the standard logistics systems database to support logistics systems modernization and ASC X12 implementation.
DLMSO publish ASC X12 training guidance (App C #18)

DLMSO will develop and publish ASC X12 training guidance (availability, opportunity, procedures, etc.)

DLMSO publish ASC X12 testing guidance (App C #25)

DLMSO, in coordination with JITC, will publish ASC X12 testing guidance (availability, opportunity, procedures, etc.)

JECPO publish common operational architecture to support DLSS to ASC X12 (App C #9)

JECPO will develop and publish, in coordination with DUSD(L), a common operational architecture to support the DLSS to ASC X12 migration include ASC X12 implementation and sustainment (include DAAS & DEBX
operational relationships).

DUSD(L&MR) issue logistics systems ASC X12 modernization policy (App C #4)

DUSD(L&MR)LSM will develop and issue logistics systems modernization policy that supports ASC X12 implementation.

Components develop/execute POA&M for managing 3d party logistics partnerships (App C #45)

Components will develop, publish, and execute a POA&M for managing third-party partnerships
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ADOPTION OF COMMERICAL ELECTRONIC DATA INTERCHANGE STANDARDS
IMPLEMENTATION RESPONSIBILITIES, ACTIONS, AND MILESTONES

DLMSO publish semiannual implementation status reporting requirements (App C #31)

DLMSO will develop, publish, and execute a POA&M, in coordination with Components, semiannual implementation statu sreporting requirements.
DLMSO publish ASC X12 technical implementation procedures guide/handbook (App C #28)

DLMSO will develop and publish an ASC X12 technical implementation procedures guide/handbook that focuses on the program manager level (include the DAASC/DEBX relationships/services offered).

DLMSO develop/execute POA&M to standardize Component-unique transactions/data (App C #32)

DLMSO will develop, publish, and execute a POA&M for consolidating and standardizing "Component-unique” transactions and data.
DLMSO develop/execute POA&M for eliminating redundant/outdated DLSS data (App C #22)

DLMSO will develop, publish, and execute a POA&M for eliminating redundant and outdated DLSS data.

DLMSO update DoD 4000.25-M guidance for resolving implementation issues (App C #29)

DLMSO will update and promulgate in DoD 4000.25-M guidance for collecting, sharing, and resolving implementation issues and problems among Components. Identify which PSA will resolve specific issues.

DLMSO/DAASCI/DISA publish/execute POA&M for Component corporate ASC X12 testing (App C #41)

DLSMO/DISA/DAASC will develop, publish, and execute a POA&M for integration testing of Component systems during ASC X12 implementation, into the corporate level transaction process.

DLMSO develop/execute POA&M for corporate implementation support services (App C #27)

DLMSO will develop, publish, and execute a POA&M for coordinating, synchronizing, and providing common user implementation support services.

DLMSO publish composite DoD systems/services implementation/phasing schedule (App C #34)

DLMSO will develop and publish, in coordination OSD and Components, a composite implementation/phasing schedule for systems and common requirements.
Components report semiannual ASC X12 implementation status to DLMSO (App C #69)

Components will provide a semiannual ASC X12 implementation status report to DLMSO.

DLMSO evaluate use of XML within DLMS (App C #30)

DLMSO evaluate use of XML within the DLMS.

DLMSO develop/execute POA&M to reinvigorate DLMS business rules change processes (App C #24)

DLMSO will develop, publish, and execute a POA&M to reinvigorate the DLMS business rules change processes.

JECPO review EDISMC/DLMS PRC functional work groups to eliminate redundancies (App C #7)

JECPO will review and eliminate redundancies between the EDISMC and DLMS PRC functional working groups.

JECPO develop/execute POA&M for adopting new EB/EC data exchange capabilities (App C#8)

JECPO will develop, publish, and execute, in coordination with DLMSO, and present to DUSD(L), a POA&M for adopting new EB/EC methods that support logistics data exchanges.
DLMSO publish common logistics IC configuration management procedures (App C #16)

DLMSO will develop and publish, in coordination with DUSD(L&MR), common logistics IC configuration management procedures for inclusion in regulatory guidance.
DLMSO update DoD 4000.25-M PRC/TRC ASC X12 implementation responsibilities (App C #17)

DLMSO will update and promulgate in DoD 4000.25-M PRC and TRC ASC X12 implementation responsibilities.

DLMSO publish DoD 4000.25-M "future DLMSO" concept of operations (App C #33)

DLMSO will update, in coordination with the Components, and publish in DoD 4000.25-M a "future DLMSO" concept of operations to include other EB/EC capabilities.
DLMSO develop/execute POA&M for approving critical IC modifications pending approval (App C #26)

DLMSO will develop, publish, and execute a POA&M for approving critical IC modifications pending federal approval.

LCM develop LIB approved funding mechanism for approved DLMS changes (App C #10)

The LCM will develop for LIB approval a mechanism for funding approved DLMS change proposals.

DLMSO develop/execute POA&M to reinvigorate inter-Component exchange partnerships (App C #35)

DLMSO will develop, publish, and execute a POA&M to reinvigorate the inter-Component logistics data exchange partnerships, and include in update/promulgation to DoD 4000.25-M.
DLMSO develop/execute POA&M for including other DoD business functions (App C #36)

DLMSO will develop, publish, and execute a POA&M for including other DoD business functions in the ASC X12 implementation process (maintenance and munitions).
Components develop individual implementation plans

Components will develop and publish (Component approved) ASC X12 implementation plans in coordination with the JECPO-chartered IPT

Forecast future corporate translation requirements (App C #58)

Components will forecast future corporate translation requirements.
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ADOPTION OF COMMERICAL ELECTRONIC DATA INTERCHANGE STANDARDS
IMPLEMENTATION RESPONSIBILITIES, ACTIONS, AND MILESTONES

Define the management process to ensure systems employ ASC X12 (App C #49)

Components will define the management process that ensures, new, replacement, legacy systems undergoing major modifications, or systems under development, will employ ASC X12 for transaction exchange.
Array legacy systems using the Y2K data base (App C #51)

Components will using the Y2K database, array legacy systems.

Array, by implementation date, new systems that will use ASC X12, by quarter (App C #50)

Array, by implementation date, new systems that will employ ASC X12 for transaction exchange.

Identify & array systems to be replaced/modernized with ASC X12, by quarter (App C #52)

Components will identify and array by implementation date, by quarter, systems that will be replaced or modernized employing ASC X12 for transaction exchange.
Identify status of systems that will not use ASC X12; or replaced/phased out/modernized (App C #53)

Components will identify the status of systems that: will not use transactional exchange; are being phased out and not replaced; or will be modernized using other EB/EC capabilities.
Define the management process to identify other functions to benefit from ASC X12 (App C #48)

Components will define the management process used to identify additional business functions that could benefit by conforming to ASC X12

Identify/discuss additional business functions that may benefit by using ASC X12 (App C #54)

Components will identify and discuss, as part of implementation planning, additional business functions that could benefit by conforming to ASC X12.
Identify/discuss unique transactions/data not in DLMS for transition to ASC X12 (App C #55)

Components will identify and discuss Component-unique transactions/data not included in the DLMS process, and discuss plans for working with DLMSO to transition unique transactions to ASC X12.
Identify/discuss software distribution scenario during ASC X12 implementation (App C #56)

Components will identify and discuss the translation software distribution scenario to be used during ASC X12 implementation.

Identify/discuss software testing management strategy (App C #59)

Components will identify and discuss software testing management strategy for modernizing legacy systems or bringing a new system online.

Forecast future external corporate testing requirements (App C #60)

Components will forecast future external corporate testing requirements.

Identify/discuss management strategy for defining DLMS/ASC X12 training requirements (App C #61)

Components will identify and discuss strategy for defining and identifying DLMS and ASC X12 training requirements.

Identify strategy for incorporating DLMS/ASC X12 into Service schools/materials (App C #62)

Components will identify and discuss the strategy to ensure DLMS and ASC X12 training courses are incorporated into Component schools and training materials.
Forecast future training requirements (App C #63)

Components will forecast future training requirements.

Identify/discuss ASC X12 implementation costs (App C #64)

Components will identify and discuss costs that will be incurred as a result of implementing ASC X12.

Identify/discuss key implementation issues and their resolution (App C #65)

Components will identify and discuss key implementation issues and how they will be resolved.

Identify/discuss concept of operations and EC architecture (App C #66)

Components will identify and discuss concept of operations and EC architecture.

Identify/discuss risk & risk mitigation factors (App C #67)

Components will identify and discuss risk and risk mitigation factors relating to successfully implementing ASC X12.

Identify/discuss plan responsibilities, actions, & milestones (App C# 68)

Components will identify and discuss implementation plan responsibilities, actions, and milestones.

Identify/discuss translation management interfaces currently in place (App C #57)

Identify and discuss translation management interfaces currently in place between DAAS/DEBXs and Components.

Estimate common corporate services requirements (App C #47)

Components will estimate, as part of implementation planning requirements, common corporate services.

Develop/publish implementation plan (App C #46)

Develop and publish, in coordination with the JECPO-chartered IPT, Component approved ASC X12 implementation plans. Execute plans upon approval.
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DEPUTY SECK'.ARY OF DEFENSE

1010 DRFENSE FENTAGON
WABHINGTORM, DC 20361-1010

-9 DEC ©8

MEMORANDUM FOR SECRETARIES OF THE MILITARY DEPARTMENTS
CHAIRMAN OF THE JOIDNT CHIEFS OF STAFF
UNDER SECRETARIES OF DEFENSE
DIRECTOR, DEFENSE RESEARCH AND ENGINEERING
ASSISTANT SECRETARIES OF DEFENSE
GENERAL COUNSEL OF THE DEPARTMENT OF DEFENSE
INSPECTOR GENERAL OF THE DEPARTMENT OF DEFENSE
DIRECTOR, OPERATIONAL TEST AND EVALUATION
ASSISTANTS TO THE SECRETARY OF DEFENSB
DIRECTOR, ADMINISTRATION AND MANAGEMENT
DIRECTORS OF THE DEFENSE AGENCIES
DIRECTORS OF THE DOD FIELD ACTIVITIES

SUBJECT: Department of Defense Reform Initiative Directive #48 - Adoption of Commercial
EDI Standards far DoD Logistics Business Transactions

A Joint Service/A gency Committee was established in responsea to Management Reform
Memorandum #11 to address issues and concerns relating to thes conversion of DoD business
systems to use of commercial identifiers. The Joint Service/Agency Committee recommended
that the scope of the commercial identifier initiative be modified to implement American
National Standards Institute (ANSI) Accredited Standards Committee (ASC) X12 commercial
electronic data interchangs (EDT) standards in lieu of current proprietary DoD logistics
information exchange standards. The rationaie being that the existing DoD-unique transaction
formats are impediments 1o the critical business process changes required to support the war-
fighting mission. Adopting these commercial EDI standards supports the Department’s process
improvement and reengineering goais to adopt commercial practices and increase our reliance on
the commercial sector for logistics support. Further, replacing DoD's proprietary logistics
transaction formats with the ANSI ASC X 12 EDI standards serves as & necessary stepping-sione
10 move our automated systems towards intsrmational open systems standards.

To ensure that the Department exploits available commercial standards through an
integrated approach to its business system upgrades, I direct that the Joint Elecuonic Commercs
Program Offics (JECPO) form an Integrated Product Team (IPT) to develop a comprehensive
implementaton plan in conjunctioa with ths Military Services and Defense Agencics. The plan
shall identify a phased implementation approach to migrate the Departmeats logistics
wransactions to the use of ANSI ASC X12 EDI standards, or other commercial EDI standards
identified in Pederal Information Processing Standard (FIPS) 161-2 as appropriate, to simplify
DoD interfaces with the private and federal civilian sectors, and to cnable the required changes to
the Department’s logistics business procesacs.

Services and Agencies will support the JECPO in developing the phased implementation
plan. IPT points of contact shall be :dentified to the JECPO within thirty days. Services and
Agencies shall program, fund, and execute the plan’s implementation through process
improvements and business system upgrades. Within ninety days, the Under Secretary of
Defense (Acquisition and Technology), in coordination with the DoD Chief Information Officer,
shall issue policy and procedures to effect use of FIPS 161-2 approved commercial EDI
standards for transaction exchanges for all new and planned business systems. The JECPO shall
report progress on these efforts monthly to the DoD Deputy Chief Information Officer, and the
Director, Defense Reform Initiative. This directive supersedes Management Reform

Memorandum #11.

hn J. Hamre
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Appendix D

THE UNDER SECRETARY OF DEFENSE
B0 DEFENSE PEMTAGON
WASHIMGTOMN, D.C. 20301-3010

el I4 SEP 1360

MEMORANDLM FOR SECRETARIES OF THE MILITARY DEPARTMENTS
CHAIRMAN OF THE JOINT CHIEFS OF STAFF
UNDER SCCRETARIES OF DEFENSE
DIRECTOR, DEFENSE RESEARCH AND ENGIMEERING
ABSISTANT SECEETARIES OF DEFEMNSE
GENERAL COUNSEL OF THE DEPARTMENT OF DEFENSE
INSPECTOR GEMNERAL OF THE DEPARTMENT OF DEFENSE
DIRECTOR, CI'ERATIONAL TEST AND EVALUATION
ASSISTANTS TO THE SECRETARY (OF DEFENSE
DMRECTOR, ADMINISTRATION AND AMANAGEMENT
DIRECTORS OF THE DEFEMSE AGENCIES
DIRECTORS OF THE COD FIELD ACTIVITIES

SUBJECT: Policy Guidance for Department of Defznse (DoD) Use of Electronue Data
Interchange (EDT) Standards m Logistics Applicationa

The purpose of this mesorandum is 1o establish DoD-wide policy for the integration of
EDI standards into logistics buginess svstems, The Decervber 2, 1998 Dol Reform Lutiative
Dlirestive #48 — Adoption aof Commercicl KDV Standards jor Dol} Logisiies Business
Transactions directed the issuance of this policy. The attached FPolicy and Guidance jor Ded
Logistics Use of Eivctronic Dara Interchange Standords reguires the use of approved EDI
standards for logistics business eransactional data exchenge as authorized by the Federa
Information Processing Standards (FIPS) 161-2,

The adogption of this standard supports the Department’s process improvement
reengineering goals, which in-tum embrace cununeral practices. As directed in the palicy
guidaice, Dul} Compunents will employ FIPS 161-2 for trangactional data exchange formats in
all planned and new lowistics information systems. The palicy does not direct the replaceinent and
modification of transactivnal data formess in logistics legacy systema  However, in the fiture
when making major modifications to legacy systems, Campanents will transition ta FIPS [61-2
ETM standards. This pelicy shifts, from individual programs to the Defense-wide enterprise, the
responsibilitics for dota mapping and other services that suppurt bogistics data exchaspes and dain
cover dion belweey smilitary and vommercial standnrds,

This policy is effective immediately. { o

)
|'I

L.'r H s- Gll'lﬂﬂr

Mttackment G

T2-1 Supporting Documentation
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Pol i cy and CGui dance for DoD Logistics
Use of Electronic Data |Interchange (EDI) Standards

1. PURPOSE
Thi s policy guidance:

1.1. Inplenents Defense ReformInitiative Directive
(DRI D) #48 — Adoption of Commercial EDI standards for DoD
Logi stics Business Transactions. Requires DoD Conponents
to increnentally inplement the Defense Logistics
Managenment System (DLMS) as a by-product of ongoing and
pl anned busi ness process noderni zation progranms. DLMS is
a process inprovenment enabl er, which supports the
Departnent’s reengi neering goals to adopt conmerci al
practices and increase reliance on the private sector for
| ogi stics support.

1.2. Effects the use of approved EDI standards for
DoD | ogi stics business transactional data exchange as
aut hori zed by the Federal Information Processing Standard
(FIPS) 161-2, Electronic Data |nterchange.

1.3. Assigns responsibilities for the direction,
managenment, coordi nation, and control of the process to
repl ace DoD-uni que | ogistics data exchange standards with
FI PS 161-2 EDI standards.

2. APPLI CABI LI TY

This policy guidance applies to the Ofice of the
Secretary of Defense (OSD), Departnment of Defense

| nspector General, Mlitary Departments, Joint Staff,
Conmbat ant Conmands, Defense Agencies, and DoD Field
Activities (hereafter referred to collectively as “DoD
Conponents”).

3. SCOPE

This policy acknow edges the existence of other EDI

st andards and non-transacti onal data interchange nethods.

However, the primary focus is on inplenenting American

Nati onal Standards Institute (ANSI) Accredited Standards

Commttee (ASC) X12 (hereafter referred to as “ASC X12")

standards for DoD | ogistics business transaction
Attachnment 1
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i nterchange as a stepping-stone to open international
transaction standards. As such, this policy does not
precl ude the use of other data interchange and data
sharing techni ques. However, when transactional exchange
is the chosen nmethod of data interchange, the
transactions will be formatted in accordance with ASC X12
st andar ds.

4. DEFI NI TIONS: (See attachnent).
5. POLI CY
It is the policy of the DoD to:

5.1. Replace DoD-uni que | ogistics data exchange
standards with ASC X12 standards as a stepping-stone to
move transactional - based | ogistics business processes
towards the use of international open system standards.

5.2. Use only FIPS 161-2 EDI standards for
el ectroni c business transacti on exchanges in new and
pl anned | ogi stics business processes to include major
nodi fications to existing | egacy systens.

5.3. Use the DLMS as a process inmprovenent enabl er
in new, replacenent, and | egacy | ogistics business
systens as a part of their ongoing and planned
noder ni zati on progranms. |Internal commnicati ons anong DoD
systens will use FIPS 161-2 EDI standards and Federally
approved i npl enentation conventions (ICs). External
conmmuni cati ons between DoD systens and the private
sector, other Federal agencies, or foreign governnments
will use FIPS 161-2 EDI standards (or other appropriate
st andards) and Federally approved |1 Cs appropriate for the
agenci es, industries, or governnents invol ved.

5.4. Propose the adoption of comercial ICs when it
is in the best interest of the Departnent.

5.5. Modify | egacy |ogistics business systens to
enpl oy new functionality, where cost beneficial, in order
to neet the total requirenents of the Departnment’s
m gration to approved EDI standards.

5.6. Programfor, fund, and execute inplenentation
of the DLMS t hrough process inprovenents and busi ness
system upgr ades.
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5.7. Inplement the EB/ EC program policy guidance
contained in DoD Directive 8190. X, The DoD El ectronic
Busi ness/ El ectroni ¢ Commerce (EB/EC) Program when
m grating DoD | ogistics business processes to use of FIPS
161-2 EDI standards.

5.8. Develop and apply corporate services and
processes to mnim ze duplication and ensure
i nteroperability.

6. RESPONSI BI LI TI ES

6.1. The Deputy Under Secretary of Defense (DUSD)
for Logistics (L) shall:

6.1.1. Serve as the Departnment’s Principal
Staff Assistant (PSA) responsible for the managenent and
i npl enentati on of approved EDI standards for DoD
| ogi stics business processes.

6.1.2. |Issue logistics data exchange policies
and directives, and ensure that those policies are
coordi nated with external trading partners (e.g.,
finance, acquisition, etc.) when appropriate.

6.1.3. Advocate DoD Conponent initiatives that
will mgrate |ogistics business processes to the use of
approved EB/ EC net hods.

6.1.4. Ensure DoD Conponent | ogistics business
noder ni zation efforts conply with the policies and
gui dance cont ai ned herein.

6.1.5. Pronote |logistics business process
i nprovenent by issuing |ogistics guidance that is
conplenmentary to this policy.

6.2. The DoD Chief Information O ficer (ClO shall
ensure that the Joint Electronic Comrerce Program

6.2.1. Provides for the devel opnment of a DoD EC
architecture that accommodates DLMS i npl enentation in
coordi nation with DI SA

6.2.2. Advocates the inprovenent of DoD
| ogi stics business processes so that el ectronic business
practices and information technol ogy can be exploited
successful ly.
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6.2.3. Forms an integrated product team (IPT),
under Joint Electronic Comrerce Program Office (JECPO)
| eadership, to develop, with DoD Conponent assistance, a
conprehensi ve i nmplenentation plan to support nigrating
DoD | ogi stics business systens to FIPS 161-2 ED
st andar ds.

6.2.4. Reports on progress toward
i npl enment ati on of approved EDI standards into DoD
| ogi stics business processes to the Deputy CI G the
Director, Defense Reformlnitiative; and the Defense
Logi stics Informati on Board.

6.3. The DoD Conponents shall

6.3.1. Pronpte and pronul gate the application
of ASC X12 principles and practices within their
respective logistics business processes through
i mpl enentation of the DLMS standards. ldentify
addi tional |ogistics business areas (e.g., mintenance,
munitions, etc.) that do not currently have DLMS
processes in place. Imediately, DLMS is the standard
for new, replacenent, and major nodifications to
| ogi stics business processes. Legacy |ogistics business

systems will not be replaced or nodified solely for the
pur pose of inplenenting comercial standards. DoD
automated information systens will be replaced or

nodi fi ed based on sound functional requirenents and
supporting econom c justification.

6.3.2. Establish single focal points, in
coordination with their respective EB/ EC focal points, to
serve as nenbers of the IPT chartered to devel op and
publish a plan that will guide DoD in the inplenentation
of FIPS 161-2 adopted EDI standards throughout the
Departnent’s | ogistics processes.

6.3.3. Provide all plans for inplenmenting new,
repl acenent, or mmjor nodifications to systenms that w il
use DLMS. Submt DoD Conponent plans in accordance with
the mlestone schedule in the approved DRI D #48
| mpl enent ati on Pl an.

6.3.4. Estimate corporate service resource
requi renments to support plans called for in paragraph
6.3.3. above. Submt these requirenents in accordance
with the mlestone schedule in the approved DRID #48
| rpl ement ati on Pl an.
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6.3.5. Designate a single organization, in
coordination with their respective EB/ EC focal points, to
oversee the migration of |ogistics business processes to
t he DLMS.

6.3.6. Consider the mgration fromthe Defense
Logi stics Standard Systenms (DLSS) to DLMS each tine a
| egacy systemis nodified to identify targets of
opportunity.

6.3.7. Support the Under Secretary of Defense
for Acquisition and Technol ogy (USD(A&T)) and the DoD Cl O
in the devel opnent of policies and procedures to effect
use of approved EDI standards in lieu of DoD-unique
| ogi stics data exchange standards.

6.3.8. Report on mpjor m | estones sem annual |y
(Reference DLMSO Reports Control Synmbol (RCS): DD-
A&T( Q&SA) 1419) to the JECPO Defense Logistics Managenent
St andards O fice (DLMSO) on the progress in nmigrating
| ogi stics business processes to the DLMS.

6.4. The Defense Logistics Managenent Standards
O fice
(DLMSO), as the Departnent’s executive agent for
| ogi stics data interchange, shall:

6.4.1. Support | egacy systeminteroperability
with new and enmergi ng systens subject to this policy.

6.4.2. Describe and justify the requirenents
for technol ogy and process to support the Departnent’s
transition to DLMS EDI standards and the continuous
i nprovenment of |ogistics processes through efficient
adoption of logistics data interchange business rules.

6.4.3. Serve as the logistics configuration
manager for the devel opment of business rules and
i npl ement ati on conventi ons supporting process
i nprovenents.

6.4.4. Develop (in coordination with the
Departnent’s | ogistics stakehol ders), publish, docunent,
and maintain the logistics data interchange business
rul es and i npl enmentation conventions, supporting the
Departnent’s mgration to and operation of a commerci al
EDI - based, optim zed | ogistics process.
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6.4.5. Coordinate representation on all
i ndustry logistics ED standards groups with the DoD ED
St andar ds Managenent Committee for the purpose of
ensuring a conmmon face to industry and a coordi nated
Depart ment position.

7. EFFECTI VE DATE

This Policy and Gui dance for the DoD | ogi stics use of EDI
standards is effective inmediately.
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DEFI NI TI ONS:

1. Anerican National Standards Institute: A national
coordi nator of voluntary standards for the United States.
ANSI approves a standard only when it has verified

evi dence presented by the standards devel oper that those
materially affected by the standard have reached
substanti al agreenment (consensus) on its provisions.
Source: ANSI Standi ng Docunent 2: Operations Manual

2. Accredited Standards Commttee X12 (ASC X12):
Accredited by ANSI in 1979, ASC X12, Electronic Data

| nterchange, is a voluntary standards group charged with
devel opi ng American National Standards for electronic
data i nt erchange.

Source: ANSI Standing Docunment 2: Operations Manual

3. Defense Logistics Managenent System (DLMS): A broad
base of business rules to include uniform policies,
procedures, time standards, transactions, and data
managenent designed to neet DoD s requirenents for tota
| ogi stics support. The DLMS is founded upon ANSI ASC X12
EDI and will be expanded to support energi ng EB/ EC
capabilities such as: data sharing, autonated
identification technol ogy, object-oriented user
interfaces, electronic malls, web-based technol ogy, and
el ectronic funds transfer, as appropriate.

Source: Devel oped by | PT Support G oup

4. Defense Logistics Standard Systenms (DLSS): A broad
base of logistics transactions and standards consi sting
of fixed-length DoD-uni que standards designed to neet
DoD' s requirenments for |ogistics support.

Source: Devel oped by | PT Support G oup

5. Electronic Business (EB): The application of

el ectroni c commerce techni ques and solutions to the

busi ness processes of the DoD to include the entire range
of the DoD functional areas. For the purpose of this
docunent, functions are those defined in Joint Pub 1-02
(i.e., appropriate or assigned duties, responsibilities,
m ssi ons, tasks, functions, powers or duties of an

i ndi vidual office or organization. A functional area is
conprised of one or nore functional activities, each of
whi ch consi sts of one or nore functional processes).

Attachment 1
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Sour ce: DoD Directive 8190. X, The DoD El ectronic
Busi ness/ El ectroni ¢ Comerce (EB/EC) Program
At t achnment

6. Electronic Commerce (EC): The interchange and
processing of information using electronic techniques for
acconplishing transactions based on the application of
commerci al standards and practices. Further, an integral
part of inplenenting electronic comerce is the
application of process inprovenents to enhance busi ness
processes, normally but not necessarily, prior to the

i ncorporation of technologies facilitating the electronic
exchange of business information.

Source: DoD Directive 8190. X, The DoD El ectronic

Busi ness/ El ectroni ¢ Commerce (EB/ EC) Program

7. El ectronic Data Interchange (EDI): The conputer-to-
conput er exchange of business data in a standardi zed
format between tradi ng partners.

Source: Appendix A of “Electronic Commerce for Buyers
and Sellers” A Strategic Plan for Electronic Federal
Purchasi ng and Paynment, President’s Managenent Council’s
El ectronic Processing Initiatives Conmmttee, March 1998.

8. Federal Information Processing Standards
Publications (FIPS PUBS): |Issued by the National

I nstitute of Standards and Technol ogy (NI ST) after
approval by the Secretary of Comrerce pursuant to Section
111(d) of the Federal Property and Adm nistration
Services Act of 1949, as anended by the Conputer Security
Act of 1987, Public Law 100-235. My be accessed on Wb
| ocation: http://ww.itl.nist.gov/fipspubs/.

Source: NI ST

9. I npl enentati on Conventions (1C): Defines the structure
and content of a transaction and maps application data
requirenents into a specific transaction set for

i npl ement ati on.

Source: DoD 4000. 25-M (DLMS Manual )

10. Legacy Systens: Information systenms currently
perform ng a logistics function. These systens may be
candi dates for phase-out, upgrade, or replacenent.
Source: Devel oped by | PT Support G oup
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11. Logistics Business Systens: Applies to planned, new,

and | egacy DoD | ogistics systens identified in the DoD
Year 2000 (Y2K) dat abase.

Source: Devel oped by | PT Support Group.
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APPENDIX E ASC X12IMPLEMENTATION SUCCESS
STORY
E.1. INTRODUCTION

Presently, ASC X 12 is being widely used in the procurement community, especidly in their
prime vendor programs. DoD organizations requiring food, medicines, or other prime vendor
products initiate transactions that become ASC X 12 purchase orders transmitted through
DAAS to the gppropriate prime vendor. The Defense Finance and Accounting Service
(DFAS) is usng ASC X12 for commercid invoicing and eectronic payment. Although many
other DoD organizations are aso sdlectively usng ASC X12, the primary logistics process
improvement success story is outlined below.

E.2. THE DEFENSE MEDICAL LOGISTICS STANDARD SUPPORT (DMLSS)

The DMLSS program is arecent example of successful logistics business process reenginesring
using ASC X12. DMLSS produced a drameatic turnaround in the support provided to 250
medica treatment facilities throughout the U.S., Europe, and Pacific areas of operations. The
DMLSS prime vendor program uses ASC X 12 to support just-in-time inventory management
of pharmaceutica and medica-surgica supplies and has produced the following customer
advantages.

Orders are confirmed within 24 hours with a 95 percent fill rate
Pharmaceutica prices average 25 percent lower than when the program began

The number of available pharmaceutical and medica-surgical products available to DoD
increased from approximately 15,000 to more than 180,000

The system changed from being a cogtly, unresponsive medica depot system where:

- Order-to-receipt time declined from 20 days to one day, and

- DoD medicd inventories decreased from 380 days to ten days
DMLSS aso uses ASC X 12 to provide eectronic invoicing and payment. Other initiatives
dedling with exchanging financia information between medicd trestment facilities and DFAS and

the expansion of ordering supplies viathe WWW resulted in estimated savings of $10.6 million
and $6 million, respectively.

E-1 ASC X12 Implementation Success Story



APPENDIX F COMPONENT ASC X12
IMPLEMENTATION PLAN OUTLINE

F.1. INTRODUCTION

Components will develop individua plans to facilitate the smooth implementation of ASC X12.
These plans will focus on Component new systemn devel opment, legacy system modernization,
and legacy business process improvement initiatives. 1n addition, these planswill address key
implementation issues and discuss how identified issueswill be resolved. The DoD Y 2K
logidtics systems database will form the basis for legacy system identification.

F.2.  COMPONENT ASC X12 IMPLEMENTATION PLAN OUTLINE (minimum
requirements)®

F.2.1. Introduction

| dentify the organization that will oversee this plan (point- of-contact, organization name
and mailing address, phone and fax numbers, and email address)

Identify and discuss current ASC X 12 implementation initiatives to include third- party

logigtics arrangements using ASC X 12 (description of processes being improved,

current status, anticipated or known benefits of initiative)

F.2.2. Component Implementation Strategy

New and planned systems

- Define the Component management process that ensures new, replacement, or
systems undergoing major modifications will employ ASC X12 for transaction
exchange, to include systems under development

- Array by implementation date new systems that will employ ASC X12 for
transaction exchange. Dates should be expressed in quarters, e.g., 1QFY 01

Legacy sysems - using the DoD Y 2K logistics systems database

% Components will update their implementation plans and provide copies to DLM SO, as part of the
semiannual reporting requirements.

F-1 Component ASC X12 Implementation Plan
Outline
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F.2.3.

Array Component legacy sysems

In accordance with Section 2, paragraph 2.2. and Figure 2-1 of this plan, identify
systems that will be replaced or modernized employing ASC X 12 for transaction

exchange

Identify the status of systems not included, e.g., will not use transactiona exchange;
being phased out and not replaced; will be modernized using other EB/EC

capabilities; etc.

For systems being replaced or modernized employing ASC X12 for transaction
exchange, identify the phasing sequence™ that will be employed. Dates should be
expressed in quarters, e.g., 1QFY 01

Process improvement initiatives

Discuss the Component management process for identifying additiond business
functions that could benefit by conforming to ASC X12

Identify additiona business functions that could benefit by conforming to ASC X12.
Discuss Component plans to work with DLM SO to implement ASC X12

Identify and array Component-unique transactions/data not included in the DLMS
process. Discuss Component plans to work with DLM SO to transition unique
transaction datato ASC X12

Common Corporate Service Requirements

Trandation

Identify and discuss the trandation software distribution scenario (Appendix A,
paragraph A.3.3.) that the Component will employ during implementation of ASC
X12

Identify and discuss trand ation management interfaces currently in place between
the DAAS'DEBX and the Component (identify organizations and points-of-
contact)

% Additional phasing information can be found in A Business Case and Strategy for Defense Logistics
Electronic Data Interchange. An electronic copy isavailable at:
http://www .l og.edi.migration.hg.dla mil/Documents/document/L ogisticsEDI Report.pdf.

Component ASC X12 | mplementation F-2

Plan Outline
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- Based on system andysis, (Section F.2.2.), develop Component future corporate
trandation requirements forecast

Teding

- ldentify and discuss the Component management Strategy for testing the software
for modernizing internd legacy sysems or bringing a new system on line

- Based on sysem andlysis, develop Component external future corporate testing
requirements forecast; see Section 3, paragraph 3.3.4. of thisimplementation plan

Traning

| dentify and discuss the Component management Strategy for defining and
identifying DLMS and ASC X 12 training requirements

- Conduct Component-unique training for Component- specific systems and process
revisons

- ldentify the strategy the Component will employ to ensure DLMS and ASC X12
training courses are incorporated into Service schools and training materials

- Based on system andys's, develop Component future training requirements; see
Section 3, paragraph 3.3.3. of this corporate implementation plan

F.2.4. Cost - estimate and discuss Component costs that will be incurred as aresult of
implementing ASC X12

F.2.5. Implementation issues - identify key Component implementation issues and discuss how
identified issues will be resolved

F.2.6. Appendices

Component concept of operations — identify and discuss Component concept of
operations and EB/EC architecture

Risk and risk mitigation — identify and discuss risk and risk mitigation factors relating to
the Component successfully implementing ASC X12

Component implementation respongbilities, actions, and milestones

Others at the discretion of the Component

F-3 Component ASC X12 Implementation Plan
Outline



APPENDICESG-P COMPONENT IMPLEMENTATION

PLANS

APPENDIX G
APPENDIX H
APPENDIX |

APPENDIX J
APPENDIX K
APPENDIX L
APPENDIX M
APPENDIX N
APPENDIX O
APPENDIX P

ARMY

NAVY

AIR FORCE

MARINE CORPS

COAST GUARD

DEFENSE LOGISTICS AGENCY

USTRANSCOM

DEFENSE SECURITY COOPERATION AGENCY
DEFENSE FINANCE AND ACCOUNTING SERVICE
OTHER PARTICIPANTS

G-P-1 Component | mplementation Plans



APPENDIX Q GLOSSARY

1. American National Sandards Institute (ANS). A nationd coordinator of voluntary
sandards for the United States. ANSI agpproves a standard only when it has verified
evidence presented by the standards developer that those materidly affected by the
standard have reached substantial agreement (consensus) on its provisions.

Source: ANSI Standing Document 2: Operations Manuad
http://www.x12.ora/x12/x12pp/ascproc/x12-proced-web.html

2. Accredited Standards Committee X12 (ASC Xl12). Accredited by ANSI in 1979,
ASC X12, EDI, is a voluntary standards group charged with developing American
National Standards for €lectronic data interchange.

Source: ANSI Standing Document 2: Operations Manua

3. Architecture. The structure of components, their relationships, and the principles and
guiddines governing their design and evolution over time. 1t is composed of three magor
perspectives. operational, systems, and technica views.

Source: C4ISR Architecture Framework

4.  Automated Information System (AlS). An assembly of computer hardware, software,
firmware, or any combination of these, configured to accomplish specific information
handling operations, such as communication, computation, dissemination, processing, and
dorage of information.

Source: Software Design Description for Electronic Commerce Processing Node,
Verson 2.2

5. Central Design Activity (CDA). An activity that has been assigned standard automated
information system development and maintenance respongbilities.
Source: DoD 4000.25-M (DLMYS)

6. Commercial (public) EDI Sandards. A collectionof approved FIPS 161-2-adopted
EDI standard data e ements and data segments arranged in logica groups of standard
transaction sets that are commonly used to pass transactiona data from one entity to other
interested entities.

Source: Developed by IPT

7. Computer. An electronic device that can store, retrieve, and process data.
Source: Webster's

8. Computer-to-computer. Exchange of data between computers usng sandardized
messages taken from a predetermined set of message types. (It isthis standardization of
message formats using a standard syntax, and the standardization of data eements within
the messages that makes possible the assembling, disassembling, and processing of data
elements by computer.)

Source: FIPS 161-2

Q-1 Glossary
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10.

11.

12.

13.

14.

15.

Conversion. The process of changing datafrom a DLSS EDI format to aDLMS EDI
format and back to aDLSS EDI format.
Source: Developed by IPT

Data. Representation of facts, concepts, or ingtructions in aformaized manner suitable
for communication, interpretation, or processing by humans or by automatic means. Any
representations such as characters or analog quantities to which meaning is or might be
assigned.

Source: Federal-Standard 1037C:  http://ntia.its.bldrdoc.gov/fs-1037/

Database. 1. A set of datathat is required for a specific purpose or is fundamentd to a
system, project, enterprise, or business. Note: A database may consist of one or more
data banks and be geographicaly distributed among severd repositories.
2. A formaly gructured collection of data. Note: In automated information systems, the
database is manipulated using database management systems.

Source: Federd-Standard 1037C

Data Exchange. Transfer of data by means other than database access. EDI isaform
of data exchange.
Source: Developed by IPT

Data Interoperability. The ability to use timely, authoritative, trusted, and semantically
consstent data when needed, without regard to its location or syntactical condraints, in an
open and controlled automated environment.

Source: Developed by IPT

Defense Information Infrastructure (DIl) Common Operating Environment (COE).
The DIl COE isaJoint Technicd Architecture (JTA) standards-based computing and
communications infrastructure composed of support services and facilities.

Source: Defense Information Infrastructure (DI11) Common Operating Environment

(COE) Configuration Management Plan, Version 2, April 1, 1998
http://dod-ead.mont.disa.mil/cm/cm_page.html

Defense Logistics Management System (DLMS). A broad base of businessrules, to
include uniform policies, procedures, time standards, transactions, and data management,
designed to meet DoD's requirements for total logistics support. The DLMS s founded
upon ANSI ASC X12 EDI and will be expanded to support emerging EB/EC capabilities
such as. data sharing, automated identification, object- oriented user interfaces, eectronic
malls, web-based technology, and eectronic funds transfer, as gppropriate.

Source: Developed by IPT

Glossary Q-2
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16.

17.

18.

19.

20.
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Defense Logistics Sandard Systems (DLSS). A broad base of logistics transactions
and standards conssting of fixed-length DoD- unique standards designed to meet DoD's
requirements for logistics support.

Source: Developed by IPT

Electronic Business (EB). The gpplication of EC techniques and solutions to the

business processes of DaD, to include the entire range of the DoD functiona arenas. For

the purpose of this document, functions are those defined in JCS Joint Pub 1-02, i.e.,

appropriate or assigned duties, responsbilities, missons, tasks, functions, powers, or

duties of an individud office or organization. A functiond arealis comprised of one or

more functiond activities, each of which congsts of one or more functiona processes.
Source:  Department of Defense Chief Information Officer (CIO) Memorandum,
subject: Guidance and Policy Memorandum No. 2-8190-031199 - Defense-wide
Electronic Business/Electronic Commerce (EB/EC), March 11, 1999

Electronic Commerce (EC). Theinterchange and processing of information using
electronic techniques for accomplishing business transactions based upon the application
of commercial standards and practices. Further, an integra part of implementing
electronic commerce is the gpplication of process improvements to enhance business
processes, normdly but not necessarily, prior to the incorporation of technologies
fecilitating the eectronic exchange of business information.

Source:  Department of Defense Chief Information Officer (CIO) Memorandum,

subject: Guidance and Policy Memorandum No. 2-8190-031199 - Defense-wide

Electronic Business/Electronic Commerce (EB/EC), March 11, 1999

Electronic Data Interchange (EDI). EDI is the computer-to-computer interchange of
srictly formatted messages that represent documents other than monetary instruments.
EDI implies a sequence of messages between two parties, either of whom may serve as
originator or recipient. The formatted data representing the documents may be
transmitted from originator to recipient via telecommunications or physicaly transported
on eectronic sorage media. The computer-to-computer exchange of busnessdatain a
standardized format between trading partners.
Source: Appendix A of “Electronic Commerce for Buyersand Sellers, A
Srategic Plan for Electronic Federal Purchasing and Payment,” President's
Management Council's Electronic Processing Initiatives Committee, March 1998
Source: FIPS 161-2: http://www.itl.nist.gov/fipspubs/fip161-2.htm

Executive Agent (EA). A term used in DoD and Service regulaionsto indicate a
delegation of authority by a superior to a subordinate to act on behaf of the superior. An
agreement between equals does not create an executive agent. For example, a Service
cannot become a DoD executive agent for a particular matter with smply the agreement
of the other Services; such authority must be delegated by the Secretary of Defense.
Desgnation as executive agent, in and of itsdlf, contains no authority. The exact nature
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21.

22.

23.

24,

25.

26.

27.

and scope of the authority delegated must be stated in the document designating the
executive agent. An executive agent may be limited to providing only adminigtration and
support or coordinating common functions or it may be delegated authority, direction, and
control over specified resources for a specified purpose.

Source: JCS Joint Pub 1-02:  http://www.dtic.mil/doctrine/jel/new_pubs/jpl_02.pdf

Functional Requirement. A set of goals, objectives, policies, or other documented
consderations that describe, in non-automatic data processing terminology, and without
regard to automatic data- process equipment or capabilities, new or revised tasksto be
accomplished.

Source: DoD 4000.25-M (DLMYS)

Implementation Convention (IC). 1Csdefine the structure and content of a transaction
and map application data requirements into a specific transaction set for implementation.
Source: DoD 4000.25-M (DLMYS)

Infrastructure. Basc information technology capabilities, including communications,
computers, information assurance, network and systems management, and information
dissemination, that enable gpplications and data.

Source: Developed by IPT

Interoperability. The ability of systems, units, or forces to provide servicesto and
accept services from other systems, units, or forces and to use the exchanged servicesto
enable them to operate effectively together. The condition achieved among
communications-eectronics sysems or items of communications- € ectronic equipment
when information or services can be exchanged directly and satisfactorily between them
or their users.

Source: JCS Joint Pub 1-02

Legacy Systems. Information systems currently performing alogigtics function. These
systems may be candidates for phase-out, upgrade, or replacement.
Source: Developed by IPT

Logistics Business Systems. Appliesto planned, new, and legacy DoD logigtics systems
identified in the DoD Y 2K database.
Source: Developed by IPT

Logistics. The science of planning and carrying out the movement and maintenance of
forces. Inits most comprehensive sense, those aspects of military operations that dedl
with designing, developing, acquiring, storing, moving, digtributing, maintaining, evacuating,
and digposing of materidl.

Source: JCS Joint Pub 1-02
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Logistics On-Line Tracking System (LOTS). All informetion related to processing
Military Standard Requisitioning and Issue Procedures (MILSTRIP) transactionsis
captured and stored in the LOTS database. It can be used by DAASC customersto
support logistics management, information query, transaction tracking, and reporting
requirements. It can be accessed by other DAASC toals, such asthe Virtua Logistics
Information Processing System (VLIPS) query systemsto alow tracking and retrieval of
requisitions and excess transactions through their entire life cycle. Thesetoolsdso
provide access to addressing and stock number information stored at DAASC, linking
that information to the MILSTRIP transaction stored in LOTS.

Source: Developed by IPT

Trading Partner. A trading partner is an organization or individual with whom
information is accessed or exchanged. The term “trading partner” includes private
industry, academia, and government entities.
Sources  Depatment of Defense Chief Information Officer (CIO) Memorandum,
subject: Guidance and Policy Memorandum No. 2-8190-031199 - Defense-wide
Electronic Business/Electronic Commerce (EB/EC), March 11, 1999

Trading Partner Agreement. A written instrument of understanding negotiated between
trading partners that specifies contractua matters and protocols for the eectronic
interchange of business.

Source: DoD 4000.25-M (DLMYS)

Transactional-based System. A system employing ectronic data interchange
capabilities.
Source: Developed by IPT

Transaction Set. The dectronic data interchange equivaent of a paper business
document composed of data eements and data segments
Source: DoD 4000.25-M (DLMYS)

Trangdation. The process of changing data from, to, and/or between user-defined files
and approved dectronic commerce standards to facilitate EDI.
Source. Developed by IPT

Value-added Network (VAN). A VAN generdly isacommercid entity (Smilar toa
long-distance telephone company or acomputer on-line service) that provides
communications services, eectronic storage, mailboxes, or other related services for EDI
transactions.

Source: Developed by IPT
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AFMC
AFLIF
AlS
AIT
ALT
ANSI
APADE
ASC
Async
ATAC
ATM
AUTODIN
Bisync
C4ISR

CAGE
CAV

CBL

CC

CCR

CDA

CFM

CIO
CMOS/I12P

COE
CONUS
COOP
COTS

ABBREVIATIONSAND ACRONYMS

Air Force Materiel Command

Air Force Logigtics Information File
automated information system
autometic identification technology
adminigrative lead-time

American Nationdl Standards Ingtitute
automated purchase and accounting data entry
Accredited Standards Committee
asynchronous

Advanced Tracesbility and Control
Asynchronous Transfer Mode
Automatic Digital Network
Bisynchronous

command, control, communications, computers, intelligence,
surveillance, and reconnai ssance

Contractor and Government Entity
commercid assat vighility
Commerdid Bill of Lading

CAGE code

Centra Contractor Registration
Centra Design Agency

CONUS Freight Management
Chief Information Officer

Cargo Movement Operations System-Industry Information
Processor

Common Operating Environment
continental United States
Continuity of Operations Plan
commercid-off-the-shelf

R-1 Abbreviations and Acronyms
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CSC
CUl
CWT
DAAS
DAASC
DCMD
DEBX
DFAMS
DFAS
DFSC
Dll
DISA
DLA
DLIS
DLMS
DLMSO
DMLSS
DLSS
DoD
DOl
DRID
DSC
DSS
DTS
DUSD (L)
DvD

EA

EB

EC

computer system component

common user interface

cusiomer wait time

Defense Automatic Addressing System
Defense Automatic Addressing System Center
Defense Contract Management Division

DoD Electronic Business Exchange

Defense Fud Automated Management System
Defense Finance and Accounting Service
Defense Fud Supply Center

Defense Information Infrastructure

Defense Information Systems Agency

Defense Logigtics Agency

Defense Logidtics Information Service
Defense Logistics Management System
Defense Logistics Management Standards Office
Defense Medica Logistics Standard Support
Defense Logigtics Standard Systems
Department of Defense

Department of Interior

DoD Reform Initiative Directive

Defense Supply Center

Didtribution Standard System

Defense Transportation System

Deputy Under Secretary of Defense (Logitics)
Direct Vendor Ddlivery

Executive Agent

eectronic business

dectronic commerce

Abbreviations and Acronyms R-2



ECAT
ECI
ECRC
EDA
EDI
EDISMC
EEOC
EMALL
EPA
ER
ETA
FESMCC
FIPS
FMSO
FOC
FTP
GBL
GCSS
GSA
GTN
GW
HHS
HL7
HTML

ICP
IPT

ITIMP

Appendix R

EC Acquigtion Team

EB/EC Infrastructure

Electronic Commerce Resource Center
electronic document access

electronic datainterchange

EDI Standards Management Committee
Equa Employment Opportunity Commisson
eectronic mall

Environmenta Protection Agency

exchange request

Electronic Trangportation Acquisition
Federa EDI Standards Management Coordinating Committee
Federd Information Processing Standard
Fleet Materia Support Office

full operationa capability

File Transfer Protocol

Government Bill(s) of Lading

Globa Combat Support System

Generd Services Adminidtration

Globa Transportation Network

gateway

Hedth and Human Services

Hedth Leve 7

Hyper Text Markup Language
implementation convention

inventory control point

integrated product team

informetion technology

Integrated Technicd, Item Management and Procurement
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JTA
JECPO
aTc
LAN
LCM

LIB
LOTS

M
MADES
MILSTRIP
MIS
MOCAS
MRM
NAVSUP
NECO
NIMA
NSA
NIPRNET
OPM
0SD
POA&M
PPP

PRC

PSA

PW

QFY
RCS
RFQ

Joint Chiefs of Staff

Joint Technicd Architecture

Joint Electronic Commerce Program Office
Joint Interoperability Test Command

local area network

L ogigtics Community Manager

Logigtics Information Board

Logistics On-Line Tracking System

million

Menu Assisted Data Entry System

Military Standard Requisitioning and Issue Procedures
Management Information System
Mechanization of Contract Adminigtration Services
Management Reform Memorandum

Nava Supply Sysems Command

Navy Electronic Commerce Online

Nationd Imagery and Mapping Agency
Nationa Security Agency

Non-secure Internet Protocol Router Network
Office of Personnd Management

Office of the Secretary of Defense

plan of action and milestones

Point-to-Point Protocol

Process Review Committee

Principad Staff Assgtant

password security

Quarter of Fisca Year

Reports Control Symbol

Request for Quote/Quotation
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SAACONS
SAMMS
SMTP

SPS

SPVI
STANFINS
STARS
STARFIARS
STORES
TACOM
TBD

TP

TRC

UDF
UN/EDIFACT

URL
USA

USAF
USD(AT&L)

USD(C)

usmc
USN

USTRANSCOM

VAN
VPN
WAWF
WWW

Standard Army Automated Contracting System

Standard Automatic Materia Management System
Simple Mail Transfer Protocol

Standard Procurement System

Subs stence Prime Vendor Interpreter

Standard Financid System

Standardized/Standard Accounting and Reporting System
Standard Army Financid Inventory and Reporting System
Subsistence Tota Order and Receipt Electronic System
Tank-automotive and Armament Command

to be determined

trading partner

Technica Review Committee

User Defined File

United Nation/EDI for Administration, Commerce, and
Transport

Uniform Resource Locator
U.S Army
U.S. Air Force

Under Secretary of Defense (Acquisition, Technology &
Logidics)

Under Secretary of Defense (Compitroller/Chief Financid
Officer)

U.S. Marine Corps

U.S. Navy

U.S. Trangportation Command
Vdue-added Network

Virtua Private Network
wide-areawork flow

World Wide Web
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XML eXtensble Mark-up Language
Y2K year 2000
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