
The document you are trying to load requires Adobe Reader 8 or higher. You may not have the 
Adobe Reader installed or your viewing environment may not be properly configured to use 
Adobe Reader. 
  
For information on how to install Adobe Reader and configure your viewing environment please 
see  http://www.adobe.com/go/pdf_forms_configure.


PDF (DLA)
DLA FORM 1885, JUL 2020
REQUEST FOR SECURITY DEVIATION
Page  of 
FOUO (When form is completed)
FOUO (When form is completed)
Prescribed by:  DLAM 5200.08 V2
             Enclosure 7
Read Instructions on pages 4 and 5 before completing this form
SECTION I - ADMINISTRATIVE
SECTION II - REQUEST
20.  COORDINATION
OFFICE
POC Name
OFFICE
POC Name
SECTION III - REVIEWING OFFICIAL
I have been briefed, understand, and accept the risk associated with the foregoing deviation from security policy.
SECTION IV - APPROVAL AUTHORITY
28.  COORDINATION
OFFICE
POC Name
OFFICE
POC Name
SECTION V - DEVIATION REVIEW
1ST REVIEW
2ND REVIEW
3RD REVIEW
4TH REVIEW
For all deviation request(s) involving Classified Information, to include
items pertaining to open and closed storage, contact your local DI or
email dlasecurityreview@dla.mil. For DM security deviation request(s),
encrypt and send, via email, the completed form(s) to
DLAHQPhysicalSecurity@dla.mil.
1. REQUEST NUMBER. Completed by approving office.
2. EXPIRATION DATE. Completed by approving office.
3. FROM. Enter the name of the office originating this deviation
request. Must include name of originating office, physical address, and Office Code.
4. THRU: Enter the name of the higher headquarters of the DLA Activity originating this deviation request. Must include name of requesting office, physical address, and Office Code. 
5. TO: No action required.
6. TYPE OF ACTION. Select from the drop down menu.
7. TYPE OF DEVIATION. Select from the drop down menu.
8. INITIAL RISK LEVEL.  Select from the drop down menu. Indicate the Risk Level BEFORE compensatory measures have been selected. 
9. RESIDUAL RISK LEVEL. Select from the drop down menu. Indicate the Risk Level AFTER compensatory measures have been enacted. 
10. DEFICIENCY WITH REFERENCE.  Enter a narrative that includes the specific location, type of asset being protected, and the directive reference with paragraph number for each deficiency.
11. MISSION IMPACT. Enter a narrative that answers the following questions:
    1. What is the mission impact if the deficiency is NOT fixed?
    2. What is the mission impact of the deficiency with compensatory in place?
    3. What is the deficiency's affect on other functions, processes, and/or areas?
12. COMPENSATORY MEASURES. Narrative describing the proposed compensatory measures. NOTE: Compensatory measures are in addition and different than baseline security requirements and MUST provide a comparable level of security as the deficiency. 
Each deficiency MUST have at adequate compensatory measures. 
13. PROPOSED CORRECTIVE ACTION PLAN. Enter a detailed narrative stating the steps that will be or have been taken to correct or mitigate the deficiency. NOTE: If this action is for an extension provide reason that the correction could not be accomplished and plan of action to accomplished correct the deficiency. 
14. ESTIMATED COST. Enter the the estimated cost to correct or mitigate the deficiency(s). 
15. ESTIMATED CORRECTION DATE. Enter the estimated date the project will be completed. 
16. FUNDING STATUS. Select the appropriate status of the funding at the time the Reviewing Official signs the request from the drop down menu. 
17. FUNDING TYPE. Select from the drop down menu. NOTE: If "Other Specify:" is selected you must enter the name of the funding used for this project. 
18. NAME AND GRADE OF REQUESTER/INITIATOR. Enter the name of the person initiating the request.  
19. SIGNATURE.  Electronic signature of person initiating the request.
20. COORDINATION. Enter the office and electronic signature of all personnel that the originating and reviewing office coordinated with to complete this request.
21. COMMENTS. Self explanatory.
22. RECOMMEND. Reviewing Official will select from the drop down menu. NOTE: Any "Disapproval - ..." must have comments explaining why the request was disapproved and may include instructions to follow.  If "Returned for Action (See Comments)" is selected there must be comments detailing actions that must be completed before the Reviewing Official will recommend approving and sign this request.  
23. NAME AND GRADE OF REVIEWING OFFICIAL.  (As applicable or directed by the higher HQs) Regional/ MSC/ Installation / Depot Commander or designated representative.                                                           
24. SIGNATURE. Reviewing Officials electronic signature. 
25. FROM.  No action required.
26. TO (HEAD OF DLA ACTIVITY). Same data as Block 4. 
27. COPIES TO.  Self explanatory. 
28. COORDINATION. Approving Authority will enter the office and electronic signature of all personnel that the approving office coordinated with to complete this request.
29. COMMENTS.  Self Explanatory.
30. REQUEST IS.   This is the Approving Authority decision for this request. Approving Authority selects from the drop down. 
31. NAME AND GRADE OF APPROVAL AUTHORITY.  Self Explanatory. 
32. SIGNATURE. Approving Authority's electronic signature. 
33. ADDITIONAL INFORMATION AS REQUIRED (IDENTIFY BY ITEM NO.). This section will be filled out by the Approving Office.  Specific instruction and information relating to this request.
34. ACTION: Choose the appropriate box by clicking inside the box. The Reviewing Officials certifying statement will auto fill. 
35. COMMENTS: Enter a detailed narrative stating actions that have led to this Action. This is the "reason" for this Action. Include any changes to the Risk profile (threats, assets being protected, vulnerabilities, and Risk Levels), updates to compensatory measures, project status or completion, and/or physical changes to the site.
NOTE: Comments are MANDATORY for Cancellations and  Extensions.  
36. NAME, POSITION, AND OFFICE OF REVIEWING OFFICIAL: Must be the same position as block 23.
37. SIGNATURE: Reviewing Official's electronic signature
38. ACTION: Choose the appropriate box by clicking inside the box. The Reviewing Officials certifying statement will auto fill.
39. COMMENTS: Enter a detailed narrative stating actions that have led to this Action. This is the "reason" for this Action. Include any changes to the Risk profile (threats, assets being protected, vulnerabilities, and Risk Levels), updates to compensatory measures, project status or completion, and/or physical changes to the site.
NOTE: Comments are MANDATORY for Cancellations and  Extensions.   
40. NAME, POSITION, AND OFFICE OF REVIEWING OFFICIAL: Must be the same position as block 23.
41.SIGNATURE: Reviewing Official's electronic signature
42.ACTION: Choose the appropriate box by clicking inside the box. The Reviewing Officials certifying statement will auto fill. 
43. COMMENTS: Enter a detailed narrative stating actions that have led to this Action. This is the "reason" for this Action. Include any changes to the Risk profile (threats, assets being protected, vulnerabilities, and Risk Levels), updates to compensatory measures, project status or completion, and/or physical changes to the site.
NOTE: Comments are MANDATORY for Cancellations and  Extensions.  
44.  NAME, POSITION, AND OFFICE OF REVIEWING OFFICIAL: Must be the same position as block 23.
45. SIGNATURE: Reviewing Official's electronic signature
46. ACTION: Choose the appropriate box by clicking inside the box. The Reviewing Officials certifying statement will auto fill. 
47. COMMENTS: Enter a detailed narrative stating actions that have led to this Action. This is the "reason" for this Action. Include any changes to the Risk profile (threats, assets being protected, vulnerabilities, and Risk Levels), updates to compensatory measures, project status or completion, and/or physical changes to the site.
NOTE: Comments are MANDATORY for Cancellations and  Extensions.  
48. NAME, POSITION, AND OFFICE OF REVIEWING OFFICIAL: Must be the same position as block 23.
49. SIGNATURE: Reviewing Official's electronic signature.
RISK DEFINITIONS:
HIGH: Indicates an imminent threat or hazard against the asset or the immediate area where the asset is located. 
    • The identified threat has the capability and intent, and there is a history that the asset or similar assets are being targeted on a frequent or recurring basis. 
    • The identified hazard has a demonstrated history of occurring on a frequent basis in the immediate area or region where the asset it located. 
SIGNIFIGANT: Indicates a credible threat or hazard against the asset or the immediate area where the asset is located. 
    • The identified threat has the capability and intent, and there is a history that the asset or similar assets are, or have been, targeted on an occasional basis. 
    • The identified hazard has a demonstrated history of occurring on an occasional basis in the immediate area or region where the asset it located. 
MODERATE: Indicates a potential threat or hazard to the asset or the immediate area where the asset is located. Also indicates there is a significant capability with low or no current intent that may change under specific conditions and low or no demonstrated history. 
    • For the identified threat, there is some evidence of intent, but there is little evidence of a current capability or history of occurrence. There is some evidence that the threat could obtain the capability through alternate sources. Alternatively, the identified threat evidences a significant capability, but there is little evidence of current intent and little or no demonstrated history. 
    • The identified hazard has a demonstrated history of occurring on an infrequent basis in the immediate area or region where the asset it located. 
         LOW: Indicates little or no credible evidence of a threat or hazard to the asset or the immediate area where the asset is located. 
    • For the identified threat, there is little or no credible evidence of capability or intent and no demonstrated history of occurrence against the asset or similar assets. 
    • The identified hazard has rare history or no documented history of occurrence in the immediate area or region where the asset is located.
         
         
         
- form continues on next page -
online
none
DL1885
standard
Emergency services, public safety
enterprise
DS
2
No
DLAI 4301
n/a
no
Request for Deviation from Security and Emergency Services Criteria
interactive
Mar 2014 (v3.0)
Previous editions are obsolete
DLA Form 1885
	CurrentPage: 
	PageCount: 
	btnPrint: 
	btnEmail: 
	btnClear: 
	btnExport: 
	btnImport: 
	btnChkVersion: 
	btnContactUs: 
	btnAbout: 
	reqNumber: 
	expDateCopy: 
	DateTimeField1: 
	from: 
	thru: 
	to: 
	DropDownList1: 
	references: 
	affectedArea: 
	requirementDesc: 
	deficiencyDesc: 
	estCost: 
	estCorrectionDate: 
	fundingStatus: 
	fundingType: 
	name: 
	sign: 
	office: 
	intials: 
	initials: 
	comments1: 
	actionType1: 
	recAction1: 
	copiesTo: 
	comments: 
	actionType: 
	recAction: 
	additionalInfo: 
	CheckBox1: 
	CheckBox2: 
	CheckBox3: 
	Action: 
	Comments: 
	namePositionOffice: 
	Signature: 



