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                      WEAPON SYSTEM SUPPORT PROGRAM

SECTION I - GENERAL

251101 - PURPOSE

  This chapter cites procedures required to fulfill policies of the DLA Logistics Support Command readiness System Support Team (DLSC-CSS) Weapon System policy regulation, DLAR 4140.38.  Described here is the participation of Military Services, Civilian Agencies, DLSC-CSS, and Defense Supply Center (DSCs) in the Weapon System Support Program (WSSP).  All applicable weapon system data is stored in an Oracle data base, the Weapon System Data Base (WSDB).  It contains weapon system end-item identification parts identification (NSN), and their relationships, and related supply data.  The intent of the program is to provide analysis tools and intensive management techniques in support of weapon system items. 

251102 - SCOPE

  DLSC-CSS policies and procedures are to be used by the DSCs, the Military Services and Civilian Agencies participating in WSSP. 

251103 - REFERENCES

  a.  DLAM 4140.2, Volume II, Part 1:

    (1) Chapter 2, Inventory Accounting.

    (2) Chapter 8, Logistics Reassignments.

    (3) Chapter 33, Local Management Decisions in SAMMS.

    (4) Chapter 38, New Item Procedure. 

    (5) Chapter 39, Provisioning Procedures.

    (6) Chapter 44, Management Information and Reports.

    (7) Chapter 48, Processing Catalog Changes to the Requirements/ Distribution Subsystems. 

    (8) Chapter 49, Violation Control/Suspense File.  

    (9) Chapter 56, Safety Levels.

   b.  DOD 4140.17-M, Military Standard Requisitioning and Issue Procedures (MILSTRIP).

  c.  DLAM 4130.3, Volume II, SAMMS Technical Operations Procedures Manual.

  d.  DLAM 4140.3, Materiel Management Manual.

  e.  DLAR 4140.38, DLA Weapon Systems Support Program (WSSP).

  f.  DLAR 4140.52, Assignment of Supply Status Codes and Acquisition Advice Codes.

  g.  DLAH 4140.6, SAMMS WSSP Users Handbook, Volume VI, Part 1, Stock Level Maintenance, Chapter 1, Weapon System Support.

  h.  DLAR 4100.6, Joint Regulation Governing the Use and Application of Uniform Source Maintenance and Recoverability Codes.

  i.  MIL-STD-1338-1A and 1388-2A, Logistics Support Analysis, and DoD Requirements for a Logistics Support Analysis Record, respectively.

  j.  DLAM 4130.3, Volume II, Part 5, Appendix B-525, Procurement Identification Description/Procurement Guidance Information/Technical History Data/Synopsis Description/Contracting Guidance Data Maintenance Transaction.

  k.  DLAM 4140.2, Volume II, Part 3:

    (1) Appendix A-2,  Routing Identifier Codes (RICs).

    (2) Appendix A-22, Weapon System Transaction Origination Codes (TOCs).

    (3) Appendix A-34, Type of Backorder Codes (TBCs).

    (4) Appendix A-38, Weapon System Essentiality Codes (WSECs)/Weapon System Maintenance Codes (WSMCs).

    (5) Appendix A-42, Action Codes (A/Cs).

    (6) Appendix A-44, Weapon System Designator Codes (WSDCs)/Weapon System Indicator Codes (WSICs)/Weapon System Group Codes (WSGCs).

    (7) Appendix A-47, Shelf Life Codes (SLCs).

    (8) Appendix A-50, Supply Status Codes (SSCs).

    (9) Appendix A-57, Weapon System Advice Codes (WSACs)/Weapon System Status Codes (WSSCs).

   (10) Appendix A-59, Asset Group Codes (A/Gs).

   (11) Appendix A-62, Violation Reentry Codes (VRCs).

   (12) Appendix A-65, Type of Item Codes (TICs).

   (13) Appendix A-78, Acquisition Advice Codes (AACs).

   (14) Appendix A-82, Violation Reason Codes (VRCs).

   (15) Appendix A-87, Item Category Codes (ICCs).

   (16) Appendix A-94, NIR Key Codes/Type of Change Codes.

   (17) Appendix A-103, Safety Level Codes.

   (18) Appendix A-137, Catalog Activity Codes/Routing Identifier Codes/Activity Address Cross-Reference Codes.

   (19) Appendix A-156, Reason For Study Codes (RFSCs).

   (20) Appendix A-161, Basic Service Codes.

   (21) Appendix B-46, Inactive Item Review Notifications, DICs CZR/CZF.

   (22) Appendix B-70, Management Policy Table (MPT) Transactions, DIC ZTA.

   (23) Appendix B-102B, Pseudo Item management Coding (IMC) Data Segment (Recorded User) Interest, DIC LVA.

   (24) Appendix B-144, Weapon Item Data Transaction, DIC WS1.

   (25) Appendix B-148, Weapon Item Data Status Transaction, DIC WS3.

   (26) Appendix B-162, Weapon System Indicator Code (WSIC) Change/ Update Upload Transaction, DIC ZAO.

   (27) Appendix B-189, Supply Control Data Change Document, DIC ZR3.

   (28) Appendix B-230, Part Number Select-NSN Request Transaction, DIC YDH.

   (29) Appendix B-272, Weapon System Summary Status Report Transaction DIC CWS.

   (30) Appendix B-400 and B-401, Provisioning Supply Support Request (SSR) and Advice Transaction, DIC CX__, DLAM 4130.2, Volume II, Part 4.

   (31) Appendix B-525, Procurement Identification/Technical History Data/Synopsis Description/Contracting Guidance Data Maintenance Transaction, DIC YQF, DLAM 4130.3, Volume II, Part 5.

   (32) Appendix C-72, RCS DLA(M)516(O) Report.

   (33) Appendix C-143, Supply Status Code (SSC)/Acquisition Advice Code (AAC)/Source of Supply (SOS) Compatibility Tables.

   (34) Appendix C-148, Weapon System Application Access Authorization Codes.

   (35) Appendix C-149, Weapon System Oracle Roles Hierarchy.

   (36) Appendix C-150, Weapon System Data Base Roles to Applications Matrix.

   (37) Appendix C-151, Weapon System Mapping of WSSP Authorization Codes to Oracle Roles.

   (38) Appendix C-155, Weapon System SQL Options Menus Hierarchy.

   (39) Appendix C-156, Weapon System Ad Hoc, Query, Tools Menus Hierarchy.

   (40) Appendix C-158, Weapon System Inquiry Menus Hierarchy.

   (41) Appendix C-159, Weapon System Transactions Menus Hierarchy.

   (42) Appendix C-161, Weapon System Reports Menus Hierarchy.

   (43) Appendix E-020 V, Materiel Receipt Transaction (Procurement Instrument Source) Violation and Materiel Receipt Transaction Followup Reply Violations.

   (44) Appendix E-036 P, Materiel Returns Reentry Transaction.

   (45) Appendix E-039 V, Customer Excess Reports Violations.

   (46) Appendix E-066 P, Controlled Violation Listing and the Violation Control Reentry Form for Reentry.

   (47) Appendix E-070 V, Management Policy Table (MPT) Transactions/ Violations.

   (48) Appendix E-139 P, Recommended Buy/Batch/Repair Transactions.

   (49) Appendix E-144 P, Weapon Item Data/Status Transactions.

   (50) Appendix E-154 P, Weapon System Item File (WSIF) Writeout.

   (51) Appendix E-271 P, National Inventory Record (NIR) Inquiry by CRT Remote (Verb SNIR).

   (52) Appendix E-302 P, Inventory Adjustment Vouchers.

   (53) Appendix E-305 P, Weapon System Nonstock Items.

   (54) Appendix E-307 P, Standard Supply Control Study (SSCS).

   (55) Appendix E-381 P, Review of Status of Selected Weapon Systems Report.

   (56) Appendix E-387 P, Review of DIIP Deleted/Review Weapon Systems.

   (57) Appendix E-389 P, Monthly Weapon System Analysis Report-Parts I, II, and III.

   (58) Appendix E-413 P, Catalog Management Data (Segment H) in the DLSC Total Item Record (TIR) Adding, Changing, Deleting of, and the processing of DLA Form 1152, Technical Guidance for Stock Management.

   (59) Appendix E-506 P, Amendment Transactions and Status Requests for Stock and/or Direct Delivery Buys.

   (60) Appendix E-516 P, DRMS Asset Data for Front-End Screening (FES)/Final Asset Screening (FAS).

   (61) Appendix F-031, Items Placed On Backorder Listing.

   (62) Appendix F-056, Weapon System Unidentified NSN Violations Report.

   (63) Appendix F-067, Supply Availability (SA) and Workload Analysis Report.

   (64) Appendix F-072, CTDF Interrogation Reply Technical Data (DLAM 4130.3).

   (65) Appendix F-078, Weapon System Support Program VSL Augmentation.

   (66) Appendix F-112, Weapon System Summary Status Report Monthly.

   (67) Appendix F-112A, Weapon System Summary Status Report (Monthly Special Project Summary).

   (68) Appendix F-112B, Weapon System Summary Status Report (Weekly Special Project Summary).

   (69) Appendix F-122, Controlled Violation Listing.

   (70) Appendix F-134, Weapon System Availability Report.

   (71) Appendix F-136, Weapon Systems Below 85% Report.

   (72) Appendix F-137, Weapon System Item File (WSIF) Writeout.

   (73) Appendix F-137A, Weapon System Backorder Listing.

   (74) Appendix F-138, Weapon System Out-of-Stock Items.

   (75) Appendix F-139, Weapon System Nonstock Items.

   (76) Appendix F-140A, Weapon System Monthly Analysis Report-Part I.  All WS1 Submissions To The System.

   (77) Appendix F-140B, Weapon System Monthly Analysis Report-Part II, All WS1s Processed Against Each WSDC.

   (78) Appendix F-140C, Weapon System Monthly Analysis Report-Part III, All WS3s Processed By The System.

   (79) Appendix F-140D, Weapon System Monthly Analysis Report-Part IV, All WS3s Rejected By The System.

   (80) Appendix F-167, Standard Supply Control Study (SSCS).

   (81) Appendix F-187A, Weapon System Items Deleted By DIIP.

   (82) Appendix F-187B, Weapon Systems Under DIIP Review.

   (83) Appendix F-284A, Weapon System By NSNs:  All Coded NSNs.

   (84) Appendix F-284B, Weapon Systems By NSN:  Single NSN.

   (85) Appendix F-333, Safety level Factors for Critical Weapon System Management Policy Table 005 (MPT005).

   (86) Appendix F-455, Advance Warning Management Policy Table 002 (MPT002).  

  l.  WSSP User Documentation for the Weapon System Support Program, November, 1997.  MANTech manual.

  m.  DOD 4140.17-M, Military Standard Requisitioning and Issue Procedures (MILSTRIP).

251104 – RESPONSIBILITIES

  There are three major entities responsible for carrying out the Weapons System Support Program (WSSP):  The Military Services, DLSC-CSS, and the Defense Supply Centers (DSCs).  These are responsible for the successful operation of the WSSP to ensure intensive management and the highest level of supply effectiveness possible for the critical weapon systems. 

  a.  Military Services select weapon systems for inclusion in the program, indicating a level of criticality for each.  They also identify the National Stock Numbers (NSNs) used on each weapon system and the level of essentiality each has to the operation of the weapon system.  They are responsible for periodic reconciliation processes to ensure overall compatibility between the DLA and their own weapon system data bases. 

  b.  DLSC-CSS is responsible for reviewing weapon system selections and for establishing those approved in the master weapon table.  They also review Service system withdrawal requests and delete these systems from the master weapon table.  Only DLSC-CSS is authorized to add or delete systems or to change data in the master weapon table of the data base.  DLSC-CSS is responsible for providing policy, procedures, and guidance as well as compiling and distributing whatever Headquarters level reports are deemed necessary above and beyond the capabilities of the WSSP.

  c.  The Weapons System monitors at the DSCs are responsible for operation and maintenance of the WSDB at each Center.  The DSCs cannot input any data into the End-Item Data File.  A designated person at each DSC will also be responsible for maintaining all data on MPT005 (Safety Level Factors for Critical Weapon Systems Management Policy Table).  Also, the monitors will respond to all DLSC-CSS, Services/ Activities, and DSC Weapons System data requests. 

SECTION II - WEAPON SYSTEM SUPPORT PROGRAM PROCESSING

251201 - WEAPON SYSTEM DATA BASE (WSDB) CRITERIA AND PROCESSES

  a.  The WSDB resides on an ORACLE relational table and menu-driven system environment.  This includes built-in security for appropriate access authority to carry out the WSSP processing functions.  For this reason, security requirements, (application security, data base roles and authorization security and codes, Local Security manager, and System Administration Roles) must be established:

    (1) Authorized roles must be assigned to all weapon system user personnel, Military Service, and private contractor according to authorized use. 

    (2) Passwords, logons, and level of authority must be established for all users as dictated by weapon system security and access criteria.

    (3) DLSC-CSS weapon system manager must establish and maintain all data applicable to the weapon system end-item data record, including applicable criticality identification, points of contact, densities, authorized submitting activities, etc.).

  b.  The access methods consist of two menus:  The DLSC-CSS Level Menu with six possible input options, and the DSC Level Menu with four possible input options.  There are two DLSC-CSS access options which are not authorized or available to the DSCs.  The two options are: (1) The modification of weapon system/end-item systems and (2) The modification of certain required information relating to these systems.  The other four options are the same on both menus and portions of the WSDC records which are not mandatory for entry by DLSC-CSS, and may not be input by DSC personnel upon request of DLSC-CSS. 

  c.  Access limitations to the data base information are described in the DLAH 4140.6, SAMMS WSSP Users Handbook.  Access to query, maintenance, manipulation, and viewing capabilities of data base 

information and processes is strictly limited to users by both the combined WSSP security authorization criteria and the inherent security, access criteria, and rules governing the ORACLE product.  The following access methods are applicable:

    (1) Access via the WSSP application.

    (2) Access via SQL*Plus. 

    (3) Access via commercial middleware (e.g. Impromptu).

  d.  The Service/Activities nominations and related data are furnished to DLSC-CSS for input to the WSDBs.  Required data elements include Weapon System Designator Codes (WSDCs) managing Service Inventory Control Point, authorized submitters, point of contact, and Weapon System Group Codes (WSGCs).  Elements include WSDCs (appendix A-44) and respective WSGCs (appendix A-44).  Only DLSC-CSS can establish, add, or delete End-Item (E/I) systems and certain related data such as nomenclatures, end-item density, WSGCs, system program managers, points of contact and related WSDCs.

  e.  For each WSDC, the Service/Activities will submit the weapon system NSN, along with the WSECs (Weapon System Essentiality Codes, appendix A-38, part I), that define that NSN’s level of essentiality to the end-item system’s operability.  These applications are submitted on DIC WS1s for processing to the WSDB and related files.  Two WSICs (Weapon System Indicator Codes, appendix A-44, part II) are computed:  A WS1 WSIC (one for each submission) and an NSN WSIC (the WSIC of Record for the item).  The NSN WSIC represents the highest WSIC level of all recorded applications.  In addition to this WSIC computation, WS1 processing accomplishes the following:

    (1) The Transaction Origination Codes (TOCs (appendix A-22) are assigned to each WS1 record in the WSDB, indicating the origin of the WS1 transaction.  For example:  AUTODIN, DSC, DLSC-CSS, etc.

    (2) The validation of all transactions is conducted to insure  correct data, format, etc., prior to processing into the WSDB as indicated by the respective WSACs, appendix A-57, part I. 

    (3) User Interest is recorded for Services/Activities during validation by generation of the DIC LVA Pseudo Item Management Coding (IMC) Data Segment Recorded User Interest appendix B-102 B.

    (4) All catalog changes reflected in the National Inventory Record File (NIRF) updates are made for the WS1 NSN during validation processing.

    (5) All Logistics Reassignments actions are according to updates in both the NIRF and the Logistics Reassignment Loss File (LRLF).

    (6) A DIC WS3 (Weapon Item Data Status Transaction, appendix B-148) response document is generated reflecting the appropriate WSSC (Weapon System Status Code, appendix A-57, part II) to permit the submitter to adjust their records.  WS-3 transactions are sent only when a trasaction is not recorded (rejected) or recorded against an Alternate NSN.  The Weapon Item Data Status Transaction, DIC WS3, is an internally generated, daily response transaction transmitted via AUTODIN to Service activities, giving status of their Weapon System application submissions.  The responses reflect the status of submissions resulting from validation processing in the mainframe processes.  The WSSCs appear in pos. 65-66, and define the status of the original submissions.

    (7) The Weapon System Designator Codes (WSDCs) and End-Item (E/I) Systems are established on the WSDB along with the criticality of each system in relation to all of the other systems for that submitter in the form of the Weapon System Group Codes (WSGCs), (appendix A-44, part III). 

    (8) WS1s from AUTODIN and from internal input from the provisioning process, are consolidated for processing on the SAMMS mainframe.  The input is validated against the National Inventory Record File (NIRF) for all catalog change actions other than CC Type of Change Codes/NIR Key Codes (appendix A-94) and the Logistics Reassignment Loss File (LRLF).  All invalid input is rejected back to the submitting Service/Activity via DIC WS3 by AUTODIN with appropriate Weapon System Status Codes (WSSCs).  Appendix A-57, part II, explains the reason the submission has not processed or if edits have occurred to the input which allowed continued processing.  The submitter must adjust their records so that these are compatible with the DSCs’ WSDBs.

    (9) Consumable Item Transfer (CIT) items will be forwarded to the GIM (Gaining Inventory Manager) from the LIM (Losing Inventory Manager) utilizing the same NIRF/LRLF edit logic for Type of Change Code LL as mentioned above.  This is also applicable to those items being transferred due to BRAC (Base Realignment and Closure) policies.

   (10) All valid WS1 transactions will be downloaded from the mainframe to the WSDB for further processing.  The download may include catalog change data or refresh elements necessary to keep the WSDB current. Two elements in the WS1s are validated against the WSDB at this point in time:  First, WSDCs are matched against authorized, existing systems to ensure they have already been established on the data base and, second, submitting RICs From are matched against the list of authorized RICs for submitting activities. Whenever either of these matches are not made, the WS3 response status transaction is generated with applicable WSSC responses to upload record for return to the submitting Service/Activity via AUTODIN.

   (11) Processing at the minicomputer begins with downloading of the refreshed data from the mainframe containing all the valid WS1s as well as all other applicable data. All WS3 responses created out of validation/edit on the mainframe will be on the download data set for recordation in the Weapon System History File (WSHF).  Refresh updates from files on the mainframe occur as often as each DSC deems necessary to have the data base records current prior to the beginning of processing.  All catalog changes are processed first, and then, if refresh action is scheduled, all supply management data is updated to include data from the Supply Control File (SCF), Due-In File (DUIN), Provisioning History File (PHF), National Inventory Record File (NIRF), and Backorder File (BORF), as necessary.  The WS1s are processed as dictated by the specific Weapon System Advice Codes (WSACs) (appendix A-57, part I) on each document.

   (12) The WSIC of Record update to the applicable files is triggered by the generation of an internal DIC ZAO (appendix B-162, Weapon System Indicator Code (WSIC) Update/Change Upload Transaction).  The ZAO transaction updates the WSDB and the Supply Control File.  The update to the WSDB, in turn, triggers the update of the NIRF by an internally generated DIC ZQR. 

   (13) The Contracting Technical Data File (CTDF) is updated by generation of DIC YQF (appendix B-525, DLAM 4130.3 Volume II, Part 5) 

which is placed on the upload data set for processing.  The YQF data consists of the first ten different WSDCs of the WS1 applications for an NSN in the WSDB and the WSIC of Record for that NSN.  This data is updated to the weapon systems area of the CTDF. 

   (14) The WSACs AA and AO (internal Provisioning only) both add WS1 submission records to the NSN Data portion of the WSDB.  A WSAC of AD deletes an NSN Data Record and an AC WSAC causes the WSEC and/or the WSMC fields to be overlaid with data as reflected in the corresponding fields of the WS3 to the WS1 submission record.  If there is no matching record in the WSDB upon which to execute the WSEC/WSMC overlay, the WS1 is treated as an entirely new record.  Additionally, all transactions processed and generated during processing of WS1s and/or WS3s are recorded on the WSHF.  Generation of some monthend reports utilize WSHF data, specifically appendices the F-140A, F-140B, F-140C, and F-140D. 

   (15) WS1s that are generated internally from Provisioning processes are assigned a Transaction Originator Code (TOC) (appendix A-22) of P and a Weapon System Advice Code (WSAC) of AO.  When a matching NSN is not found in the NIRF, these transactions will be recycled for up to five Requirements cycles in an attempt to find a matching NSN.  When no valid NSN is found within the allotted timeframe, these transactions will be reflected on the F-056 Report (Weapon System Unidentified NSN Violations Report) for review and analysis by the DSCs’ monitors.

   (16) Additionally, a DIC LVA (appendix B-102B) is generated for all valid WS1 submissions to record user interest for the service/activity participating in the WSSP.  If the WS1 has a TOC B indicating the NSN is a BRAC (Base Realignment and Closure) item and is on the NIRF, then, the item does not undergo validation/edit.  These documents are forwarded directly to the respective GIM/LIM RICs for processing.

  f.  When the WS1 transaction is processed at the midtier level, several data elements are derived or computed for various records. 

    (1) The valid Weapon System Essentiality Codes (WSECs) and valid Weapon System Maintenance Codes (WSMCs) become a part of the WS1 record fields in the NSN Data records.

    (2) A valid Weapon System Indicator Code (WSICs) for each individual WS1 record, called the WS1 WSIC, is computed by comparing the Essentially Code in the WS1 document and the Group Code in the end-item system record to the WSIC MATRIX levels as listed in appendix A-44, part II, and selecting the alpha WSIC that matches the WSEC/WSGC combination.  This result is the WS1 WSIC which is assigned to the individual WS1 record.

    (3) The NSN WSIC of record must be recomputed if the NSN WSIC is not already equal to or greater than the NSN WSIC.  It is according to the WSIC ranking file and may not necessarily be in alpha order.  The current WSIC ranking as following:  F, G, H, L, M, P, X, J, R, Y, K, S, T, W, Z.  This highest value NSN WSIC is assigned to the NSN Data record and is carried in the WSDB, the SCF, the NIRF, and the WSMF.  It is the indicator used to measure management intensity as it relates to weapon system applications as well as determining enhancement factors for an NSN’s Variable Safety Level (VSL) computations and Safety Level (S/L) Code assignments.

  g.  A change to NSN WSIC causes generation of the internal DIC ZAO which is uploaded to the mainframe and triggers updates to the WSMF, the SCF, and the NIRF. 

    (1) The  WSAC AO is internally generated on WS1s created from the Provisioning Supply Support Request (SSR) process only.  No other external input submitter is authorized or permitted to use the Advice Code (AO).

    (2) For WSAC AC submissions, whenever there is no matching record in the WSDB on which to change WSEC/WSMC fields, the WSAC is converted from AC to AA and is processed as a new WS1 submission input.

    (3) WSAC AD submissions are the first input processed of the WS1 transactions on the WSDB. 

  h.  All transactions processed (WS1s, WS3s, ZAOs, YQFs, etc.) are recorded in the WSHF as well as being reflected in the WSDB. Additionally, all coding transactions (WS1s and WS3s) are reflected on  F-140 Report series (A/B/C/D).

  i.  The establishment and maintenance of goals within the WSSP is designed to allow authorized personnel the capability to set target goals for certain, selected WSDCs, WSGCs, and DSCs.  A value may be specified to establish the minimum percentage goal of supply availability of items in the selected category.  System level goals may be set by DLSC-CSS or individual center goals by each DSC.  All established goals may be accessed across the various sites with a read only access authority level. 

    (1) The types of goals are:

      (a) WSGC goal - An overall WSGC goal percentage set by DLSC-CSS which applies to all DSCS.  DSCS may set Center WSGC goals which must be equal to or higher than the WSGC goal set by DLSC.

      (b) WSDC goal - An overall WSDC goal set by DLSC.  DSCs may set WSDC goals equal or higher than goals set by DLSC.

    (2) The WSGC goal and the WSDC DLSC-CSS goal are primary or DLSC-CSS goals that reside in the DLSC-CSS or primary data base.  The WSGC goal is replicated to the DSC sites while the WSDC DLSC-CSS goal is not.

    (3) The WSDC Center goals are set and maintained at respective DSC sites only.  The center goal percentages for each WSDC must always be at least equal to the DLSC-CSS system goal percentage at a minimum.  It may however, be set above the DLSC-CSS goal, never below.

    (4) The F-136, Weapon Systems Below 85% Report, (DLSC-CSS), lists all weapon systems that having supply availability below 85% during the current reporting period.  This is a DLSC-CSS level report summarizing data from all DSCs.  Also, F-134, Weapon System Availability Report is a DLSC-CSS level summary of data from the DSC’s F-112 Reports.  Both reports are used to review the effectiveness of established goals. 

  j.  Logical groups are sets and/or subsets of either weapons systems or NSNs that are related according to certain criteria or logic as indicated by the group author/user.  Those groupings are established and maintained by the author only who utilizes them in creating ad hoc reports for analysis purposes.  Logical groups are uniquely named by their author and are assigned either public(view access even at other sites) or private (author’s use and view only).  Only the author who created a logical group may modify the group. Public logical groups may also be copied by other users at other DSC sites.

    (1) An unlimited number of logical groups can be created by each user. 

    (2) Upon creation, groups automatically default to a private, viewable, and editable only by its author category for each of the NSN logical groups.  If the author chooses to share any private NSN logical groups, that group must be changed to public before others can view or copy it.

    (3) Once logical groups have been copied to a new user from another author, the user who copied the groups then has the capability to modify the group. 

    (4) At a minimum the data elements which appear on logical group record are as follows:

      (a) User’s Groups:

        1.  Group Name (uniquely assigned by the author)

        2.  Type (either public or private)

        3.  Group Description

        4.  User ID (the end-user’s Oracle username)

      (b) Public Groups at Selected Sites:

        1.  Group Name

        2.  Type

        3.  Group Description

        4.  User ID

        5.  Site (the DSC site of the User)

      (c) Available WSDCs:/NSNs

      (d) Associated WSDCs:/NSNs

  k.  The WSSP Notepad (not be confused with Microsoft Windows Notepad) is a feature of the WSDB designed to accommodate an unlimited number of text notes and comments stored in both WSDC and NSN records in the WSSP.  Once recorded, notes cannot be modified.  They can, however, be deleted and a new note entered.  In order to add or update a note, the author must create a new note with the appropriate change, then delete the old.  If the old note is not to be deleted, a reference to the old should be included in the new.  All notes are automatically removed after 90 days unless they are protected by turning on the protect switch.  Anyone is allowed to view (and print) all notes for any specific WSDC or NSN at any DSC site.  Notes may also be viewed by specific user ID.

  l.  Weapon System Support Program (WSSP) Security.

    (1) The WSSP and the WSDB is only accessible to authorized personnel. 

    (2) Required security goals for the WSSP are as follows:

      (a) Each individual must be provided a level of access appropriate to the applications for which that user has responsibility.

      (b) Within the WSSP, there are several levels of security listed as follows:

        1.  Weapon System Application Access Authorization Codes, (appendix C-148).

        2.  Weapon System Oracle Roles Hierarchy (appendix C-149).

        3.  Weapon System Data Base Data Access Roles To Applications Matrix (appendix C-150).

        4.  Weapon System Mapping of WSSP Authorization Codes to Oracle Roles (appendix C-151).

    (3) DLSC-CSS and center data base personnel assign authorization codes based on the jobs and functions to be performed.  Data Base roles 

are assigned for all data contained in the data base and the WSSP authorization codes are mapped to the Oracle security roles to ensure that all levels of authority/access are consistent with program requirements.

    (4) The WSSP will display several catagories of error messages when attempting to establish the security portions of the process.  Errors will be resolved in accordance with the User Handbook, DLAH 4140.6, SAMMS WSSP Users Handbook.  The catagories include:

      (a) Security Violations

      (b) Data Entry Errors

      (c) Out of Memory Errors

251202 - WEAPON SYSTEM MASTER FILE (WSMF) MAINTENANCE AND FUNCTIONS

  a.  The WSMF contains all current WS1s from the WS1_Data table and the WS1_WSICs for each respective record.  When the WS1 transactions are processed, all WS1s resulting from the data base processing files are loaded on the upload data set, along with any DIC ZAO transactions for processing in the WSMF.  Any applicable deletes or changes are updated and the WSMF becomes a mirror image of the NSN Data files in the WSDB.  The WSMF is located on the mainframe as an independent file from the actual WSDB located at the midtier level.

  b.  The WSMF functions as a reservoir of NSN data on the mainframe.  It also triggers Weapon System Indicator Code (WSIC) updates to the Distribution Subsystem via the internally generated DIC ZQR process which updates both the MINI NIR and the NIRF with the current WSICs. The Supply Control File is updated with the current NSN WSIC by passing the DIC ZAO documents from the WSDB upload to the mainframe.  The WSMF functions on an interface for changes between the WSMF and Management Policy Table 005 (MPT005) (Safety Level Factors for Critical Weapon Systems Table).

251203 - PROVIDING ADDITIONAL SAFETY LEVEL FOR WEAPON SYSTEMS ITEMS AND 

         MANAGEMENT POLICY TABLE 005 PROCESSING

  a.  In order to increase the supply support capabilities of certain Weapon System items, an additional enhanced safety level may be provided in support of those systems so designated in MPT005 per DLSC-CSS guidance.  The DSC monitor will make all necessary entries to the 

Requirements Management Policy Table 005 (MPT005) by input a DIC ZTA transaction (appendix B-70).  This table contains the Supply Availability (SA) percentage factors used to enhance the safety levels for specific WSDCs so that a desired SA is reached for critical items.  Any DIC ZTA violations will appear as controlled violations requiring processing in accordance with appendix E-70V. 

  b.  The significant weapon system data in MPT005 are the WSDCs, WSICs, and SA percentage factors with access to the factors by WSDC, WSIC, or a combination of the two to obtain the largest factor for a given situation.  These percentages are used to augment the Variable Safety Level (VSL) for items where the augmented computation is larger than the standard VSL.  When the Augmented Safety Level is used, Safety Level Code (appendix A-103) will change from V to W as an indication that the safety level quantity for the item has been augmented and that the specific WSDC/WSIC item characteristics have a significant value in MPT005 to use.  Other item characteristics required in the processing logic are:

    (1) Item Category Code (ICC) (appendix A-87) is 1 or P.

    (2) Supply Status Code (SSC) (appendix A-50) is 1, 4, 5, 7, 8, 9, A.

    (3) Shelf-Life Code (appendix A-47) is zero (0).

  c.  When the Variable Safety Level (V or W) is recomputed, the process attempts to match the WSDC and/or the WSIC to MPT005 in order to locate the appropriate SA percentage factor for use in augmenting the item’s safety level.  If no factor is found in the table for either of these codes, the DSC default percentages for both WSDCs and the NSN WSICs, listed as the WSDC 000 (zeros record) and WSIC 0 (zero record) will be used.

  d.  The largest SA percentage contained in MPT005 is used to compute an augmented Variable Safety Level.  The results of this augmented VSL computation is then compared to the original, system computed, VSL result and the greater of the two values is used as the NSN’s safety level quantity in the SCF.  When the augmented value is used, the Safety Level Code in the SCF will be changed from V to W. 

  e.  The MPT005 interface with the WSSP includes the reciprocal update of WSIC/WSDC data internally performed between MPT005 and the Weapon System Master File (WSMF) on the mainframe, resulting from actions performed daily in the midtier processing of WS1 input.  The changes and updates are reciprocally furnished between the two files in order to maintain compatibility.

251204 - WEAPON SYSTEM MONTHLY STATUS REPORTS AND ADVANCE WARNING 

         PROCESSING

  a.  The monthend process produces the required report records for the Weapon System Support Program from the data fed to the WSDB from various sources.  The accumulated data from the month's daily processes plus the cumulative working files of all submissions to the system for the month are used along with the WSHF data to prepare the respective monthend reports files in the midtier processes for the WSDB.  Each month's new reports files replace the previous month's records. 

  b.  The report records are available to authorized users for review, saving to file, or printing reports by authorized users via an online capability.  There are several access methods: 

    (1) WSSP Menu

    (2) SQL

    (3) Ad Hoc Query/Reporting Tool

    (4) Review and reproduction of reports via the WSSP Reports menu is unrestricted.  Access to the data via SQL is restricted to users granted SQL authorization by their assigned Oracle role.  Access via an ad hoc query/reporting tool is controlled by the presence (or absence) of an appropriate software package.

      (a) Appendix F-112, Weapon System Summary Status Report.

      (b) Appendix F-112A, Weapon System Summary Status Report (Monthly Special Project Summary).

      (c) Appendix F-112B, Weapon System Summary Status Report (Weekly Project Summary).

      (d) Appendix F-134, Weapon System Availability Report.

      (e) Appendix F-136, Weapon Systems Below 85% Report.

      (f) Appendix F-137, Weapon System Item File (WSIF) Writeout.

      (g) Appendix F-137A, Weapon System Backorder Listing.

      (h) Appendix F-138, Weapon System Out-Of-Stock Items.

      (i) Appendix F-139, Weapon System Nonstock Items.

      (j) Appendix F-140A, Monthly Weapon System Analysis Report - Part I, All WS1 Submissions to the System.

      (k) Appendix F-140B, Monthly Weapon System Analysis Report - Part II, All WS1s Processed against each WSDC.

      (l) Appendix F-140C, Monthly Weapon System Analysis Report - Part III, All WS3 Rejected by System.

      (m) Appendix F-140D, Monthly Weapon System Analysis Report - Part IV, All WS3 Rejects and Summary Report.

      (n) Appendix F-284A, Weapon System by NSNs:  All Coded NSNs.

      (o) Appendix F-284B, Weapon Systems by NSN:  Single NSN.

251205 - WSDB QUERY, MAINTENANCE, REPORTS, STRUCTURED QUERY LANGUAGE 

         SQL), AND AD HOC PROCESSING

  a.  The WSDB access and maintenance processes are accomplished through the various menu-driven, SQL, and ad hoc commands performed IAW operating procedures in this manual (DLAM 4140.2, Volume II) and as described in the users manual, DLAH 4140.6, SAMMS WSSP Users Handbook. All access is governed by the authorized level roles for the function to be used in the WSSP (see appendices C-155 and C-156). 

  b.  Selections of functions from the PC screen range from view, input, maintenance, query, reports, SQL, ad hoc, to ORACLE capabilities at the various authorized levels of access.  All formatted reports are available for view/print/copy.  In most cases, the available function can be accessed from more than one originating point; i.e., one can get to a reports table from the menu, with a SQL Net level of equipment, from an SQL*Plus request or an ORACLE SQL*Plus.  The special features and options available through an Oracle relational data base are detailed in the DLAH 4140.6, Users manual.

SECTION III - REPORTS

251301 - WEAPON SYSTEM UNIDENTIFIED NSN VIOLATIONS (F-56)

  The F-56, Weapon System Unidentified NSN Violations, is prepared on a daily basis.  This report reflects those Weapon Item Data Transactions (DIC WS1s) resulting from Provisioning Supply Support Requests (SSRs), which did not match an existing NSN when processed against the Weapon System Data Base or the MINI NIRF after at least five consecutive 

passes through the daily Requirements cycles.  The WS1s are uniquely identified by the Weapon System Advice Code (WSAC) AO in pos. 65-66 and a Transaction Origination Code (TOC) P in pos. 62.  The transactions are listed on the F-56 listing and furnished to the Weapon System Monitors for review and analysis as to the cause(s) of rejects ILO submitting notification of the violations directly to the Services/Activities.

251302 - CTDF INTERROATION REPLY - TECHNICAL DATA (F-72)

  The F-72, CTDF Interrogation Reply - Technical Data, DLAM 4130.3, Volume II, Part 5, SAMMS  Technical Operations Procedures Manual, contains the WS ITEMS, LINE NR.  DO field of the Contract Technical Data File (CTDF) in a report format.  The field data is generated and updated on a daily processes via the DIC YQF (DLAM 4130.3, Volume II, Part 5, Appendix B-525).  This DO line represents the recordation of the first ten different Weapon System Designator Codes (WSDCs) recorded for an NSN in the NSN data portions of the Weapon System Data Base. 

251303 - WEAPON SYSTEM SUPPORT PROGRAM (WSSP) VSL AUGMENTATION (F-78)

  The F-78, Weapon System Support Program (WSSP) Variable Safety Level (VSL) Augmentation, is prepared at quarter end process for monitor’s 

review.  This report is a printout reflecting counts of the total number of Weapon System NSNs undergoing the augmented Variable Safety Level computation, total number of NSNs which actually received/used the augmented computation quantity.  (These items are identified as having a W Safety Level Code assigned, appendix A-103, and the total dollar value of the increased VLS.)  Monitors should review and analyze the printout, in conjunction with appendices F-138 and F-333, and the NSN backorder records in the WSDB, to identify those NSNs requiring still more intensified management, in the form of an even higher Supply Availability (SA) percentage factor in MPT005, F-333, Safety Level Factors for Critical Weapon Systems Table, for use in the augmented VSL computation for the specific WSDC/WSIC combinations.

251304 - WEAPON SYSTEM SUMMARY STATUS REPORT (F-112)

  The F-112, Weapon System Summary Status Report, is prepared by the Distribution Subsystem for use in the preparation of the DLSC-CSS Reports Control System RCS DLA(M)516(O) Report (appendix C-72) Status of Selected Weapon Systems, DLA Form 444, Report data is input to certain DLA Operations Research and Resource Analysis (DORRA) modeling operations research projects.  On a monthly basis, the report data is updated in the WSDB to be retained in the monthend statistical posture 

until the next monthend.  The data elements of the report are furnished via the DIC CWS (appendix B-272, Weapon System Summary Status Report Transaction).  Duplicate DIC CWS documents are loaded to the WSDB download dataset for midtier data base update.  Each WSDC summary line of data is broken down into detailed WSEC (Weapon System Essentiality Code, appendix A-44, part I) for each columnar total.  

251305 - WEAPON SYSTEM SUMMARY STATUS REPORT (MONTHLY SPECIAL PROJECT 

         SUMMARY) F-112A)

  The F-112A, Weapon System Summary Status Report (Monthly Special Project Summary) is prepared at monthend by the Distribution Subsystem and is downloaded for update of the report records in the WSDB.  This report was initiated with the intent of tracking specific special projects monthly over and above the F-112 format when deemed necessary. Data elements on this report are furnished to the WSDB via the CWS (appendix B-272, Weapon System Summary Status Report Transaction).  The 

format of this report is the same as that of the F-112 Report, however, the F-112A contains summary status data of the designated specific special project only for a one month period. 

251306 - WEAPON SYSTEM SUMMARY STATUS REPORT (WEEKLY SPECIAL PROJECT 

         SUMMARY) (F-112B)

  The F-112B, Weapon System Summary Status Report (Weekly Special Project Summary), is prepared on a weekly basis by the Distribution Subsystem.  These report are initiated for the purpose of tracking certain chosen specified special projects or systems on a weekly basis over and above the F-112 (all systems monthly summary) and the F-112A (single system summary).  The weekly project summary status data is updated in the WSDB via the download of the DIC CWS (appendix B-272, Weapon System Summary Status Report Transaction).  The weekly report 

files are retained for only one week or until a subsequent weekly report is produced to overlay the current record.  The WSDB is the only place the F-112B Report is kept and available for visibility.  This report version is not routinely prepared or printed from normal processing nor is it furnished in any way to other entities through normal report channels. 

251307 - WEAPON SYSTEM AVAILABILITY REPORT (F-134)

  The F-134, Weapon System Availability Report, is a monthly report available at each Center.  The report fields are identical to those in the F-112 Report, but the F-134 presents the system summary line only.  It cites this summary line for the current past 11 months.  It is an historical report of DSC availability by weapon system

251308 – WEAPON SYSTEM BELOW 85% REPORT (F-136)

  The F-136, Weapon Systems Below 85% Report, is a monthly report available at each Center.  The report fields are identical to those in the F-112 Report, but the F-136 presents the system summary line only.  It cites this summary line for each WSDC falling below 85% availability at the center.  It can be formatted by Service or by level within Service. 

251309 – WEAPON SYSTEM ITEM FILE (WSIF) WRITEOUT (F-137)

  The F-137, Weapon System Item File (WSIF) Writeout, is a daily report available at each Center.  The report consists of WS1 records from the WS1 Data table of the WSDB.  It can be formatted by Service, WSDC, RIC (FROM), TOC, Level, or FSC.  The F-137 is used for reconciliation purposes and for pulling a Center NSN list.

  a.  Periodically, Services/Activities request reconciliation of their weapon system records with DSCs' WSDBs for all of their weapon system applications.  The DSC monitors select processing options based on the individual request and the reconciliation product that is returned to the requesters is in the format of F-137 Report (Weapon system Item File Writeout).  This will be furnished to the Service/Activity via the request vehicle compatible with their equipment.  Some medium are as follows:

    (1) AUTODIN

    (2) FTP, or 

    (3) Hardcopy F-137 Reports

  b.  Monitors may need to request reconciliation type data as a result of a DSC or DLSC-CSS request.  Data can be obtained by entering the applicable reconciliation requests online, and reviewing the report(s) on the terminal screen.  Monitors may request the report listed by Service/Activity, by RIC From Activity/Agency, WSGC, FSC, or by WSDC.

251310 – WEAPON SYSTEM BACKORDER LISTING (F-137A)  

  The F-137A, Weapon System Backorder Listing, is a monthly report available at each Center.  The backorder data (BO Lines) is pulled from the F-031 (Items Placed on Backorder Listing) and include both direct vendor delivery (BV) backorders and regular (BB) backorders.  The report cites two backorder fields:  BO Lines which is the total backorder count at the time of monthend processing and BO Est This Period which is a count of requisitions placed on backorder throughout the report month, regardless of whether or not they are still on backorder.  The F-137A can be formatted by WSDC, Service, NSN, or ORC (Organizational Routing Code).

251311 - WEAPON SYSTEM OUT-OF-STOCK ITEMS (F-138)

  The F-138, Weapon System Out-Of-Stock Items, is a monthly report available at each Center.  It lists all weapons' coded items which are out of stock or without issuable assets.  It can be formatted by WSDC, Service, or ORC.  Report statistics reflect monthend figures.  Each successive month's data replaces the previous month's data.

251312 - WEAPON SYSTEM NONSTOCK ITEMS (F-139)

  The F-139, Weapon System Nonstocked Items, is a monthly report available at each Center.  It lists NSNs coded to a weapon system with EC (Essentiality Code) 1, 5, 6, or 7 and managed as other than Supply Status Code (SSC) 1 or A.  It can be formatted by WSDC, Service, ORC, SSC, or FSSC.

251313 - WEAPON SYSTEM MONTHLY ANALYSIS REPORT - PART I, ALL WS1 

         SUBMISSIONS TO SYSTEM (F-140A)

  The F-140-A, Monthly Weapon System Analysis Report - Part I, All WS1 Submissions to System, report can be developed for a 30-day period, a 7-day period, or for a user-specified period.  It contains a cumulative listing of all WS1 submissions and is available to users for review and analysis of the DSCs WSSP activity.  It can be formatted by WSDC, Service, RIC (FROM), or WSAC. 

251314 - WEAPON SYSTEM MONTHLY ANALYSIS REPORT - PART II, WS1s

         PROCESSED AGAINST EACH WSDC (F-140B)

  The F-140-B, Monthly Weapon System Analysis Report - Part II, WS1s Processed Against Each WSDC, report can be developed for a 30-day period, a 7-day period, or for a user-specified period.  It contains a cumulative listing of all valid WS1 submissions which processed against the WSDB.  It lists by WSDC or by Service a summary of all successful coding actions broken out by Weapon System Advice Codes (WSAC).  It can be formatted by WSDC or Service.  Used in conjunction with the other reports in this series, it offers users a good analysis tool.

251315 - WEAPON SYSTEM MONTHLY ANALYSIS REPORT - PART III, ALL WS3s 

         REJECTED BY SYSTEM (F-140C)

  The F-140C, Monthly Weapon System Analysis Report - Part III, All WS3s Rejected By System, report can be developed for a 30-day period, a 7-day period or for a user-specified period.  It contains a cumulative listing of all WS3 status response documents with their Weapon System Status Codes (WSSC).  The report can be formatted by WSDC, Service, RIC (FROM), or WSSC.

251316 - WEAPON SYSTEM MONTHLY ANALYSIS REPORT - PART IV, ALL WS3 

         REJECTS SUMMARY (F-140D)

  The F-140D, Monthly Weapon System Analysis Report - Part IV, All WS3 Rejects Summary report can be developed for a 30-day period, a 7-day period or for a user-specified period.  It contains a cumulative listing of WS3 totals broken out by WSSC and summarized by WSDC.  It can be formatted by WSDC, Service, RIC (FROM), or WSSC.  Note:  At this point in time, not all WSSCs are listed on the report.

251317 - WEAPON SYSTEMS ITEMS DELETED BY DIIP (F-187A)

  The F-187-A, Weapon Systems Items Deleted by Defense Inactive Item Program (DIIP), report lists all of the pertinent DIIP data, and the WSDC systems recorded for an NSN that is deleted from the supply system because of inactivity.  The report is prepared in parts with one part containing all deleted records for the weapon system monitors, and several other parts containing only individual Service/Activity NSNs/ WSDCs.  All parts of the report are furnished to the monitors who will retain the part with all records and furnish each respective Service/ Activity with the appropriate report for review and processing accordingly.  Monitors will process F-187A in accordance with appendices E-387P and F-187A processing procedures.  When items are deleted after review as a result of the monthend, DIIP Monthend Process, the items will be listed on F-187A Report, which is forwarded to weapon system monitors in four copies; one for each Service/Activity designation.  However, only the WSDC Record with the highest WSIC/WSEC for an NSN is reflected. 

251318 - WEAPON SYSTEMS ITEMS UNDER DIIP REVIEW (F-187B)

  The F-187B, Weapon Systems Items Under DIIP Review, report lists all NSNs/WSDCs where the NSN item is under DIIP review for potential deletion.  This entire report is furnished to weapon system monitors for review and processing in accordance with appendices E-387P and    F-187B.  During the Inactive Item Review (IIR) process, those weapon system items which meet the criteria and have been selected for review will be listed on F-187B Report (Weapons Systems Item Under DIIP Review).

251319 – WEAPON SYSTEM BY NSN:  ALL CODED NSNS (F-284A)

  The F-284A, Weapon System By NSNs:  All Coded NSNs, lists all weapons coded NSNs citing the total number of systems to which each NSN is coded and displaying WSDCs (in alphabetical order) up to a total of 10 per NSN.

251320 – WEAPONN SYSTEMS BY NSN:  SINGLE NSN (F-284B)

  The F-284B, Weapon System By NSN:  Single NSN, displays all coding data present in the WS1 Data table (and includes the system name) for the NSN entered.  The data is displayed as a list rather than an individual WS1 record.

251321 - SAFETY LEVEL FACTORS FOR CRITICAL WEAPON SYSTEMS TABLE 005

         (F-333)

  The F-333, Safety Level Factors For Critical Weapon Systems Table 005, is prepared as a result of DIC ZTA (appendix B-70, Management Policy Table Transaction).  This report lists the specific Supply Availability (SA) factors by WSDC (Weapon System Designator Code, 

appendix A-44, part I) and/or WSIC (Weapon System Indicator Code, appendix A-44, part II) utilized in the Variable Safety Level (VSL) Computation process when qualifying for augmented VSL.  When MPT005 factors are used for an items Safety Level quality, the Safety Level Code (appendix A-103), will be changed from Variable (V) to Weapon System Variable (W) to indicate that the safety level for the item has been augmented by the selected weapon system factor.

251322 – ADVANCE WARNING MANAGEMENT POLICY TABLE 002 (F-455)

  The F-455, Advance Warning MPT002 is prepared as a result of DIC ZTA (appendix B-70, Management Policy Table Transaction).  This report contains parameters by which items having weapon system application will trigger an AW, Advance Warning, Reason For Study Code (RFSC) (appendix A-156) on an F-167, Standard Supply Control Study (SSCs which indicates that expeditious action is required to preclude/alleviate the potential/current out of stock position/posture on an NSN. 
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